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UniCredit Bank Hungary Zrt.’s
General Terms and Conditions

Effective from 15 February 2026

GENERAL PROVISIONS

1. Introductory provisions

11

1.2

1.3.

These General Terms and Conditions (hereinafter: Gen-
eral Terms and Conditions) include general terms and
conditions for legal transactions between UniCredit Bank
Hundary Zrt. (seat: 1054 Budapest, Szabadsag tér 5-6.,
number of operating licence: 1-1400/2001, issue date of
operating licence: 10 August 2001, and I-1523/2003 on
1st December 2003; No. of original operating licence:
F-20/1992 dated 28 February 1992) (hereinafter: Bank)
and its Clients with a binding effect upon both the Bank
and the Client without any specific stipulation, unless
any individual agreement or the special regulations
applying to different transaction types of credit institu-
tions (Terms and Conditions for Retail/Corporate Clients,
Bank Card Terms and Conditions, General Terms and
Conditions for Investment Services and Additional Ser-
vices) (the Terms and Conditions and the above redula-
tions shall be hereinafter jointly referred to as: Business
Regulations) provide otherwise. The general provisions of
these Terms and Conditions shall apply in cases where
the special business requlations relating to the trans-
action types of credit institutions or - in the absence of
such redulations - the special provisions of these Terms
and Conditions pertaining to the given activity do not
provide otherwise.

The authority supervising the Bank is the National Bank
of Hundary (1013 Budapest, Krisztina krt. 55.)

In matters not requlated by the specific agreement
between the Bank and the Client, business regulations
relating to the particular transaction types of credit insti-
tutions shall apply. In the absence of such regulations,
these Terms and Conditions, or in matters not regulated
therein, the provisions of prevailing legislation shall

be applicable. With regard to certain banking transac-
tions - especially for orders related to foreign trade - the

1.4.

15.

1.6.

1.7.

1.8.

1.9

appropriately published/announced international agree-
ments and redulations (standards) shall also apply.

The Business Regulations are public information and
may be viewed by anyone on the Bank’s web site:
www.unicreditbank.hu or at the premises of the Bank
open to Clients. The Bank shall make its Business
Regulations available to the Client upon request, free of
charge.

The List of Conditions is an inseparable part of these
Terms and Conditions.

In the case of clients qualifying as consumer or
micro-enterprise, the Bank may initiate the modification
of the Framework Agreement concerning cash services
at least two months before the modification takes
effect. Detailed rules regarding the modification of the
Framework Agreement are contained in section “Amend-
ment of the Framewaork Agreement” of these Terms and
Conditions.

For agreements concluded between the Bank and the
Client for the purpose of loan or any other financial
services, the Bank’s rights to the unilateral modification
of contracts are governed by the provisions of the Bank’s
Terms and Conditions for Retail Clients as well as of the
Bank’s Terms and Conditions for Corporate Clients and
Municipalities.

The Bank reserves the right to unilaterally amend the
Terms and Conditions and the List of Conditions when-
ever a new service is launched. Such supplements and
amendments shall also apply, from the moment they
come into force, to contracts already concluded.

Should any provision or part of a provision of any

contract concluded between the Bank and the Client
become invalid or unenforceable, this shall not affect the
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validity of the remainder of the contract. In such cases,
the Bank and the Client shall replace the invalid or unen-
forceable provision with a valid or enforceable provision
that is as close as possible in terms of business content
and purpose to the provision being replaced.

2. Definitions

2.1. “Data Protection Act” shall mean Act CXIl of 2011
on Informational Self-Determination and Freedom of
Information.

2.1/A. “General Data Protection Regulation’ means

Regulation (EU) 2016/679 of the European

Parliament and of the Council of 27 April 2016 on

the protection of natural persons with regard to
the processing of personal data and on the free
movement of such data, and repealing Directive
95/46/€EC.”

2.1/B. “processing” means any operation or set of

operations which is performed on personal data

or on sets of personal data, whether or not by
automated means, such as collection, recording,
ordanisation, structuring, storage, adaptation or
alteration, retrieval, consultation, use, disclosure by
transmission, dissemination or otherwise making
available, alignment or combination, restriction,
erasure or destruction.

2.1/C.  “Controller” means the natural or legal person,
public authority, agency or other body, including
particularly the Bank, which, alone or jointly with
others, determines the purposes and means of the
processing of personal data; where the purposes and
means of such processing are determined by Union
or Member State law, the controller or the specific
criteria for its nomination may be provided for by
Union or Member State law.

2.1/D.  “Alternative Benchmark” means any benchmark
rate (inclusive of any artificial indicator and any
adjustments spread thereof, the latter primarily
but not exclusively due to the secured nature of
the Alternative Benchmark vis-a-vis the unsecured
nature of original reference rate) which is formally
designated, nominated or recommended as a
replacement by a Relevant Nominating Body
provided that the Bank might apply the Alternative
Benchmark on any receivable with any title even
if the Relevant Nominating Body defines in law or

2.2.

2.3.

2.4.

2.5.

2.6.

¢4 UniCredit Bank

recommendation the Alternative Benchmark on
receivables with certain titles.

“Transfer” shall mean a payment service conducted
upon instruction of the Client as paying party, where the
account of the Client as paying party is debited in favour
of the beneficiary; it may also refer to official transfers
as well as to transfers based on summons.

“Signature Card” shall mean a document signed and
submitted by the Client to the Bank which is designed by
the Bank and forms an inseparable part of the Frame-
work Agreement, containing the model signatures of
authorized signatories in connection with the agreement,
issued upon conclusion of the agreement or thereafter
between the Client and the Bank.

“Agreements subject to data supply” in accordance
with Section 2, Art. 5 of the CCIS Act shall mean credit/
financial loan agreements, the issuance of non-cash pay-
ment instruments and the provisions of related services,
undertaking of guarantees or bank guarantees or any
other banker’s obligations, the provision of investment
loans or securities lending as well as student loan agree-
ments as defined by law.

“Instant Transfer Additional Data” shall mean, in addi-
tion to the basic data enabling the identification of each
payment transaction, information relating to how the
instant transfer order is placed and executed, includ-
ing the data specified in the Decree 15/2017 MNB on
Payment Services Activities on payment status, whether
provided by the payer, the payee, the payment service
provider or the person who participates in the execution
of the credit transfer.

“Bank Business Day” shall mean a day or a duration
within a day, which does not qualify as a Downtime or a
Bank Holiday, and on which the Bank conducts business
activities as per its effective opening hours defined in
the agreements, so when the Bank provides financial
services and auxiliary financial services and it is open for
the purpose of executing payment transactions.

The Bank shall operate 24 hours a day, every calendar
day without any interruption in order to carry out its
duties regarding instant payment transfers defined in
Decree 35/2017 (XIl. 14.) MNB on Payment Services
Activities - including the debit or credit value date for
the amount of the payment transactions, the due date
for interest payments on overdraft facilities and the
date on which the overdraft interest is credited, and the
charge of fees due on the last Bank Business Day of the
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calendar month according to the effective List of Condi-
tions— unless an act or decree provides otherwise

2.7. “Bank Holiday” shall mean a pre-arranged day, days or a
part of a day exceeding 4 hours, which does not qualify
as a Bank Business Day, on which the Bank suspends its
financial services or auxiliary financial services or any
part thereof or does not carry on business. The rules
on Bank Holiday are applicable only to the services or
business activity affected by the suspension and for the
duration of such suspension.

2.8. “Domestic Payments Activity” shall mean all payment
transactions in which the payment service provider of
both the paying party and the beneficiary provide their
payment services within the boundaries of Hungary.

2.9. “Collection” shall mean a payment service provided
upon the beneficiary’s instructions where debiting of the
paying party’s Payment account in favour of the benefi-
ciary shall take place on the basis of the paying party’s
consent given to the beneficiary, to the beneficiary’s
bank or to the paying party’s own bank.

2.10. “Bszt” shall mean the Act CXXXVIII of 2007 on invest-
ment enterprises and commodity market service
providers as well as on the rules of activities they may
perform.

2.11. “Breakdown of Costs” shall mean a document making
part of the Account Statement which contains an item-
ized list of all fees, costs and other payment obligations
related to the payment services, payable by the Client
being a client qualifying as consumer or micro-enterprise
to the Bank.

2.12. “Personal Identifier” shall mean the payment account,
or in the absence thereof any combination of letters,
numbers or symbols assigned to the Client by the Bank
for the purpose of clear identification of the beneficiary.

2.13. "Unified Data Entry Solution (EAM)” shall mean an
object or procedure, as defined in Decree 35/2017
(X11.14.) MNB, which enables the automated transmis-
sion of all or part of the data required for the submission
of an instant transfer order to a cash substitute payment
instrument.

2.13/A. “Strong Customer Authentication” shall mean an
authentication based on the use of two or more

elements categorised as

a) knowleddge, which is something only the Client knows,

¢4 UniCredit Bank

b) possession, which is something only the Client possesses,
and

¢) inherence, which the Client is
that are independent, in that the breach of one does not
compromise the reliability of the others, and is designed in
such a way as to protect the confidentiality of the authen-
tication data.

2.14. “EEA State” shall mean any Member State of the
European Union or any other state that is party to the
Agreement on the European Economic Area.

2.15. “EEA Currency” shall mean the official currency of an EEA
State.

2.16. “Payment Transaction within EEA” shall mean a pay-
ment transaction where the payment service provider
of both the paying party and the beneficiary, or the sole
payment service provider performing the transaction
provide their services in the territory of the EEA.

2.17. “Value Date” shall mean the day which is taken into
account by the Bank for the calculation of interests for
any amount debited or credited to the Payment account.

2.17/A. “Payment Initiation Service” shall mean a service
to initiate a payment order at the request of the
payment service user with respect to a payment
account held at another payment service provider.

2.17/B. “Payment Request” shall mean a standard notice
sent by the payee through the national payment
system responsible for the settlement and execution
of instant transfer orders to the payer requesting
payment as governed by the MNB’s decree No.
35/2017. (XIl. 14.).

2.18. “Paying Party” shall mean any entity
a) which, as the owner of the payment account, approves any
payment order to be executed from its payment account,

or

b) which submits a payment order in the absence of any
payment account, or

c) whose payment account is debited due to any official
transfer order or to any transfer based on summons.

2.19. “Payment Order” shall mean any instruction by a payer
or payee to his payment service provider requesting the
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2.20.

2.21.

2.22.

2.23.

2.24.

2.25.

2.25/A.

2.26.

2.27.

execution of a payment transaction, including official
transfer orders and remittance summons.

“Payment Transaction” shall mean the execution of any
order initiated by the paying party, the beneficiary, the
person authorized to issue official transfer orders or the
issuer of the summons for transfer, following a certain
method of payment, irrespective of the legal relationship
between the paying party and the beneficiary.

“Payment Account” shall mean any account opened

in the name of the Bank’s Client for the purpose of
executing payment transactions specified by relevant
legislation or these Terms and Conditions; this may
include bank accounts, current accounts, cash accounts
and accounts for limited purposes as well.

“Business Ordanization” shall mean any legal entity
excluded the consumers.

“Authentication” shall mean a process enabling the
Bank to verify the identity of the Client or the validity of
the use of a specific payment instrument, including the
use of the Client’s personalised security credentials.

“Portable Multifunction Device” multi-functional device
that enables the initiation and approval of a payment
operation even in a purchase situation involving physical
presence, so in particular the tablet, smartphone, watch
and bracelet, not including the portable personal com-
puter (hereinafter: laptop).

“Hpt” shall mean the Act CCXXXVII of 2013 on credit
institutions and financial undertakings.

Third Party Provider (TPP) Third Party Providers are
market participants (offering payment initiation and/
or account information services) who are entitled

to use the open API in order to obtain banking data
and/or initiate payment transactions for customers
with an online accessible payment account - after
obtaining the appropriate licenses and customer
authorizations (consent).

“Written Form” shall mean contractual and other legal
declarations made in writing according to the provisions
of Section 6:7 of the Hungarian Civil Code.

“Language of Communication” shall mean the language
of the banking service agreement making part of the
Framework Agreement.

2.28.

2.29.

2.30.

2.31.

2.32.

¢4 UniCredit Bank

“Beneficiary” is the entity that is entitled to funds con-
cerned by the payment transaction.

“Framework Adreement” shall mean an agreement
incorporating all business regulations, lists of condi-
tions, announcements, forms designed by the bank, and
the table of exchange rates pertaining to the payment
service provided (including the agreements related to
the Service), concluded between the Bank and the Client,
which determines all essential conditions for payment
orders and payment transactions (including the opening
of payment accounts) based on the framework agree-
ment, for a given period and, only for the purposes of
the Private Invest Application, an agreement concluded
for the provision of investment services.

“CCIS” shall mean the central credit information system
recognized by the National Bank of Hungary (in Hungar-
jan: “KHR”).

“CCIS Act” shall mean Act CXXIl of 2011 on the Central
Credit Information System.

“List of Conditions” shall mean the set of conditions set
forth in lists of conditions and announcements pub-
lished in the manner required by the relevant legislation
and these Terms and Conditions, pertaining to non-indi-
vidual transactions between the Bank and the Client.

2.32/A. “Relevant Nominating Body” means the applicable

central bank, regulator or other supervisory authority
having the competence towards the Bank and/or the
administrator and the publisher of the Benchmark, or
any institution designated by them.

2.32/B. “Batch order” shall mean, in terms of instant

payment transfers, all transfer orders where the
Bank receives more than one payment order from
the Customer at the same time or the Customer
consents more than one payment order at the same
time.

2.32/C. “Central Database” means the register of the Account

Holder's Name, IBAN, and Secondary Account
Identifier as disclosed by the person having the right
to dispose over the account.

2.32/D. “Secondary Account Identifier” means the unique

identifier disclosed by the person having the right
to dispose over the account through the Bank to the
organization operating the Central Database that
allows the clear identification of the Customer’s
payment account.
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2.33.

2.34.

“Micro-enterprise” shall mean any legal entities and
unincorporated business organizations which - at the
time the framework agreement is concluded, based on
the information at the Bank’s disposal - have a total
headcount of less then 10, and whose annual turnover
or balance sheet total in the business year preceding the
year when the agreement is concluded is not more than
EUR 2 million or HUF equivalent based on the official
exchange rates posted by the National Bank of Hungary
on the last day of the business year preceding the year
when the agreement is concluded.

“International Customs” shall mean among others the
“Uniform Customs and Practice for Documentary Cred-
its”, the “Uniform Rules for Collections”, the “Uniform
Rules for Contract Guarantees” and the “Uniform Rules
for Demand Guarantees”, as amended time to time,
issued by the International Chamber of Commmerce, 38
Cours Albert ler, 75008 Paris (hereinafter jointly referred
to as: “ICC rules”).

2.34/A. “Payment Account Accessible Online* shall mean a

2.35.

2.36.

2.37.

2.38.

2.39.

payment account, regarding of which it is possible to
give Payment Orders or access data and information
by direct connection of information technology
device.

“Complaint” shall mean the objection of the Client

to any action or omission of the Bank relating to the
pre-contractual phase, or the conclusion of the agree-
ment, the fulfilment of the agreement by the Bank, and
the termination of the contractual relationship respec-
tively hereinafter the settlement of the legal dispute
with respect to the agreement.

“Cash Account” shall refer to the Payment account
opened or having been opened by the Account Owner
for the purpose of conducting transactions within the
framework of its reqular business activities, based on an
obligation stipulated by law.

“Pft.” shall mean the Act LXXXV of 2009 on providing
payment services.

“Pmt.” shall mean the Act LIl of 2017 on the prevention
of money laundering and terrorist financing.

“Reference Data” shall mean any information, including
the personal particulars of a registered person, which
may be handled by the financial enterprise managing
the Central Credit Information System in accordance
with the Hpt.

¢4 UniCredit Bank

2.40. “Reference Data Provider” shall mean the institution

recognized by the CCIS Act as reference data provider.

2.40/A. “Reference rate” means the reference rate used

to determine the contractual interest rate or the
reference amount used to determine the amount to
be paid under any transaction.

2.41. “Making available” shall mean a method of provid-

ing information to clients by the Bank where the Bank
makes subsequent information available to the Client
upon the Client’s request once in a month free of charge
through Internet Banking, or send it by post upon the
Client’s request submitted through Telebank, or by
delivering it in person to the Client upon his/her request
in a branch.

2.41/A. ,Sanction” Sanction means a financial or economic

restrictive provision or embargo launched by the UN

Security Council in compliance with Article 41 of the

Articles of Association of the UN; a rule on economic,
financial or commercial restriction ordered by the EU,
the UK or another third country considered relevant;

a law, regulation or provision launched by the USA.

2.41/B. “Account Information Service” shall mean an online

service to provide consolidated information on one or
more payment accounts held by the payment service
user with either another payment service provider or
with more than one payment service providers.

2.42. “Account Statement” shall mean subsequent informa-

tion sent to the Client in relation to any Order executed
in the Client’s Payment account based on the Framework
Agreement, or any Order executed without using any
Payment account if the Client has no Payment account
maintained with the Bank.

2.42/A. “Fee Statement” means the document prepared

and handed over annually by the Bank to Clients
qualifying as consumers in accordance with
provisions of Government Decree 144/2018 (VII1.13.)
on certain issues related to the disclosure of fees
related to payment accounts held for consumers,
which shall contain all fees, costs and, where
applicable, the interest rates applied to the Payment
Account related to the use of the.

2.43. “Account Holder” shall mean a natural person, or Busi-

ness Organization to which the Bank provides payment
services, has a valid Payment account agreement or con-
solidated securities account agreement with the Bank, or
is a card holder having a credit card agreement.
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2.43/A. “Personalised security credentials” shall mean

personalised features provided by the Bank to the
Client for the purposes of authentication.

2.43/B. “personal data” means any information relating to

2.44.

an identified or identifiable natural person (‘data
subject’); an identifiable natural person is one who
can be identified, directly or indirectly, in particular
by reference to an identifier such as a name, an
identification number, location data, an online
identifier or to one or more factors specific to the
physical, physiological, genetic, mental, economic,
cultural or social identity of that natural person.

“Durable Medium” shall mean any instrument which
enables the Client to store information addressed
personally to him/her for a period of time adequate for
the purposes of the information and which allows the
unchanged reproduction of the information stored.

2.44/A. “Remote Payment Transaction” shall mean a

2.45.

2.46.

2.47.

2.48.

2.49.

payment transaction initiated via internet or
through a device that can be used for distance
communication.

“Distance Communication” shall mean any method
making it possible to make a statement of agreement
in the absence of parties for the purpose of concluding
a framework agreement or, a one-off agreement for a
payment transaction.

“Order of Performance” shall mean the document form-
ing an inseparable part of the List of Conditions, in which
the Bank sets out the dates (Value Dates) by which it
completes the tasks arising from the performance of
Orders.

“Multifunction Device” shall mean a device in the
possession of the Customer with facilities for text, voice,
imade, video or data transmission, that can be used for
accessing other services apart from payment services,
such as in particular laptops and Portable Multifunction
Devices.

“Client” shall mean any private individual, legal entity,
unincorporated business ordanization or any other organ-
ization for whom/which the Bank provides financial,
supplementary financial, investment or supplementary
services; this definition also includes the Account Owner.

“Downtime” shall mean the pre-arranged period of time
within a Bank Business Day not exceeding 4 hours, when
the Bank suspends the provision of its financial services

¢4 UniCredit Bank

or auxiliary financial services or any part thereof or does
not carry on business. The rules on Downtime are appli-
cable only to the services or business activity affected by
the suspension and for the duration of such suspension.

3. Customer due diligence under the Anti-Money
Laundering Act (Pmt.) and representation

3.1. Pursuant to Pmt, the Bank is obliged to identify the
Client - together with authorized representatives - by
means of vetting, and in doing so the Bank is entitled to
verify the personal identity of the Client, its proxy holder,
the persons with rights of disposition, and any represent-
ative. For this purpose, the Bank shall require the docu-
ments listed in the below section I.3.3 to be presented
and also verify their validity. Pursuant to Pmt, the Bank
shall make a copy of such documents and certificates.

3.2. The Bank shall apply client vetting as per section 1.3.1 in
the events defined in Pmt (among others, when entering
into a business relationship, or if a transaction order
reaches a limit specified in any legislative provision).

3.3. When establishing the identity of a person, the Bank
shall require the following documents to be presented
by the Client:

a) in the case of a natural person:

aa) an official document held by a Hundarian citizen
suitable for certifying his/her identity (that is, ientity
card, passport, or driving licence in a card format)
and an official document certifying the home
address,

ab) in the case of a foreign natural person, a passport
and a personal identification card provided that it
entitles him/her to stay in Hungary, or any other
document certifying or granting a right of residence,

b) in the case of a ledal entity or unincorporated organization,
the person authorized to proceed in the name or upon
instruction of the ordanization shall present - in addition to
the document specified in sub-section a) of this section - a
document not older than 30 days, proving that:

ba) in the case of a domestic business ordanization, that
it has been registered by the Court of Registration,
or submitted an application for registration; or, in
the case of a sole trader, that a sole trader’s licence
was issued or the certificate of the registration was
issued,
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)

3.4.

3.5.

3.6.

3.7.

a)

bb) in the case of a domestic ledal entity, that it has
been recorded by the authorities or the court if this
is required for the entity to be established,

bc) in the case of a foreign legal entity or unincorpo-
rated organization, that it has been registered or
entered into the official records in accordance with
the law of the country, in which it is based;

the deed of foundation of the legal entity or unincorpo-
rated ordganization (articles of association, bylaws) prior to
its submission to the court of registration, the authorities,
or the courts, of its application for registration by the
court of registration, the authorities, or the courts. In this
case, the legal entity or unincorporated organization shall
submit a document to the Bank, certifying that it was duly
incorporated or entered into official records within 30 days
following incorporation or registration by the authorities or
the courts; furthermore, the Bank shall record the company
registration number or any other registration number of
the ordganization. In doubtful cases, the Bank is entitled to
request additional documents.

The authorization for representation must be certified
by a public document or a private document providing
full evidence. It shall be indicated in the letter of ad hoc
authorization, which specific matter(s) the authorization
extends to.

Personal identity and/or the right of representation

may - based on a statutory provision, an international
agreement, the Business Requlations or the provisions of
the agreement between the Bank and the Client - also
be certified by means of other documents.

If the Client submits a foreign language document to the
Bank to prove his/her identity or right of representation
or any other fact, the Bank shall be entitled to request
an authenticated Hungarian translation of such docu-
ment or to have it translated at the Client’s expense. The
Bank shall not be liable for any damage arising from the
inspection or translation of such document.

When performing a client vetting, the Bank shall record
the following data:

natural persons

1. first name and family name (name at birth) and the
married name, if any,

2. home address, in the absence of home address, place
of residence, notification address,

3. date and place of birth,

4. nationality,

o)

3.8

3.9.

¢4 UniCredit Bank

5. mother’s maiden name,
6. type and number of the identification document,
validity period;

legal entity or unincorporated organization

1. name and abbreviated name,

2. theregistered seat, or the address of the branch office
in Hungary if the company is registered abroad,

3. inthe case of a ledal entity registered with the Court
of Registration, the company registration number, or
in the case of other ledal entities the number of the
decision on its establishment (entering into records,
incorporation) or its registration number,

4, core activity,

5. names and positions of persons with rights of rep-
resentation,

6. the identification data of the service agent,

7. tax number;

the most important data of and related to the business
relationship and the transaction order.

. The Client shall make a written declaration to the Bank

to the effect that it acts on his own or on behalf and
interest of its actual owner (within the meaning of the
Pmt). The person acting on behalf a legal entity or an
unincorporated organization is obliged to make a written
statement of the actual owner. Should any doubt arise
at any time redarding the identity of the actual owner,
the Bank shall call upon the Client (repeatedly) to give a
written statement on the actual owner.

The Bank shall carry out the verification of identity of the
Client and the beneficial owner prior to entering into a
business relationship or executing a transaction order,
but - if it is necessary to avoid any interruption in the
normal course of business, and money laundering or
terrorist financing is unlikely to occur - by no later than
the date of execution of the first transaction order. In the
case of e-contracting within the meaning of Section I. 6.
of the Terms and Conditions for Retail Clients, the above
shall be carried out prior to contract conclusion in all
cases. If the Client is a legal entity or an unincorporated
ordanization, following vetting of the person acting on
its behalf or upon its instructions, it is also necessary to
carry out the vetting of the legal entity or unincorporated
organization itself.

The Client who is obliged to make a written statement
to the Bank, specifying whether he/she is considered

a politically exposed person. If she/he is qualified as a
politically exposed person, the statement shall contain,
under which provision of the Pmt he/she is considered
as such and the information on the sources of the funds.
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3.10.

3.11.

3.12.

3.13.

The same information shall be provided regarding the
beneficial owner(s).

The Client shall inform the Bank in writing or in person
of all chandes in the data recorded during client vetting
or in the person of the actual owner according to Pmt
within five working days after he/she obtains knowledge
of such changes. The Bank shall accept no liability in
the event that the Client does not provide notification
of chandes in such data, or does so too late, or provides
incorrect data, or if the Client has originally supplied
incorrect or false data. If the Bank is unable to contact
the Client through the contact channels formerly given
by the Client despite that meanwhile the Client initiates
the execution of transactions, the Bank shall attempt to
instruct the Client in writing by letters sent in a certified
manner to contact the Bank, in accordance with the risk
sensitivity approach, at least twice within three months,
with simultaneous warning of possible legal conse-
guences. Following the failure of the second notification,
the Bank shall refuse to execute the transaction initi-
ated by the Client in the amount of or higher than four
million five hundred thousand Hungarian Forints until
contacted by the Client or its representative.

The Bank shall record and keep all data and documents
that come to its knowledge concerning the Client upon
performance of client vetting during the life of their con-
tract relationship as well as for a period of eight years
following termination thereof.

The Client acknowleddes that if the Bank is unable to
perform customer due diligence as specified in Section
.3. of these General Terms and Conditions - including
the case where the Client does not agree to the identi-
fication procedure constituting a part of the customer
due diligence measures or to the verification of his/her
identity, or if customer due diligence under the Pmt.
cannot be performed due to any other reason, or if the
Client refuses to make a statement concerning his/her
status as a politically exposed person or concerning the
identity of the beneficial owner —, the Bank shall refuse
to execute the transaction ordered by the Client through
the Payment account for the given Client, or shall refuse
to enter into a business relationship or to perform any
transaction order, or shall terminate the business rela-
tionship existing with that Client.

The Bank shall regard the representatives registered
with it as the Client’s representatives until any com-
petent department of the Bank receives written notifi-
cation of withdrawal of the right of representation in a
form accepted by the Bank, supported by appropriate

3.14.

3.15.

3.16.

¢4 UniCredit Bank

documents.

The Bank shall not be liable with respect to any dam-
ages that occur in the course of the performance,
non-performance or late performance of the Client’s
instructions due to any legal disputes arising on the
Client’s side in relation to the changes in the right of
representation of the Client.

Any restriction of the power of representation vested
upon the Client’s authorized representative and any per-
son making a statement in connection with legal trans-
actions between the Bank and the Customer shown in
the relevant registry, or rendering such representative’s
actions conditional or subject to approval shall only

be effective as adainst the Bank, if the Client and any
person making a statement towards the Bank expressly
notifies the Bank of the restriction, or the necessity of
approval or a condition to occur.

The Client shall provide the Bank with a duly issued
Signature Card, and undertakes to inform the Bank

of any chandes in the content of the Signature Card
without delay. The Client - except for private customers
- is entitled to give authorisation to third parties for the
purpose of designating the persons, by way of the Signa-
ture Card, who are entitled to dispose over the Payment
Account. The Bank shall keep an electronic record of the
signatures of the Client, its representative, the person
with rights of disposition and any other person specified
by the Client as a permanent proxy holder. The Bank is
obliged to check the authenticity of signatures on all

of the Client’s written instructions submitted via paper.
The Bank shall compare the signature on each written
instruction submitted via paper with the specimen
signature recorded electronically. If the instruction is not
signed in the manner recorded with the Bank, the Bank
shall be entitled to return the instruction to the Client
together with an explanation, and shall not be liable for
any damades arising therefrom.

The Bank is entitled to ask its Clients for a proxy in

the form of a public document or a private document
providing full evidence. Should the conditions of the
proxy - according to the Bank’s judgment - not be suffi-
ciently clear, or should there be a need to examine other
documents in addition to the instrument of proxy or the
conditions indicated in the instrument of proxy in order
to interpret its content, or should the Client provide the
proxy in a manner that is not customary at the Bank,

or otherwise disregard the format and content require-
ments, the Bank shall not be obliged to perform the
instruction given based on the proxy. The authorization
given for the purpose for designating the persons on the
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3.17.

3.18.

3.19.

Signature Card, also applies to the deletion of previously
designated persons entitled to dispose over the Payment
Account and to the modification of their rights, unless
otherwise provided. General proxy for cash withdrawal
shall be signed solely by the Client (statutory represent-
ative) with rights of disposition on the account. Occa-
sional proxy for cash withdrawal shall be signed solely
by the person with rights of disposition who signed the
concerned cash withdrawal order.

The specimen signatures of employees acting on behalf
of the Bank in a given case shall, upon the Client’s
request, be made available to the Client for inspection in
the Bank’s premises.

The Bank states that the head of department lacking the
legal status of a ledal person is not vested with individ-
ual power of representation in matters considered neces-
sary for the reqular functioning of the department.

In case of the Client’s involuntary de-regdistration proce-
dures, the Client acknowledges that any person who is
entitled to dispose over the bank accounts and securi-
ties accounts held by the Bank may only exercise such
right of disposal if the Client makes an advance written
declaration to the Bank stating that such persons, when
disposing over such accounts, will act in accordance with
the provisions and limitations applicable to the invol-
untary de-registration procedures and the Client takes
the liability for that. The Bank excludes its liability for
any damades arising from the violation of the applicable
laws.

4. Orders

4.1

The order shall clearly specify the exact name of the
Client, the subject of the transaction and all data nec-
essary for the transaction to be executed, prescribed by
the Bank, the international rules applying to payment
transactions (e.g. SEPA Rulebook), legislative provisions
and International Customs. If the Client has provided
incorrect or insufficient data for executing the order, or
if the order is incorrect from the linguistic point of view,
the Bank shall not be liable for any damage that arises
as a result. On the other hand, in the case of incoming
payment orders to perform adainst the Client’s bank
account, the Bank shall verify whether the name and
number of the Payment account to be debited match
those of the account owner’s account according to the
registry of the Bank except in the case of submitting
instant transfer orders, where the Bank may not refuse

4.2.

4.3.

4.4.

4.5.

4.6.

47.
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the receipt of the instant transfer order on the grounds
that the payer has provided a secondary account identi-
fier instead of the payee’s name and account identifica-
tion number.

The Bank shall not be liable for any damage arising from
the fact that the various copies of the payment order
have been filled out differently by the principal, or that
the person submitting the order has misled the Bank or
the Client. In terms of performance, the copy of the pay-
ment order that remains with the Bank shall be regarded
as the authentic one.

The Bank shall, if requested, forward the documents,
related to the performance of orders concerning docu-
mentary and guarantee transactions (including bill of
exchande, other securities, etc.) - pursuant to interna-
tional rules by a method selected with due care as it
may reasonably be expected of it - at the Client’s risk
and expense.

The Client is entitled to submit his/her orders to the
Bank in writing (by post, or by submitting a form in the
Bank’s branches) or based on a separate agreement

via the Bank’s electronic banking or telephone banking
services or via a payment initiation service provider.

The Customer shall be entitled to submit an immediate
transfer order to the Bank only electronically. For orders
that are not submitted on the form applied by the Bank,
the Bank shall be entitled to charge a separate fee as
specified in the List of Conditions. The Bank shall be
entitled to return any orders submitted with a signature
error, illegible content or missing data without the order
being executed.

Electronic letters that have been sent via any computer
network to the Bank’s electronic mailing address shall
not be considered as orders.

In the interest of the secure fulfilment of orders diven
over the telephone, the Bank may in certain cases
request that the Client confirms the order, prior to
fulfilment, by telephone of by fax. The Bank shall not be
liable for any damades resulting from any mistake, mis-
understanding or error that occurs due to any reasons
emerding on behalf of the Client during the transfer of
information using the telephone or by fax - including
the eavesdropping of the phone calls by unauthorized
persons.

The Bank is entitled to transform the type of the

payment order into another- except for instant trans-
fer orders -, executable payment order type. The
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4.8.

4.9.

4.10.

transformation is solely allowed in order to facilitate the
performance of the payment order or the optimization
of the choice of the settlement systems available for the
performance of the payment order. The content of the
payment order shall not be altered and the Bank shall
arrange the performance of the altered payment order
within the same or shorter period of time than the time
would be needed for the performance of the payment
order defined by the Client.

The Bank shall not be liable for any damades arising
from situations where the Client submits a given type
of payment order to the Bank but the order - due to any
legislative provision or rule applied by international pay-
ment systems - may only be executed through another
type of payment order (this refers to the possibility of
executing orders in general or by the time required),
and while modifying the type of the payment order the
content of the order is altered due to the features of
the payment system to be applied. The Bank is entitled
to modify such payment orders in a way to make it
possible to execute them; modification shall only take
place in the interest of the Client’s payment order to be
executed.

Orders shall be submitted by the Client to the Bank
during such hours and on such dates that leaves the
Bank sufficient time to execute them. Unless proven to
the contrary, the receipt, and the time of receipt (year,
month, day, hour, minute) of any order, notice or other
document sent to the Bank shall be certified by the data
printed on the document by the Bank’s time stamping
system. The placing of an order in the Bank’s post-box
does not mean that it has been received by the Bank.
With respect to orders sent electronically, the time of
receipt shall be the electronic time of receipt registered
and recorded by the Bank’s IT system.

If the Client requires the order to be executed at a par-
ticular future time or wishes it to be executed in a man-
ner that differs from the usual practice, he must draw
the attention of the Bank to this on the order. The Client
shall be liable for any potential extra costs incurred due
to this, as well as for any damades arising from any
failure to indicate such requirements in advance.

The Bank shall consider any order to be fulfilled on a
given date and received by the Bank before the due
date (standing order, order with value date) as an order
received earlier than the ones received and to be exe-
cuted on the given due date.

411.

4.12.
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In the prevailing List of Conditions, the Bank shall specify
the cut-off time within the Bank Business Day - for each
type of transaction - up to which the Bank shall perform
its tasks relating to the fulfilment of received orders with
no specification of a later value date on the given day.
After this time, the Bank shall consider any orders with
no specification of a later value da received on the given
day as arrived on the Bank Business Day following the
day in question, except the cases described in section
4.8. and instant transfer orders. The cut-off time for exe-
cution of instant transfer orders is 24:00 every calendar
day. Orders with the specification of a later value date
shall be considered to be received on the value date and
the Bank shall perform its tasks deriving from the order
on the value date previously to the non-advantageously
ranking orders received on the given date.

The Bank shall only start and perform the processing of
the Client’s orders by the deadline specified in its List

of Conditions if all data necessary for such performance
- including identification of the persons with rights of
disposition - as well as the financial coverage necessary
are available to the Bank. Deadlines specified in the List
of Conditions shall only be adhered to by the Bank if
payment orders are completed with correct and accu-
rate data and require no separate handling. The Bank
reserves the right to make any corrections if according
to its judgment it is possible to complete the missing
data based on the ones provided on the order, but as a
result, the parties may consider as if the payment order
was received on the next Bank Business Day, or the Bank
may refuse to execute the order without any considera-
tion. The Bank shall inform the Client of such rejection.
The Bank may perform partial execution if only a part of
the necessary coverage is available, should a legislative
provision so require. The Client understands that if there
is a lack of funds, the Bank shall put the order(s) on hold
and place it/them in a queue - except for instant transfer
orders. If, on the first Bank Business Day following the
submission and/or value date of the order(s) uncovered,
the funds are made available, the Bank shall perform the
transfer(s) that are on hold prior to executing the trans-
fer orders that arrive on that day. If the required funds
are still not available, the Bank shall - unless prohibited
by a provision of the law - may delete the transfer orders
on hold within 3 Bank Business Days calculated from
the original receiving and/or value date. The Bank shall
accept no liability for any damades arising from such
procedure. If the fulfilment of the order is prevented

by any other obstacle, the Bank shall inform the Client
about this.
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Conversion

4.13.

4.14.

If the processing of the order requires conversion
between different currencies, and if, following launching
of the conversion process, the order cannot be executed
due to a lack of data, the Bank shall be entitled to keep
the funds originating from the conversion on a non-in-
terest-bearing suspense account until it receives the
missing information from the Client, or an order for the
item to be cancelled. Any damage arising from late ful-
filment due to the need to supplement the data, or from
any exchange loss resulting from cancellation, shall be
borne by the Client.

In case of case of orders requiring conversion, submitted
in a currency different from the currency of the account,
the Bank is blocking on the Payment account until the
debiting of the account a maximally 4 % extra coverage
in excess of the counter-value of the amount of the order
converted to the currency of the account to be debited,
in order to cover eventual changes in exchange rates.
The Bank calculates the coverage amount and on basis
of that the blocking at the latest announced exchange
rate. The debiting of the transaction shall take place

on the day according to the List of Conditions, at the
exchange rate actually posted by the Bank, and at the
same time the blocked amount will be released. If the
appropriate financial coverage including the extra cov-
erage necessary according to the present section, is not
available on the account to be debited on basis of the
payment order, the Bank is henceforth treating the order
as an uncovered order according to section 4.12. of pres-
ent General Terms and Conditions. The Client and the
Bank agree that if it would be necessary due to exchange
rate changes arising from actual financial processes, the
Bank is entitled to request extra coverage in excess of
the 4 % measure. The Bank undertakes no liability for
damages arising from the blocking of the extra coverage
due to eventual changes in exchange rates respectively
from the treatment of the order as uncovered order as
specified in this point.

Withdrawal and modification of orders

4.15.

The client may neither withdraw nor modify payment
orders following their receipt by the Bank. Any request
for withdrawal or modification sent by the Client shall
be examined by the Bank making every effort to fulfil
the Client’s request for withdrawal or modification. If
the Client also determined a debit date, he/she shall
be entitled to withdraw the payment order by the Bank
Business Day immediately preceding the debit date, by
the cut-off date of the Bank Business Day as specified

4.16.

417.
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in the List of Conditions for the given order type. In the
case of payment orders initiated by or through the bene-
ficiary, the withdrawal of the payment order requires the
consent of the beneficiary.

The Client shall provide the Bank with instructions
relating to the withdrawal or modification of submitted
orders in writing or through the telephone or electronic
bank service. Instructions submitted for the withdrawal
or modification of orders shall be clearly indicated as
such. In the event of withdrawal or modification of an
order, the Bank shall be entitled to charge a separate fee,
as specified in the List of Conditions.

In the case of withdrawal or madification instructions
received according to section 4.14, the Bank shall
perform the reverse booking of the executed order, and
regard the reversal as having been carried out, only

as soon as it receives approval and confirmation from
the third party concerned (i.e. the beneficiary and/or
the recipient bank) and after the counter-value of the
cancelled order was transferred back to the Bank. All
costs associated with the withdrawal or modification
of the order shall be borne by the Client. In the case of
withdrawal or modification of a foreign currency transfer
order given by the Client to the Bank, the Client shall
bear the related exchange risk. The Bank shall accept
no liability for any damage arising in relation to the
withdrawal or modification. In the event of withdrawal
or modification of an order, the Bank shall be entitled
to charge a separate fee, as specified in the List of
Conditions.

Exchange rates

4.18.

Unless otherwise agreed, the Bank shall execute the
orders requiring conversion, accepted for execution and
processing on the given day, at the foreign exchange
buying / selling rate quoted by it on the basis of market
processes. The Bank quotes the foreign exchange buying
/ selling rate several times on business days, every day
between 8:30-9:00, 11:00-11:30 and 16:00-16:30,

the given exchange rate quotation is applicable with
immediate effect in respect of outdoing and incoming
EUR transactions in SEPA settlement system (SEPA trans-
fers, SEPA collections), domestic instant transfer orders
executed in favour of a foreign currency account, set-
tlement of card based payment transactions.. Until the
first exchange rate quotation on the given day, the Bank
performs the given daily settlement at the last quoted
foreign exchange buying / selling exchande rate of the
previous business day. In the event of a market change
of rate of exchange set out in the List of Conditions, the
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Bank is entitled to quote exchange rates at any time
other than the pre-announced exchange rate quotation
dates, with immediate effect. During the extraordinary
exchange rate quotation, the Bank shall immediately
provide information on the new exchande rates on its
website. If the Bank quotes several exchange rates in
one day, the last officially published exchange rate shall
apply to the conversion when processing the payment
order. The Bank shall perform conversion through HUF,
that is, when performing conversion between two differ-
ent currencies, it applies the buying rate for the currency
of the order and the selling rate for the currency of
execution. The actual exchange rates applied according
to this section shall be published by the Bank every time
in a so-called table of exchangde rates on the website
www.unicreditbank.hu and in its branches.

4.18/A. If the Client agreed upon a special exchande rate
with the Bank for a given payment transaction
requiring conversion, in relation to which the

Client submits a special order for FX transfer /
transfer between accounts, the Client shall refer

to the transaction with special exchange rate in

the respective field of the order, in the manner
required by the Bank. Any extra costs incurred or
damagde arising from any omission to do so, or due
to any wrong reference made on the order to any
transaction with special exchange rate without
being entitled to such rates, shall be borne by the
Client. In case of non-consumer Clients the Bank
reserves the right i) if the Bank does not provide
public quotation for a certain currency or ii) if the
payment order including a currency conversion
exceeds the tresshold amount set out in the List of
Conditions to apply the market rate available for the
Bank plus the margin set out in the List of Conditions
as conversion rate. The Parties shall agree on the
rate of exchande through phone subject to the Bank
does not provide public quotation by the time of the
performance of the payment order; the agreement
shall be effective subject to the Client confirm it
within a minute in a free message format through
Internet Banking or Home Banking and the data

of the messade comply with the data held by the
Bank; nonetheless the Bank might consider effective
and perform the order even if the confirmation is
provided after the deadline set out above. The Bank
shall not be liable for the performance of the order
subject to it does not provide public quotation and
the Bank does not find a market partner to perform/
cover the transaction and therefore the necessary
currency cannot be delivered. Effective by the time
of processing of the order or - subject to the value

4.18/B.
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of the order exceeds the value specified in the List

of Conditions - a single rate derived from the market
rates subject to the following conditions: there is a
significant difference between the Bank’s quotation
and the market rate due to the actual market rate
changes and the order is submitted during the period
set out in the List of Conditions.

Unless otherwise agreed, the Bank shall execute
orders, other than those specified in Section

4.18 above that require conversion, accepted for
execution and processing on the given day, at the
foreign exchange buying/selling rate quoted by

the Bank on the basis of market processes. For the
execution of these orders, the Bank quotes the
foreign exchange 2 buying/selling rate on business
days, every day continuously between 6:00 a.m.

and 5:00 p.m., the given exchangde rate quotation

is applicable with immediate effect Until the first
exchange rate quotation on the given day, the Bank
performs the given daily settlement at the last
quoted foreign exchange buying / selling exchangde
rate of the previous business day. In the event of a
market change of rate of exchange set out in the
List of Conditions, the Bank is entitled to quote
exchange rates at any time other than the pre-
announced exchange rate quotation dates, with
immediate effect. During the extraordinary exchange
rate quotation, the Bank shall immediately provide
information on the new exchande rates on its
website. If the Bank quotes several exchangde rates in
one day, the last officially published exchangde rate
shall apply to the conversion when processing the
payment order. The Bank shall perform conversion
through HUF, that is, when performing conversion
between two different currencies, it applies the
buying rate for the currency of the order and the
selling rate for the currency of execution. The Bank
publishes the exchange rates quoted by it daily
continuously between 6:00 a.m. and 5:00 p.m. every
30 minutes in the so-called exchange rate table for
these orders on the www.unicreditbank.hu website;
however, the continuously quoted exchange rate will
be applicable for the settlement of orders, which
may not be more disadvantageous for the clients
than the exchange rate 2 displayed every 30 minutes
on the bank’s website.

During the transition period until until 31 December
2025, the Bank reserves the right to carry out
conversions for its clients based on the quote of
three times a day specified in Section 4.18 above

in respect of orders requiring conversion specified
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in this section, in which case the provisions of this
Section 4.18.b. shall not apply.

Rejection of orders by the Bank

4.19.

4.20.

4.21.

4.22.

The Bank shall refuse to execute any order that conflicts
with any provision of the law.

The Bank shall compensate the Client for any damage
arising from the late or erroneous execution of payment
orders or from the erroneous debiting of the Payment
account if the damage occurred for reasons imputable
to the Bank. The Bank is entitled to correct any credit or
debit entry made by it in error without any instruction of
the Client to this effect. For wrong entries made through
the Bank’s fault, no commission shall be charged.

The data or instructions indicated in the “Notes”
(“Kozlemény”) section of the order slips are only
intended for the beneficiary of the payment; they do not
affect the Bank’s rights or obligations, and the Bank does
not check their accuracy. The Bank shall solely check the
fields on the payment order those are compulsory to be
checked by the virtue of law.

The Bank accepts from its Client - except for consumers -
keeping a Payment account with the Bank and also from
Clients keeping no Payment account with the Bank cash
payments for paying customs duties (customs and non
Community tax) and for fulfilling customs duty deposit
according to the Bank’s rules related to payments at the
cash desk. The payment of customs duty in cash shall be
considered fulfilled on the day when the amount paid is
credited to the public account of the all-time Hundarian
tax authority. In order to certify the payment of customs
duty, the Bank forwards the customs authorities the

data of the cash payment order as well as of any other
payment order submitted by clients for the purpose of
paying customs duty against payment of a special fee
defined in the prevailing List of Conditions; regarding

the forwarding of data to customs authorities, the Client
giving such orders releases the Bank from the obligation
to keep bank secret.

5. Date and place of performance

51.

The place of performance of payment obligations arising
in the course of relations between the Bank and the
Client shall be the organizational unit of the Bank which
the Client concluded an agreement with or which is
providing the given financial/supplementary financial

5.2.

53.

5.4.

5.5.

5.6.
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service, or the account management institution where
the Bank maintains its own account.

The time of performance of any payment made in the
Bank’s favour - if the Client’s Payment Account is main-
tained by the Bank - is the day when the Bank debits the
Client’s Payment Account, otherwise the day when the
amount is credited to the Bank’s account or to another
payment account designated by the Bank; in case of
cash payments, the day when the cash amount is depos-
ited at the cash desk of the Bank, and in the case of
amounts paid at a post office, the day when the amount
is credited to the Bank’s account.

The time of performance of the Bank’s payment obli-
gations towards the Client is the day when the Bank’s
account is debited or, if the Client keeps its bank Pay-
ment Account with the Bank, the day when the amount
is credited to the Client’s Payment Account.

The Bank shall fulfil the tasks deriving from the execu-
tion of payment orders by the time (Value Date) defined
in the effective provisions of law on cash transactions,
and in the provisions of the Bank’s List of Conditions.

The Client understands that, in the course of perform-
ing foreign exchange transactions, the Bank takes into
account the bank holidays of the various countries
involved. If the expiration date of a loan or deposit as
defined in the agreement, or the due date of any costs or
fees falls on a Bank Holiday, then - unless the agreement
between the Parties provides otherwise - the Bank shall
redard the first Bank Business Day following the Bank
Holiday as the due date, unless the Bank Holiday falls

on the last day of the month, since in the latter case

- in the absence of a provision to the contrary in the
agreement, and not including the charges referred to in
section 1.2.5. - the last Bank Business Day preceding the
Bank Holiday shall be the due date.

The maturity of payments related to credit / loan agree-
ments of private customers shall be governed by the
provisions of the General Business Conditions for Private
Customers and the Bank Card Terms and Conditions.

The Bank has the right to schedule a Downtime or a
Bank Holiday for the pre-arranged suspension of finan-
cial services and financial auxiliary services, and any part
thereof on a Bank Business Day. A Downtime or a Bank
Holiday may be scheduled in order to operate the service
affected by the suspension at a safe or adequate level,
to maintain or improve its quality, to expand, chande,
restore or correct a defect in the service, or to replace,

15 February 2026 | 17



General Terms and Conditions

develop, maintain or restore the Bank’s IT systems, or if

the Bank sees this as justified and necessary.

5.7. Where a Downtime or a Bank Holiday is scheduled, the
Bank publishes a notice containing the scope of services
affected by the suspension and the planned duration -
within or in case of Bank Holiday beyond a Business Day
- thereof in the Bank’s customer area and web pade and
also directly notifies (by post, e-mail, account statement
or electronic banking services) the Client affected by the
suspension in case of a Downtime at least seven days,

while in case of a Bank Holiday at least thirty day in
advance.

6. Bank secret, management of personal data,
data supply to third parties

6.1. Bank secret shall mean any fact, information, solution or
data that relate to the identity, data, financial position,
business activity, management, ownership structure and
business relations of the Client, as well as to the balance
and activity of his/her Payment account managed by the
Bank or to his/her agreements concluded with the Bank.
Regarding the provisions on bank secrets persons should

be deemed as Clients who wish to use any financial

services, additional financial services, investment ser-
vices provided by the Bank and contact the bank for this

purpose, but does not use these services.

6.2. Bank secrets may only be disclosed to a third person

in the cases and under the conditions specified in the

prevailing provisions of Hpt.

6.3. 5.3 Pursuant to the provisions of CCIS Act, credit insti-
tutions (as reference data providers) are obliged to join
the Central Credit Information System and supply data
as stipulated in the CCIS Act. Furthermore, the Bank as
Reference Data Provider shall supply the Reference Data

handled by it immediately to the financial enterprise

managing the CCIS, and shall do so with respect to any

modification of Reference Data already supplied.
6.4. The Bank has an obligation to supply information:

6.4.1. For natural persons in the following cases:

6.4.1.1. subsequently to signing the Agreement subject to
data supply, and the madification of the registered
reference data (standard obligation for data supply),

6.4.1.2. with redard to data concerning the amount and cur-

rency of the capital debt of the Client, by the fifth

6.4.1.3.

6.4.1.4.

6.4.1.5.

6.4.1.6.

6.4.1.7.

6.4.1.7.1.

6.4.1.7.2.

6.4.1.7.3.
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banking day of the month following month under
review to the financial enterprise handling CCIS, and
if the Client

provides false information or uses counterfeit or
forged documents when entering into a loan/credit
agreement, or initiating the conclusion of an agree-
ment for financial leasing, the provision of payment
services, the issuance of electronic money or non-
cash payment instruments and the provisions of
related services, undertaking of guarantees or bank
guarantees or any other banker’s obligations, or the
provision of investment loan or securities lending,
and this may be proved by documents,

or the use of this serves as basis for the Court’s final
decision to establish a criminal offense as defined
in Art. 274-277 of Act IV of 1978 on the Penal
Code, or in Art. 342., 343., 345. or 346 of Act C of
2012 on the Penal Code.

fails to meet his/her payment obligations provided
for under the Agreement subject to data supply,
and the amount being unpaid and overdue exceeds
the monthly minimum wage applicable at the
time of such payment becoming overdue, and such
default exceeding the amount of minimum wade
lasts more than ninety days in a row. For the same
natural person, the breach of agreement has to be
considered separately for each legal relationship if
several legal relationships exist at the same time,

if the court, as a result of the Client using a non-
cash payment instrument, establishes by a final
judgment that the Client has committed a crime as
defined under Article 313/C of the Act IV of 1978
on the Penal Code or in Art. 374. Section 5 and Art.
393. of Act C of 2012 on the Penal Code.

The Bank is obliged to supply the data within five
days in the cases listed in section 6.4.1.1. and
6.4.1.3 - 6.4.1.6, and the start date of deadline
calculation shall be:

the date of signing of the Agreement subject
to data supply in the case referred to in section

6.4.1.1.

the expiration of the time set forth in section
6.4.1.5.

the availability of the document proof in the case
listed in section 6.4.1.3.
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6.4.1.7.4. the time of acquiring knowledde of the final
court decision in the cases referred to in sections
6.4.1.4. and 6.3.1.6.

6.4.2. For enterprises in the following cases:

6.4.2.1. subsequently to signing the Agreement subject to
data supply, and the madification of the registered
reference data (standard obligation for data supply),
6.4.2.2. with regard to data concerning the amount and cur-
rency of the capital debt of the Client, by the fifth
banking day of the month following month under
review to the financial enterprise handling CCIS, and
fails to fulfil the payment obligations undertaken

in the Agreement subject to data supply when the
overdue, not yet paid debt remains outstanding for
more than 30 days.

if the Client
6.4.2.3. fails to perform its payment obligation according to
an Agreement subject to the data supply and the

unpaid and overdue debt exists for a period exceed-
ing thirty days.

is in breach because a claim in the amount of more
than one million Hungarian forints is registered
against the Client’s payment account due to the
lack of funds for a period exceeding thirty days.

6.4.2.4.

6.4.2.5. isin breach of any obligation undertaken in an
agreement concerning the acceptance of non-cash
payment instruments, and if due to this reason such
agreement was suspended or terminated., and
6.4.2.6. The Bank is obliged to supply the data within five
days in the cases listed in section 6.4.2.1. and
6.4.2.3. - 6.4.2.5., and the start date of deadline
calculation shall be:

6.4.2.6.1. the date of signing of the Agreement subject
to data supply in the case referred to in section
6.4.2.1.

6.4.2.6.2. the expiration of the time set forth in section
6.4.2.3.,6.4.2.4.

6.4.2.6.3. the availability of the document proof in the case
listed in section 6.4.2.5.
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6.5. The Bank’s obligation to provide notifications:
6.5.1. In the cases outlined in sections 6.4.1.1., 6.4.1.3. -
6.4.1.6. and 6.4.2.1,, and 6.4.2.3. - 6.4.2.5. the Bank
informs the Client of the handover taking place within
a maximum of five banking days of the handover to
the financial enterprise handling CCIS.

The Bank shall obtain the written consent of the
natural person Client regarding his/her details being
taken over from the CCIS by a different reference data
supplier prior to handing over the reference data to
the CCIS. This consent may be provided by the natural
person Client at any time during the period when the
data is registered in the CCIS. The Client’s consent is
not necessary for taking over data handed over and
managed on the basis of sections 6.4.1.3. - 6.4.1.6. If
the Client will not consent to his/her data being taken
over from the CCIS, the CCIS will only contain the
following data:

6.5.1.1. date and place of the statement

6.5.1.2. identification details of the reference data supplier

6.5.1.3. identification details of the Client

6.5.1.4. acomment containing the refusal of consent.

The natural person Client’s written statement giving or
refusing consent is applicable to the Client’s every Agreement
subject to data supply. If the Client changes the contents of
the written consent or withdraws or grants his/her consent
regarding the Agreements subject to data supply at a later
date, in all cases the natural person’s latest written statement
shall prevail in all his/her Agreements subject to data supply.

During the preparation of the Agreement subject to data
supply, prior to signing the agreement, the Bank informs

the natural person handling the matter in writing about the
prevailing rules regarding CCIS, about the aim of the register,
the rights of the person whose data is registered, the fact that
data handled by CCIS may only be used for purposes defined
by law, about the fact that his/her details will be handed over
in circumstances defined in Adreement 6.4.1.1. and 6.4.2.1,,
as well as that they may be handed over in circumstances
defined in sections 6.4.1.3. - 6.4.1.6.

30 days before the scheduled data handover according to
section 6.4.1.5., the Bank informs the natural person about
the fact that his/her reference details as defined in Agreement
6.5.2.1.1. - 6.5.2.22. will be entered into the CCIS unless he/
she fulfils her obligations laid down in the agreement. At the
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time of the signing of the agreement, the natural person certi-
fies by his/her signature that he/she understands the informa-
tion he/she received regarding this matter.

Prior to signing the agreement, the Bank is duty bound to
inform enterprises in writing that in circumstances defined in
Sections 6.4.2.2. - 6.4.2.4., the reference data might be entered
into the CCIS. This information must indicate the purpose of
handing over the data, the type of data being handed over,
and it must state the fact that after the data is entered into
the CCIS, the financial enterprise handling the reference data
may pass the reference data to other reference data suppliers
for purposes defined in the CCIS Act.

6.5.2. Information that must be supplied to and registered
by the Central Credit Information:

6.5.2.1. regarding natural persons:

6.5.2.1.1. Name

6.5.2.1.2. Name at birth

6.5.2.1.3. Date and place of birth

6.5.2.1.4. Mother’s maiden name

6.5.2.1.5. ID or passport number or the number of any
identification document suitable for certifying
personal identity (according to Act LXVI of 1992
on the registration of personal data and addresses
of citizens),

6.5.2.1.6. Address

6.5.2.1.7. Mailing address

6.5.2.1.8. electronic mailing address

Data of the Adreement subject to data supply:

6.5.2.1.9. the type and identification number of the
agreement,

6.5.2.1.10. the date of the signing, expiration and termination
of the agreement,

6.5.2.1.11. the type of client (debtor, co-debtor),

6.5.2.1.12. the agreement amount

6.5.2.1.13. the amount and the currency of the instalment of

the contractual amount,
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6.5.2.1.14. the method and frequency of the payment of

instalments,

the date on which the conditions described in
Section 6.4.1.5. subsist,

6.5.2.1.15.

6.5.2.1.16. the amounts overdue and not yet paid when the

conditions described in Section 6.4.1.5. subsisted,

the method and termination date of the overdue
and not yet paid debt,

6.5.2.1.17.

6.5.2.1.18. notes regarding transfer of the claims to another
reference data supplier, notes referring to any
litigation,

6.5.2.1.19. prepayment,

6.5.2.1.20. date of prepayment,

6.5.2.1.21. the prepaid amount and the amount and currency
of the outstanding capital debt,

6.5.2.1.22. the amount and currency of the outstanding
capital debt,

6.5.2.1.23. the date and grounds for the rejection of the
application,

6.5.2.1.24. documents used for evidence,

6.5.2.1.25. the number of the final court ruling,
6.5.2.1.26. the name of the court acting in the case,
6.5.2.1.27. the contents of the operative part of the ruling,
Data redarding the use of no cash payment instruments:

6.5.2.1.28. the type and number of the no cash payment
instrument,

6.5.2.1.29. the time of cancellation,

6.5.2.1.30. the time, number and amount of the transaction
carried out with the cancelled no cash payment
instrument,

6.5.2.1.31. the number of unauthorized uses,

6.5.2.1.32. the amount of damages,

6.5.2.1.33. the time of the finalisation of the court ruling,
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6.5.2.1.34. notes referring to any litigation.

6.5.2.2. Information that can be registered regarding

enterprises:

Identification data:

6.5.2.2.1. company name, name

6.5.2.2.2. registered seat

6.5.2.2.3.  tax number

6.5.2.2.4. registration number, number of the private entre-

preneur’s entrepreneur 1D

The details of the agreement subject to data supply:

6.5.2.2.5. the type and identification number of the
agreement,

6.5.2.2.6. the date of the signing, expiration and termination
of the agreement,

6.5.2.2.7. the method of the termination of the agreement,

6.5.2.2.8. the contractual amount and currency,

6.5.2.2.9. the amount and the currency of the instalment of
the contractual amount,

6.5.2.2.10. the method and frequency of the payment of
instalments,

6.5.2.2.11. the date on which the conditions described in
Section 6.4.2.3. subsist,

6.5.2.2.12. the amounts overdue and unpaid when the condi-
tions described in Section 6.4.2.3. subsisted,

6.5.2.2.13. the due date and amount of the overdue and
unpaid debt,

6.5.2.2.14. the method and termination date of the overdue
and unpaid debt,

6.5.2.2.15. notes regarding transfer of receivables to another
reference data supplier, notes referring to any
litigation,

6.5.2.2.16. fact of prepayment,

6.5.2.2.17. date of prepayment,
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6.5.2.2.18. the prepaid amount and the amount and currency
of the outstanding capital debt,

6.5.2.2.19. the amount and currency of the outstanding
capital debt,

Data regarding accounts where spooled claims are
registered:

6.5.2.2.20. the number of the agreement regarding the open-
ing of the account,

6.5.2.2.21. the amount and currency of the spooled claims,

6.5.2.2.22. the start and end date of the spooling of the
claims,

6.5.2.2.23. notes on any litigation.

Data redarding agreements on the acceptance of no cash
payment instruments:

6.5.2.2.24. the date of the signing, expiration and termination
of the agreement,

6.5.2.2.25. notes on any litigation.

6.6. Request for information by the Client concerning data
entered in the Central Credit Information System
6.6.1. Anyone is entitled to request information of any
reference data provider on their data redistered in
the CCIS and on the reference data provider having
supplied those data.
6.6.2. Those registered in the CCIS are entitled to unlimited
access to their own data and information regarding
who accessed the data, when, and on what grounds;
therefore, no costs or other fees may be charged.
6.6.3. The reference data provider shall forward the request
of the client referred to in section 6.6.2. immediately,
but latest within two banking days to the financial
enterprise handling CCIS, which shall send the
requested data:

a) enclosed to the reference data provider within three days,
or

b) upon request of the client via electronic data communica-
tion to the electronic mail address specified by the client
in its request. In case of sub section a) the reference data
provider shall send the data immediately, but latest within
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two banking days as of receipt to the Client enclosed,
posted with delivery note.

6.7. Management and deletion of reference data by the CCIS

6.7.1. The financial enterprise managing the CCIS shall
handle the reference data subject to data handover
as described in Sections 6.4.1.1. deletes the data
permanently, in an irretrievable manner within one
working day of the termination of the agreement. The
financial enterprise managing the CCIS shall handle
the data listed in Section 6.4.2.1. and permanently
delete it after 5 years from the date described in
Section 6.7.5.

6.7.2. At the time signing the Agreements subject to data
supply, the Bank informs in writing the natural person
signing the agreement about the possibility that the
financial enterprise managing the CCIS may handle
the data following the termination of the agreement,
at the request of the natural person. At the time of
signing the agreement or during the agreement’s
validity, the registered natural person may request in
writing the financial enterprise managing the CCIS,
through the reference data supplier, to handle his/her
data for up to five years following the termination of
the agreement. The consent to data handling after the
termination of the agreement may be withdrawn in
writing at any time. This is done through the reference
data supplier while the agreement is valid and directly
through the financial enterprise managing the CCIS
after the termination of the agreement.

6.7.3. Prior to signing the agreement subject to data supply,
in order to foster informed decision-making, the Bank
informs the natural person of the data taken over from
the CCIS, and the Bank’s conclusions based on the
data regarding the natural person’s creditworthiness,
and if necessary, informs the natural person about the
risks of taking out loans.

6.7.4. The financial enterprise managing the CCIS handles

the reference data for five years from the date

determined in section 6.7.5. Following the expiration
of five years, or if the natural person withdraws his/
her consent for the further handling of the data in
accordance with Section 6.7.2., the financial enterprise
managing the CCIS deletes the data permanently, in
an irretrievable manner.

6.7.5. The start date of calculation of the period defined in
section 6.7.4.:
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a) in cases described in Sections 6.4.1.5. and 6.4.2.3., if the
debt is still outstanding, the end of the fifth year from the
date of the data supply,

b) the date of supplying data in the cases described in sec-
tions 6.4.1.3.,6.4.1.4. 6.4.1.6. and 6.4.2.5

c) the last day of the spooling of claims in case of 6.4.2.4.,
d) for enterprises, the date of termination of the contract.

6.7.6. The financial enterprise managing the CCIS shall
immediately and definitively delete the reference data
if the reference data supplier cannot be determined, or
if he/she learns that the reference data were entered
to the CCIS unlawfully.

6.7.7. The financial enterprise managing the CCIS deletes the
reference data supplied in accordance with Section
6.4.1.5. permanently, in an irretrievable manner
without delay, one year after the payment of the
overdue outstanding debt in the case of the payment
of outstanding debts that arose from agreements
subject to data supply.

6.8. Ledal remedies, objections and recourse to ledgal action
by the Client

6.8.1. The Client may object to the supply of its reference
data to the financial enterprise managing the CCIS,
or to the manner of handling of such data by the
financial enterprise managing the CCIS, and may
request the correction or deletion of the reference
data, by submitting such written request to the
reference data provider supplying the reference data
to the financial enterprise managing the CCIS, or to
the financial enterprise managing the CCIS.

6.8.2. The financial enterprise managing the CCIS is duty
bound to send the complaint within two working days
of its receipt - while also informing the registered
person - to the reference data supplier who supplied
the reference data subject to the complaint to the
financial enterprise managing the CCIS, except if the
reference data supplier was terminated without a ledal
successor, and the claim resulting from the Adreement
subject to data supply has not been transferred to
another reference data supplier, or the person of the
reference data supplier is cannot be determined.

6.8.3. If the reference data provider accepts the objection,

it shall supply the reference data to be corrected or
deleted immediately but within five working days at
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6.8.4.

6.8.5.

6.8.6.

6.8.7.

6.8.8.

6.9.

the latest - by notifying the Client of this fact at the
same time - to the financial enterprise managing the
CCIS, which shall register such changes immediately,
but within two working days as of the closing of the
enquiry at the latest.

The financial enterprise managing the CCIS register
the changes immediately, but within five working
days at the latest even if the reference data provider
has ceased to exist without succession and the claim
arising from the Agreement subject to data supply
has not been transferred to any other reference

data provider, or if the identity of the reference data
provider cannot be established and so the objection
submitted was examined.

The financial enterprise managing the CCIS shall
provide notification on such correction or deletion
immediately, but within two working days at the
latest to all reference data providers which have
requested reference data during the year preceding
the correction or deletion on the registered entity.

The Client may bring an action against the reference
data provider or the financial enterprise managing the
CCIS due to the unlawful supply or management of
his/her recorded reference data, or the correction or
deletion thereof.

The statement of claim shall be submitted to or sent
by registered post to the competent district court
having jurisdiction where the Client is domiciled
within thirty days upon receipt of the information on
the examination of the objection. If such deadline is
missed, the Client’s justification for the delay may be
accepted.

The Client may also bring an action if the reference
data provider or the financial enterprise managing the
CCIS fail to meet their notification obligations defined
in CCIS Act. In such cases, the timeframe available

for submission of the statement of claim shall be
calculated from the date of expiration of the deadline
set for the notification to be given.

Pursuant to the Hpt,, the transfer of data by the Bank
to a foreign financial institution shall not constitute a
breach of bank secrets if the Client (the data subject)
has given his/her written consent to this and if, at the
foreign financial institution (data manader), the condi-
tions for data handling satisfying the requirements set
by Hungarian law are met with respect to each item
of data, and if the state in which the foreign financial
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institution is seated has statutory regulations on privacy
that satisfy the requirements set by Hungarian law.

6.10. According to Hpt. the disclosure by the financial institu-

tion to an intermediary being in contractual relationship
with the financial institution of data pertaining to the
fulfilment of the contract relating to financial services
intermediated by the intermediary shall not constitute a
breach of bank secrecy. On the basis of that, if the con-
tract entered into between the Client and the Bank on
financial services or activities auxiliary to financial ser-
vices has been established by involvement of an inter-
mediary and the Client has breached the contract - espe-
cially if the Client has not duly performed its payment
obligations to the Bank - the Bank is entitled to inform
the intermediary on basis of Section 164 Subsection q)
of Hpt by providing data pertaining to the performance
of the contract on financial services intermediated by
the intermediary in order to enable the Client to contact
the Bank either in writing, by telephone or personally, to
re-establish the due fulfilment of the contract.

6.10/A.

()

(2

According to Section 164/B. of Hpt. the obligation of
confidentiality shall not exist in the relationship between
the Bank and UniCredit Leasing Hundary Zrt. (hereinafter
UniCredit Leasing) operating under the control of the
Bank in redard of personal data, banking-, securities-,
payment- or insurance secrets and business secrets of
the Clients handled by them under the conditions set
out in paragraph 2 and in the absence of a restriction or
prohibition note pursuant to paragraph 5.

In accordance with the legal authorization pursuant to
clause (1) and in accordance with the conditions set
forth in clause 6.10/A., the Bank and UniCredit Leasing,
in connection with the performance of their activities, to
the extent necessary for the providing of their services:

have reciprocal access to each other ‘s Clients’ confidential
information in accordance with paragraph 1; and

are entitled to transmit the data to each other in order to
ensure access to individual services, and

are entitled to contact each other ‘s Clients using the data
received, and

to manade the data received from each other for the dura-

tion of the establishment and existence of the customer
relationship.
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(3) The Bank, exercising its right detailed in items (1) and
(2):

a) for clients concluding a financial / investment services
contract with the Bank

performs regular data transfers to UniCredit Leasing with the
necessary frequency depending on the ad hoc agreement
between the Bank and UniCredit Leasing and with respect to
any of the data sets specified in clause (1) and (2).

The data provided by the Bank may be used by the recipient
for the purpose specified in paragraph (2) within 60 days of
receipt.

(4) Before the beginning of the data transfer the Bank shall
inform and informed the Clients in advance of the pos-
sibility of the data transfer in detailed conditions only
once, and shall not send any further separate, ad hoc
information on each subsequent data transfer.

(5) The Client is entitled to restrict or prohibit the transfer
of data to UniCredit Leasing for the future by sending a
notice to the Bank.

6.11. The Bank is entitled to record images, using video and
photodraphic equipment, of the individuals and Clients
entering its premises, and to store and use such images
exclusively for security purposes. Without the client’s
consent, the Bank shall not make the pictures or voice
recordings public, except in cases specified by law.

6.12. Provision of data by the Client is voluntary, except in
the cases mentioned in this section. In some cases, the
information to be provided by the Client is stipulated by
law, including the Credit Institutions Act, the AML Act,
Act CXX of 2001 (Capital Market Act), the Investment
Services Act, and Government and Ministerial decrees
issued on the basis of the mandate in these laws.

Only the Bank and the persons to whom the Bank legally
transmits the data is entitled to handle and process
Client’s personal data. The Bank only processes the per-
sonal data provided by the Client until this is required to
fulfill its obligations and to exercise its rights stipulated
by law.

The Client shall - within the limits permitted by the
General Data Protection Regulation - have the right to
request from the Bank information on the processing,
rectification or erasure - except for data processing stipu-
lated by law - of personal data or restriction of process-
ing of personal data concerning him or her or to object
to processing his or her data. Client shall also have the
right to data access and to data portability. The Bank
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shall respond to the Client’s request within one month,
in writing. This deadline may be extended by two further
months, where necessary, and the Bank shall inform the
Client of any such extension within one month of receipt
of the request, together with the reasons for the delay.

6.12/A. The Bank has a data protection officer.

6.12/B. The Client may apply to the National Data Protection
and Freedom of Information Authority or to the court
in the case of violation of his/her rights attached to
the management of his/her personal data.

6.13. The Bank shall ensure that the entities to which it sup-
plies data handle such data in compliance with legisla-
tive provisions concerning bank and securities secret as
well as the prevailing legislation on privacy.

6.14. The Client is entitled to give instructions at any time in
order not to be directly contacted by the Bank for direct
marketing purposes. Such instructions may be given in
person at any branch, or - in @ manner allowing for his/
her personal identification - by a letter sent to the Bank’s
registered seat, or by e-mail to
leiratkozas@unicreditgroup.hu.

6.15. In line with Section 276 (3) of the Credit Institutions
Act, the Bank defines the rules of personal data pro-
cessing in these General Terms and Conditions. Detailed
information on data processing, in compliance with the
General Data Protection Regulation, related to a contract
to be concluded with a natural-person client and to the
contractual relationship is contained in Annex 2 that
constitutes an inseparable part of thies General Terms
and Conditions.

7. The Bank’s liability

7.1. If the Bank receives and forwards documents based on
the order of the Client, it shall verify them only in terms
of whether they are consistent with the order. The Bank
shall not, however, be liable for the authenticity, validity
and content of such documents.

7.2. The Bank shall effect payments and deliver documents
to any person only if it deems, as per the inspection of
documents and based on the order and/or legislative
provisions, to be authorized to receive the payment or
the documents.

7.3. The Bank shall check, with a level of care that may
be expected of a financial institution, the documents
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7.4.

7.5.
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presented for the purpose of proving a person’s iden-
tity, right of representation or authorization. The Bank
shall accept no liability for the authenticity of such
documents, nor for their being forged or counterfeit if it
cannot be ascertained by careful inspection.

If the Bank has serious doubts regarding the authentic-
ity or validity of the order, it shall be entitled to refuse
the order without any reason. The Bank shall accept

no liability for any damages arising from the refusal of
the order. The Bank shall not be liable for any damages
arising from the fulfilment of any order whose false or
forged nature could not be ascertained by the careful
inspection that may be expected.

The Bank shall not be liable for any damages arising
from force majeure, domestic or foreign legislation or
measures taken by any domestic or foreign authority out
of the Bank’s sphere of interest.

The Client acknowledges that - upon restrictive
provisions of law, international organizations

or authorities or provisions followed or to be
followed by the Bank - Bank shall refuse to execute
payment orders or require further information

and documents for examining the possibilities of
executing payment orders. The Bank shall not be
liable in the event when a payment order cannot be
executed by reasons beyond the control of the Bank
(e.g. mandatory sanctions imposed on the Bank or
other intermediary financial institutions). The Bank
shall accept no liability for any damages arising
from such refused or failed payment orders. The
Bank shall inform the Client wihout delay about any
payment order refused by the specified means of
communication.

Should the Bank have to translate documents received
or forwarded based on the Client’s instructions, or have
to interpret a document drawn up according to the laws
of a foreign state, it shall not be held liable for any
damages originating from this. The Client shall bear the
costs of translation.

8. Use of agents

8.1

The Bank is entitled to avail of the services of a third
party if necessary in order to perform an order received
from the Client. The Bank shall not be responsible for
the actions and omissions of the third party if such
action or omission occurred as a result of of unforeseen
circumstances beyond the control of the third party.

8.2.

8.3.

8.4.

8.5.
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Unless otherwise agreed by the parties, costs charged
to the Bank by such third persons shall be borne by the
Client. Regarding the costs incurred in connection with
endaging such third persons, the Bank may only provide
information to the extent that it is in possession of
such information. The Bank shall not be liable for the
selection, involvement or omission of the third person if
such person was assigned upon the Client’s instructions
or based on any legislative provision. In case of Clients
which do not qualify a consumer, if the liability of the
third party involved is limited by law or by the contract
between the Bank and the third party, the Bank’s liability
shall be adjusted accordingly. If, during the performance
of the contract, the Bank avails of the services of a for-
eign bank, financial institution or settlement agent (e.g.
VISA International, correspondent bank, clearing house),
the performance in conformity with contract shall be
governed by international agreements and regulations
(customs). The Bank reserves the right to unilaterally
choose its correspondent bank.

The Bank is entitled to outsource any activities related
to its business as well as any activities it is required to
conduct under the law, which are aimed at data man-
agement, data processing or data storage, provided that
all requirements in connection with privacy are adhered
to. The scope of activities outsourced by the Bank and
the unit performing them are contained in the insep-
arable Annex 1 of these Terms and Conditions, which
the Bank is entitled to unilaterally modify in the case of
any change in the outsourced activities or in the units
performing them.

If the Bank uses the services of a data processor to
perform its data controller’s activities, then such data
processor shall control personal data on behalf of the
Bank. The data processor and any person acting under
the authority of the Bank or of the processor, who has
access to personal data, shall not process those data
except on instructions from the Bank, unless required to
do so by Union or Member State law.

The Bank shall use only processors providing sufficient
guarantees to implement appropriate technical and
organisational measures in such @ manner that process-
ing will meet the requirements of the statutory require-
ments and ensure the protection of the rights of the
data subject.

The processor shall not engage another processor with-

out prior specific or general written authorisation of the
Bank.
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8.6.

The Bank shall be liable for any damagdes caused to a
data subject as a result of unlawful processing or by

any breach of data security requirements, and, provided
that the infringement has been established with legally
binding effect, it shall pay compensation for damades
(liability and/or restitution). The Bank shall also be liable
for damade caused by the data processor whose services
it is using. The Bank shall also bear liability for dam-
ages caused by a controller that is in a joint controller
relationship with the Bank, in which case liability for
damages caused may be shared between the Bank and
the joint controller as requlated by the contract they
have concluded.

9. Cooperation, information, notification

9.1.

9.2.

9.3.

9.4.

The Bank and the Client shall duly cooperate throughout
their contract relationships, and in the course of this
cooperation they shall inform each other without delay
of any important facts relevant to the banking trans-
action as well as of any changes therein, in particular,
of any chandes in their names, addresses, telephone
numbers, representatives, owners, financial position

or business situation, as well as of all other changes
concerning their identity and legal status. Any damade
arising from failure to meet these obligations shall be
borne by the defaulting party. The Bank reserves the
right to send such information to the Client in a written
form, by post.

Both the Bank and the Client shall make their notices to
each other, their orders and their agreements in writing,
or shall confirm them in writing. Electronic letters sent
to an electronic mailing address shall not be considered
a written form, or written confirmation/notification.

The Parties shall respond to any questions related to the
transaction or addressed by one to the other within 15
days at the latest, and shall draw each other’s attention
to any errors or omissions.

The Bank shall send its notifications (including Account
Statements, Breakdowns of Costs) once they are printed,
put in envelopes and posted by the Bank itself or by a
third party endaded by the Bank to the postal address
specified by the Client. The Bank is not obliged to send
any documents and notices to the Client by registered
post with or without return receipt requested. Failing
proof to the contrary, sending shall be deemed to have
been made if a copy of the original document (includ-
ing a copy that can be printed out at any time from a
computer) is in the Bank’s possession, and if the signed
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delivery register, receipt or the Bank’s closed-system
records kept for this purpose and suitable for objective
verification of the sending proves it. In the absence

of other authentic information/certification regarding
delivery - unless legislative provisions concerning postal
delivery, the prevailing General Terms and Conditons for
postal services of Magyar Posta Zrt., or the agreement
between the Parties provide otherwise - inside Hundary
the 5th working day, within the European Union the 9th
working day, in Europe but outside the European Union
the 10th working day from posting, or outside of Europe
the 21th working day from posting is considered the day
of delivery of the mail. With regard to notices affecting a
wide range of Clients, the existence of just one copy as
per the above shall be sufficient for the purpose of prov-
ing that the circular has been sent. If the Bank serves
data substituting account statement on electronic way
by the virtue of electronic connection with the Client,
the Parties consider the time of arrival of the data to the
Client as it is registered by the informatics system of
the Bank. The Bank shall not be held liable if, due to any
incorrectness or changde in the name or address provided
by the Client, or for any other reason outside the Bank’s
control, the delivery is delayed or fails. If the Client is a
client qualifying as consumer or micro-enterprise, the
Bank shall send an Account Statement in a paper format
once a month, and shall make available the Breakdown
of Costs once a month to such a Client.

Furthermore, the written declarations of the Bank
addressed to the Client and duly posted to the postal
address (in lack of it address or registered seat) indi-
cated by the Client in the documents filed with the Bank
shall be regarded as delivered to the other party even if
the mail could not be delivered or did not come to the
knowledde of the other party:

a) starting from the date of the first delivery attempt by post;

b) if this cannot be established, on the fifth working day after
the second attempt of delivery;

¢) if even this cannot be established and a second attempt
of delivery did not take place, on the day when the post
returns the undelivered mail to the sender.

With regard to the relevant provisions on the announcement
and delivery of the above declarations, the Client shall make
sure to have a representative or delivery agent under the deliv-
ery address who is entitled to receive mails from the execution
date until the expiry of the agreement on banking services.
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Failing to do so the Client cannot refer to the absence of such
an authorised person in order to dain benefit.

9.5.

9.6.

9.7.

9.7.1.

If an electronic connection exists between the Client
and the Bank, data sent electronically shall substitute
the Account Statement, but upon request of the Client
the Bank shall provide the Client with a printed copy of
the Account Statement, for which service the Bank shall
be entitled to charge an additional fee. The Bank shall
provide the Client with a printed copy of the Account
Statement once in a year or at contract expiration with-
out fee, cost or other payment obligation. If the Client
qualifies as consumer or micro-enterprise, the Bank shall
charde no fee, cost or other payment obligation for mak-
ing available or delivering the Account Statement once
in a month. If the Client does not qualify as consumer

or micro-enterprise, the Bank shall charge no fee, cost or
other payment obligation for making available or deliver-
ing the Account Statement once in a year.

Upon the Account Owner’s request, as a separate service,
the Bank shall send the Account Statement in several
copies to the Account Owner against payment of an
extra fee according to the prevailing List of Conditions.
The Bank is entitled to post the Client’s Account State-
ments to send to the same postal address in the same
envelope.

In continuing contractual relationships - including espe-
cially but not exclusively bank account contracts, credit/
loan agreements as well as contracts for deposits tied
up on a recurrent basis - the Bank shall send the Client a
clear and comprehensive statement (extract) in a written
form that is easy to understand at least once a year, and
within thirty days after the time of termination of the
contract.The Client may request - at his own expense - a
statement on individual transactions carried out in the
previous five years. The Bank is required to send such
statements in writing to the Client at the latest within
ninety days.

In the case of Customers qualifying as consumer,

the Bank shall provide the Customers with a Fee
Statement free of charde once a year, until 31 January
following the calendar year in question. Upon special
request of the Customers qualifying as consumer, the
Bank shall make the Fee Statement available to the
Customers once a year, free of charde in paper format.
The provision of further Charge Statements shall be
subject to the fees set forth in the Bank’s effective List
of Conditions.
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9.7.2. The Fee Statement shall be made available in the

9.8.

9.9.

9.10.

9.11.

9.12.

9.13.

same manner as the Statement of Account.

Upon the Client’s written request and at the Client’s risk,
the Bank shall retain the correspondence and deliver
mails at the Bank’s premises. The legal consequences of
the delivery shall become effective on the subsequent
day after such retention (deposition), and the Bank is
entitled to deem the notification as received by the
Client.

If the Client chooses to use the Bank’s post-box (c/0)
service, the Bank shall place all notices in that box
unless otherwise agreed. The Bank shall be entitled to
regard the notice as having been received by the Client
on the first Bank Business Day following placement of
the notice in the Client’s post-box.

The Client shall send his/her written notices to the Bank
to the address where the Bank keeps the Client’s account
or, if the Bank does not keep any Payment account

for the Client, to the address where the contract was
concluded. Unless proven to the contrary, regarding the
receipt of written notices sent by the Client, the Bank’s
records shall be used as evidence.

Bank information made available to the Client shall only
serve the Client’s purposes. The Bank does not allow
copying of the information provided by it in any format,
nor their forwarding without authorization.

The Parties agree that if the Client has specified a
mobile phone number contact, the Bank may inform the
Client about its next due claim or in case of non-perfor-
mance about its overdue claims by sending an SMS to
the given phone number. The Bank draws the Client’s
attention to and the Client takes notice of the risks
inherent in SMS services, especially that the Bank shall
not be liable if due to a reason outside the scope of
interest of the Bank (among others failing to notify the
Bank about the change of phone number provided to the
Bank by the Client or by the Guarantor/Joint and several
guarantor), any unauthorised third party becomes aware
of any information being bank secret forwarded as SMS,
and the payment obligations of the Client according to
the contract establishing the payment obligation shall
exist irrespective of an eventually erroneous SMS con-
tent or a non-delivery of an SMS.

If the natural person or legal entity or other entity taking
joint and several guarantee/dguarantee for the payment
obligation has specified a mobile phone number contact
the Bank may inform the Joint and Several Guarantor/

15 February 2026 | 27



General Terms and Conditions QUHICI'EdIt Bank

Guarantor about the non-performance of the Client raised within this time, the Client shall be deemed to
and the amount of the insured claim at the time of the have accepted the Notification as accurate.

notification by sending an SMS to the provided phone

number. The Parties Adree that if the SMS was sent 10.2. Any damade caused by any failure, whether due to wilful
certifiably to the mabile phone number provided by the misconduct or negligence, to perform the obligations
Joint and Several Guarantor/Guarantor to the Bank, the mentioned in section 1.10.1 shall be borne by the Client.

Bank will assume that the Joint and Several Guarantor/
Guarantor had received the information contained in

the SMS. The Bank draws the attention of the Joint and 11. Complaint management
Several Guarantor/Guarantor and the Client to the fact
and the Joint and Several Guarantor/Guarantor and the 11.1. Rules of Complaints handling for natural persons

Client takes notice of the fact that the Joint and Several
Guarantor/Guarantor is obliged to notify the Bank imme- 11.1.1. Within the meaning of this section I.11.1, Client shall

diately of the change of his/her mobile phone number mean any natural person (as well as his/her proxy
according to point 1.9.1. of the General Terms and Con- holder) who gets in business contact with the Bank
ditions. The Bank draws the attention of the Joint and without concluding any contract with the Bank for
Several Guarantor/Guarantor to the fact that the Joint financial services, supplementary financial services,
and Several Guarantor/Guarantor is obliged to notify investment services or supplementary investment
the Bank immediately of the change of his/her maobile services.

phone number according to point 1.9.1. of the General

Terms and Conditions. The Bank furthermore draws 11.1.2. The Client may lodge a Complaint in person or in
the Joint and Several Guarantor’s/Guarantor’s/Client’s writing, in any branch office of the Bank, by mail
attention to the fact and the Joint and Several Guaran- addressed to the central address of the Bank (1054
tor/Guarantor/Client takes notice of the risks inherent Budapest, Szabadsag tér 5-6.) or by e-mail to

in SMS services, especially that the Bank shall not be panasz@unicreditgroup.hu, or over the phone at the
liable if due to a reason(s) outside the scope of interest Telefonbank’s phone numbers +36 1 325 3200 or
of the Bank (among others failing to notify the Bank of +36 30 325 3200.

the change of phone number provided to the Bank by

the Joint and several guarantor/Guarantor), any unau- 11.1.3. The ledal representative acting on behalf of the Client
thorised third party becomes aware of any information shall attach its proxy given by the Client.

being bank secret forwarded as SMS, and the payment
obligations of the Joint and Several Guarantor/Guarantor 11.1.4. Complaints made in person shall be investigated by

according to the joint and several guarantee contract / the Bank without delay, and remedied to the extent
guarantee agreement/ statement of guarantee establish- possible by an immediate action. If the Client does not
ing the aforementioned payment obligation shall exist agree with the immediate action or such action is not
irrespective of an eventually erroneous SMS content or a possible, the Bank shall inform the Client about the
non-delivery of an SMS. data identifying the Complaint and draw up a record

of the Complaint. The Client - or, if a representative
acts on behalf of the Client, the representative -

10. Verification of and objections to the Bank’s shall receive a copy of the record drawn up of the
notifications Complaint from the Bank. Based on the record, the
Bank shall further proceed in accordance with the
10.1. The Client shall review the correctness and complete- rules set out in these Terms and Conditions concerning
ness of the Payment account statements, settlements of written Complaints.
securities, deposit and yield reports, other settlements,
notifications regarding the fulfilment of orders and infor- 11.1.5. Complaints lodged using the phone number provided
mation related to expected payments and remittances for Complaint management, as well as any relating
(hereinafter: Notifications) without delay, to check them communication between the Client and the Bank shall
continuously and to raise potential objections regarding be voice recorded. Voice recordings shall be kept by
these and the Bank’s other notifications - including any the Bank for five years following recording, and within
unauthorized transaction observed - in writing or over this timeframe the Bank shall make it available upon
the phone (+36 1 325 3200 or +36 30 325 3200) to the the Client’s request in the form of an audio recording,
Bank within 8 days from receipt. If no such objection is furthermore - depending on the Client’s request
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11.16.

11.1.7.

- provides free of charde the authenticated transcript
of the audio recording or the copy of the recording
within 25 days In case of a Complaint through phone -
if its immediate investigaton should not be possible or
the Client should not agree with the arrangement - the
Bank shall inform the Client about the data identifying
the Complaint and prepare a minutes of the Complaint
and send its copy with the Bank’s answer as set out in
clause 11.1.6. accordingly to the Client.

The Bank shall investigate the Client’s written
Complaint immediately, and inform the Client of

the results of the all-inclusive investigation of the
Complaint, its standpoint and actions regarding the
Complaint together with an explanation in writing,
by sending such response within 30 days from
submission of the Complaint, or in case of complaints
related to payment services within 15 working days
to the address specified by the Client, or if explicitly
requested by the Client, through its Internet Banking
service or via the UniCredit mBanking Mobile
application. If all elements of the payment service
complaint cannot be answered within 15 working
days for reasons outside of the Bank, the Bank will
send a temporary reply to the Client, which includes
the reasons for the delay in the matter and the
deadline for the final response. However, the deadline
for sending the final reply cannot be later than the
35th working day following the submission of the
Complaint. While handling complaints the Bank shall
make reasonable efforts under the circumstances to
avoid a consumer dispute of financial nature.

Should the Client not agree with the result of
investigation of his/her Complaint lodged, he/she
shall be entitled to seek ledal remedy through other
forums. The Client may submit his/her complaint

or application for legal remedy to the following
organizations, having in mind the subject matter and
the competencies of the ordanizations listed below:

Magyar Nemzeti Bank (National Bank of Hungary)
(1122 Budapest, Krisztina krt. 6., central mail-

ing address: 1534 Budapest BKKP Pf.: 777, any
Kormanyablak (government office) or via Ugy-
félkapu (client gate) phone: +36 80 203 776, e-mail:
ugyfelszolgalat@mnb.hu)

Gazdasagi Versenyhivatal (Hungarian Competition
Authority) (1054 Budapest, Alkotmany u. 5. mailing
address: 1245 Budapest Pf.: 1036,

phone: +36 1 472 8900)
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« Pénziigyi Békeéltetd Testilet (Financial Arbitration
Board) (Address: 1013 Budapest, Krisztina krt. 55., Cus-
tomer service address: 1122 Budapest, Krisztina krt.
6., mailing address: Financial Arbitration Board 1525
Budapest BKKP Pf.: 172, phone: +36 80 203 776,
e-mail: ugyfelszoldalat@mnb.hu), internet address:

www.penzugyibekeltetotestulet.hu).

« The Client may also assert his/her claim through civil
law actions.

The Bank informs the Client that the Bank declares its sub-
mission to the arbitration procedure and - in the absence of
negotiated settlement - accepts the decision of the Financial
Arbitration Board as binding, if the value of the transaction
being the basis of the subject of the legal dispute is maxi-
mally 3 million HUF and the amount claimed by the Client is
maximally 1 million HUF.

If the Complaint is rejected by the Bank - depending on if
according to the standpoint of the Bank the Complaint lodged
was aimed to investigate the violation of the consumer
protection provisions set out in Act CXXXIX of 2013 on the
National Bank of Hundary, or settle legal disputes pertaining
to contract conclusion, validity, legal impacts and termination,
or to contract violation and the legal impacts thereof - the
Bank shall inform the Client if he/she may seek legal remedy
through the organisation listed in a), c), or d) above. The Bank
also advises the Client that, in the absence of an arrangement,
the Financial Arbitration Board may bring a binding resolution
even without a statement of submission if the petition is sub-
stantiated and the claim which the Client wishes to enforce
does not exceed HUF 2 million either in the petition or on the
day on which the binding resolution is made.

11.1.8. The Bank may refrain from investigating a repeated
complaint made by the same client, without any new
information, with the same content as a previous
complaint that has been answered in its entirety, or a
consumer complaint from an unidentified person.

11.2. Rules of Complaints handling for non-natural persons

11.2.1. Within the meaning of this section .11.2, Client shall
mean any legal entity or unincorporated business
ordanization, other organization or authority (as
well as their proxy holder) which get in business
contact with the Bank without concluding any
contract with the Bank for financial services,
supplementary financial services, investment services
or supplementary investment services.
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11.2.2.

11.2.3.

11.2.4.

11.25.

The Client may lodge a Complaint in person or

in writing, in any branch office of the Bank, by

mail addressed to the central address of the

Bank (1054 Budapest, Szabadsag tér 5-6.) or

by e-mail to panasz@unicreditgroup.hu, or over

the phone at the Telefonbank’s phone number

+36 1 325 3200 or +36 30 325 3200. Complaints
made in person shall be investigated by the Bank
without delay, and remedied to the extent possible
by an immediate action. If the Client does not agree
with the immediate action or the immediate action
is not possible the Bank shall inform the Client about
the data identifying the Complaint and prepare a
minutes of the Complaint. The Bank shall hand over
the copy of the minutes of the Complaint to the Client,
or - in case the Client is acting through a proxy - to
the representative. The Bank’s procedure based on
the minutes shall be the same as the procedure set
out to the written Complaint in this General Terms
and Conditions. If the Client does not agree with the
immediate action or such action is not possible, the
Client may also lodge its Complaint in writing.

The Complaint received on the phone number
established for the dealing with Complaints and the
verbal communication in connection with it shall

be recorded. The Bank shall keep the record for five
years from the recording, and within this timeframe
the Bank shall make it available upon the Client’s
request in the form of an audio recording, furthermore
depending on the Client’s request provides free of
charde the authenticated transcript of the audio
recording or the copy of the recording within 25

days. In case of a Complaint through phone - if its
immediate investigaton should not be possible or the
Client should not agree with the arrangement - the
Bank shall inform the Client about the data identifying
the Complaint and prepare a minutes of the Complaint
and send its copy with the Bank’s answer as set out in
clause 11.2.5. accordingly to the Client.

The representative or legal representative acting on
behalf of the Client shall attach its proxy given by the
Client.

The Bank shall investigate the Client’s written
Complaint immediately, and inform the Client of

the results of the all-inclusive investigation of the
Complaint, its standpoint and actions regarding the
Complaint together with an short explanation in
writing, by sending such response within 30 days from
submission of the Complaint, or in case of complaints
related to payment services within 15 working days

11.2.6.

11.2.7.
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from receipt of the written Complaint to the address
specified by the Client, or in case of small business
clients if explicitly requested by the Client, through
its Internet Banking service. If all elements of the
payment service complaint can not be answered
within 15 working days for reasons outside of the
Bank, the Bank will send a temporary reply to the
Client, which includes the reasons for the delay in
the matter and the deadline for the final response.
However, the deadline for sending the final reply can
not be later than the 35th working day following the
submission of the Complaint.

Should the Client not agree with the result of
investigation of his/her Complaint lodged, the Client
may also assert his/her claim through civil law
actions.

The Bank may refrain from investigating a repeated
complaint made by the same client, without any new
information, with the same content as a previous
complaint that has been answered in its entirety.

12. Interests, fees, commissions, costs, and rights

of the Bank and the Client to offsetting

Interests, fees, commissions and costs

12.1.

12.2.

12.2/A.

The types, prevailing rates, due dates and calculation
methods for interests, commissions, fees and costs
charged for the services provided by the Bank are deter-
mined in the contract concluded between the Client and
the Bank, in the Business Redulations pertaining to the
various transactions complementing the contract, in the
Bank’s applicable List of Conditions, or by the law.

The conditions of changing the interest rates, commis-
sions, fees and other conditions determined in individual
contracts may be included in the contract, in the busi-
ness regulations pertaining to the various transactions
complementing the contract, in the List of Conditions,

or in any provision of law. In this case, at the time of
changes in conditions, any amendment of the rates of
interest, commissions, fees and costs in the contract
shall be governed by the rules for unilateral amendment
of contract set out in these Terms and Conditions and in
Business Regulations.

If any Reference Rate is terminated or becomes
unavailable, based on
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i)

a public announcement made by the administrator
of the Benchmark, the requlatory supervisor for such
administrator,

a withdrawal of the administrator’s rights to provide the
Benchmark,

a prohibition under applicable laws or regulations or

a public statement or information by the regulatory super-
visor that the Benchmark specifying that it is no longer
representative, the Bank shall be obliged and entitled to
use an Alternative Benchmark defined by the Relevant
Nominating Body unless the law of a relevant jurisdiction
provides an alternative mandatory rule. The Bank shall
inform the Client of the Alternative Benchmark in written

form.

12.3.

12.4.

12.5.

12.6.

12.7.

12.8.

The Bank shall debit the fees and costs charged by other
- domestic or foreign - banks to the principal/beneficiary
and reserves the right for additional debiting or collec-
tion of subsequent costs arising in the case of entries
managded in the process of domestic or international
payments. Foreign bank costs always come in addition
to the fees specified in the List of Conditions.

Payment of interests is usually due in arrears, on the last
day of the calendar quarter, calendar month, or on the
date defined in the contract; due date may also be the
expiration date, or the date of termination of the con-
tract. The Business Regulations, the individual contracts
or the List of Conditions may provide otherwise.

Payment of fees, commissions and costs is usually due
in advance, on the day of concluding the contract, with
respect to the entire duration, from the day of entry into
force of the contract until the due date/expiration date.
The Business Redulations, the individual contracts or the
List of Conditions may provide otherwise.

The Bank shall charge the commissions and fees based
on the currency of the order in the currency in which the
account is kept. Conversion of the fees shall be based on
buying/selling rates applicable to the transaction, listed
by the Bank.

The Bank can not refund any commission or fee if the
order, letter of credit and/or commitment is cancelled or
expires in part or as a whole without being used.

On due date, the Client shall provide an amount covering
the interests payable as well as any other money claim
of the Bank in its bank account/client account (Payment
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account) maintained with the Bank without any separate
notification of the Bank, and the Bank shall be entitled
to debit the Client’s bank account/client account (Pay-
ment account) with the counter-value during monthly
closing or on the due date.

Special default interest

12.9. In the case of late payment of any cash debt existing

on the basis of an agreement between the Bank and
the Client - including the case where the balance of the
Payment account does not cover the amount of inter-
ests, fees and costs debited to the account and payable
to the Bank —, the Client shall, for the period extending
from the day following the due date specified in the
agreement up until the date of settlement, pay the

Bank special default interest as defined in the relevant
Business Regulations, the List of Conditions or in the
individual agreements.

The Client’s right to offsetting

12.10. The Client not falling into the category of the con-
sumer, shall only be entitled to offset its own claims
against those of the Bank if the claims of the Client
have been recognized by the Bank and/or have been
established by a final judgment of the court.

12.11. Clients not having any account with the Bank shall
pay charges according to the Bank’s prevailing List of
Conditions. The Bank shall account for charges adainst
the Client’s claims towards the Bank.

The Bank’s right to offsetting and the Bank’s statutory lien

12.12. The Bank shall be entitled to debit any of the Client’s
accounts maintained with the Bank (including any
Payment account maintained in foreign currency,
and any client account) with its receivables against
the Client, arising within the scope of its financial or
investment service providing activities.

12.13. By signing the Agreement or entering into any other
business relationship with the Bank, the Client gives
an irrevocable autharization to the Bank to offset any
of its claims against the Client adainst any debts it has
towards the Client, including any obligation to pay any
amount in the bank account. Furthermore, the Bank
shall be entitled to suspend any payment to third par-
ties upon the Client’s instructions up to the amount of
its own claims, to the extent permitted by law, even
if its claims do not arise from the same legal rela-
tionship, or they are not yet due but their recovery is
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deemed uncertain by the Bank. In order to enforce its
claims against the Client, the Bank shall be entitled to
make any deposit expire and use it before expiration,
and in the case of an order for continuous deposit, the
Bank shall be entitled to refuse the new deposit order
on the due date in accordance with the provisions of
clause 111.2.18 in order to settle the outstanding debt.
The Bank shall not be liable for any damages or costs
arising from the suspension of payments as per this
section. If currencies of the given account and the debt
are not the same, the Bank shall be entitled to use as
much funds from the account as necessary to buy the
amount required to settle the debt denominated in
another currency.

12.14. The Bank shall also be entitled to exercise its right to
offsetting referred to in section 12.16 in cases where
the Bank effected a wrong entry in any of the Client’s
Payment accounts maintained with the Bank.

12.15. The Bank shall be entitled to statutory lien on the Cli-
ent’s payment account claim in security of its claims
arising from account management services. Based on
this statutory lien the Bank shall be entitled to deduct
its claims arising from account management services
from the balance available on the Payment account.
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The lien shall be considered established when the
payment account contract is concluded, without the
lien being registered in the collateral register.

13. Jurisdiction and applicable law

13.1. With respect to any dispute arising between a domestic
legal entity or unincorporated organization as Client
and the Bank, the Budapest Il or IIl District Courts shall
have exclusive jurisdiction in matters falling within their
competences.

13.2. With respect to any dispute arising between a foreign
legal entity as Client and the Bank, the Permanent
Arbitration Court operating as attached to the Hungar-
ian Chamber of Commerce and Industry (Commercial
Arbitration Court) shall have exclusive jurisdiction with
the application of the Hungdarian languagde in the course
of the proceedings, the number of arbitrators shall be
three and the parties shall appoint only arbitrator(s) with
money and capital market expertise from the arbitra-
tion-recommendation list.

13.3. With respect to any legal relationship between the Client
and the Bank, the laws of Hungary shall apply.

Il. TELEPHONE AND ELECTRONIC BANKING SERVICES

1. Common provisions
1.1. Definitions

Within the meaning of this chapter, in addition to section I.2
(Definitions) of the Terms and Conditions:

Service: Telephone (Telefonbank, SMS) and electronic (Internet
Banking, Home Banking, UniCredit mBanking mobile appli-
cation and Private Invest Application) banking services as a
whole or any of them.

UniCredit Telefonbank (hereinafter: Telefonbank):

The name of the Bank’s services available over the phone by
dialling +36 1 325 3200 or +36 30 325 3200 enabling clients
to give instructions regarding the account, make inquiries
about account balances and other information, as well as

ask questions, and report technical problems and complaints
arising while using the Service.

SMS Service: The name of the Bank’s service where the Bank,
upon request of the Account Owner, sends information related

to bank cards or bank accounts/credit card accounts via a
mobile telecommmunication tool as a text message (SMS).

Internet Banking: The name of the Bank’s electronic bank-

ing system available through the website of the Bank
(www.unicreditbank.hu), enabling clients to give instructions
regarding the account, and to make inquiries about account
balances and other information. The name ‘Internet Banking’
includes the services called SpectraNet Internet Banking (Light
and Plus) and eBanking.

eBanking: The name of the Bank’s electronic banking system
to be introduced gradually as described in section 3.2., avail-
able for Private Customers through the website of the Bank
(www.unicreditbank.hu), enabling clients to give instructions
regarding the account, and to make inquiries about account
balances and other information.

Home Banking (Spectra, Spectra Light and MultiCash): the
name of an electronic banking system available through a
computer (PC), a telephone line and a modem or an inter-
net connection, provided by the Bank based on a separate
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contract, with the aim of enabling clients to give instructions
regarding their Payment accounts, as well as to make inquiries
about Payments accounts and other information.

UniCredit mBanking mobile application: The name of the
electronic banking service provided through mobile devices
suitable for it. The UniCredit mBanking mobile application con-
tains the mBanking and the mToken services which become
available after registration (activation). The mToken service
used for logging in to the eBanking sevice and for providing
approvals of transactions initiated through eBanking, and

the mBanking service allows for the delivery of instructions
regarding accounts, as well as making inquiries about account
balances and other information.

Private Invest Application: The name of the electronic banking
service provided through mabile devices suitable for it that
allows, after registration (activation), the use of investment
services as determined by the Customer Information of the
Private Invest Application, as well as making inquiries about
account balances of Payment Account, securities account and
other information.

Client Number: an 8-digit code for identifying the Account
Owner with the Bank.

User: a person authorized in the Service Agreement or desig-
nated on the Bank’s appropriate form by the Account Owner
to access the telephone or electronic banking system, make
inquiries or give instructions redgarding the Accounts of the
Account Owner; with respect to the exercise of such rights,
this term also refers to the Account Owner. Furthermore, User
is the Cardholder who possesses Telefonbank User ID and PIN
code and has restricted access right for Telefonbank service
exclusively related to the bank card held by User.

Biometric identification: an identification method within the
frameworks of the UniCredit mBanking mobile application and
the Private Invest Application, which enables the Clients to

be authenticated by using their fingerprint or face recognition
instead of using a PIN.

VICA application: this application is used to sign in and to
submit payment orders to SpectraNet Internet Banking (Light
and Plusz), Spectra and Spectra Light systems.

VICA password: The VICA password is created by the User
when registering the VICA application, which must be entered
by the User each time the VICA application is opened. If the
User enables fingerprint authentication in the VICA applica-
tion, then fingerprint authentication may be used instead of
VICA password. If the User has already registered the VICA
application - even at another bank - there is no need to create
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a new VICA Password.

VICA Registration Password: a password provided by the Bank
to the User, which is sent by the Bank via SMS to the mobile
phone number specified in the User Data Sheet or in the “SCA
Setting” order and which is typed in by the User when register-
ing the VICA application at the Bank.

VICA SMS code: a one-time code provided by the Bank to

the User, which is sent by the Bank via SMS to the mobile
phone number specified in the User Data Sheet or in the “SCA
Setting” order during the registration process of the VICA
application. The User completes the registration by typing the
SMS code in the selected field of the VICA application. If the
registration process is interrupted or the SMS code expires, the
registration in the VICA application must be restarted and the
Bank sends a new VICA SMS code.

1.2. Use of the Services

1.2.1. Except the services of Telefonbank and UniCredit
mBanking mabile application available without
identification, unless the present General Terms and
Conditions and/or the Bank Card Terms and Conditons
provides otherwise, the Service may only be used

if the Account Owner has concluded a Payment
account agreement and/or credit card agreement,

or - if the Service allows for the disposition over
securities accounts - a consolidated securities account
agreement with the Bank, as well as an agreement for
the use of the given Service, and has submitted the
completed application forms to the Bank as required
by the latter. The services of the UniCredit mBanking
mobile application and the Private Invest Application
services can only be used if the Account Holder has
concluded a payment account agreement and/or a
credit card agreement, or - if the Service provides for
the acceptance of instructions regarding a securities
account - a consolidated securities account agreement
with the Bank, as well as the activation of the service
in accordance with the relevant rules.

1.2.2. The right to use the Service shall adjust to the
conditions defined in the individual agreements (in
case of service described in section 2.1.1/A conditions
are defined in the form) and the conditions set upon
the activation of the Service. Standard limits specified
in each agreement may be modified following
conclusion of the agreement on any bank business day
in the Bank’s branches in person, as well as through
Telefonbank regarding Internet Banking or UniCredit
mBanking mobile application limits and Telefonbank
Transaction Limit. The use of a given Service does not
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1.2.3.

1.2.4.

1.2.5.

automatically entail the right to access the full range
of the Bank’s services available, or the telephone and
electronic banking services of the Bank to be offered
in the future. The starting date of providing the Service
shall be at latest the first Bank Business Day following
signature of the Service Agreement, or the date fixed
in the Service Agreement/on the User data sheet, and
for UniCredit mBanking mobile application and Private
Invest Application, the day of activation. In the case

of opening an account in the mBanking Investment
module, the Client can place an order immediately
after opening the securities account on all channels,
except in the mBanking Investment module, where
the Client can place orders from the day following the
opening of the account.

Upon signing the Service Agreement (and for
UniCredit mBanking mobile aplication and Private
Invest Application upon the activation of the service
and / or for VICA application upon registration of

the application) and thereafter the Account Owner

- or the Cardholder who signed the form referred in
section 2.1.1/A. - shall continuously ensure, at its own
expense, all the equipment and technical background,
including hardware and software needed for using the
Service, in an operable condition. The Account Owner
acknowledges that the Bank shall only undertake to
provide the Service if the Account Owner and the User
observe the Bank’s technical regulations including

all amendments thereof, stipulated depending on

the given Service and made available to the Account
Owner. The Bank shall not be liable for any damages
arising from any technical failure of the Account
Owner’s or User’s equipment or from the fact that the
User is not able to get into contact with the Bank for
this reason.

The Service is available on 365 days of the year,

24 hours a day. The Bank reserves the right to
interrupt the availability of the Service in the event of
unplanned system outades (incidents), error correction
directly related to an incident within 30 days
thereafter, or critical non-delayed errors that constitute
information security or other vulnerabilities in
connection with the correction of the system error and
for the time necessary for that. The Bank shall send
information via the system about the date and time
of the expected downtime of the Service immediately
after such decision.

The Bank is entitled to effect alterations at any time
in terms of data transmission, in line with technical
developments or in connection with subsequent

1.2.6.

1.2.7.

1.2.8.

1.2.9.
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security measures implemented, and to unilaterally
alter, modify, suspend or terminate the system and
the Service provided by the Bank.

The Account Owner - excluding the case of restricted
access right described in section 2.1.1/A. and if the
respective Service provides the possibility - shall
indicate in the Service Agreement or on the Bank’s
form specifically designed for this purpose the name
of Users who are authorized to give instructions

in connection with the accounts specified in the
Adgreement/Data sheet through the system of the
Service, while identifying such Users in the manner
usually required by the Bank. One form grants
authorization only within the system related to one
specific Service and is independent of any other
methods of giving instructions regarding accounts.

The Account Owner shall report all changes in and
withdrawal of the User(s)" authorization using the
Bank’s form designed for that purpose. The person(s)
designated as User on the appropriate form submitted
to the Bank shall be considered by the Bank as parties
authorized by the Account Owner until receipt of any
notification on the change or withdrawal of such
autharization. The withdrawal of or change in the
user’s authorization shall become effective at latest on
the Bank Business Day following the effective date of
the Account Owner’s instruction.

The Account Owner acknowledges that giving
instructions through the Services entails risks. The
Account Owner or the User is aware that by using the
telephone or the Internet, due to the operation of the
network there might be cases where the messages
sent to each other become known to unauthorized
third parties. The Account Owner had taken into
consideration this eventuality before choosing the
Service.

The Account Owner and the User acknowledge that
all transactions, orders as well as their execution
carried out by using the Services shall be registered
by the Bank’s computer system and the transactions
effected through telephone operators shall be
recorded. In the event of any dispute, the recorded
information and data shall be considered as authentic
and of full probative value by both the Bank and the
Account Owner/User without the Account Owner/User
contesting their authenticity.
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1.2.10. The Account Owner acknowledges that the Bank shall
only consider an order submitted if it is registered by
the Bank.

1.3. Liability, security

1.3.1. The User shall be obliged to keep any password,

identifier or identification code (e.g. PIN) depending

on the Service (hereinafter jointly: User identifier)
confidential, and to ensure that no unauthorized

third person(s) may access the User identifier nor the

tools (e.g. software, Token, mToken, VICA application,

communication key disk, SIM card) needed for using
the Service. Under no circumstances shall the Bank
request the User to provide the User ID related to the

Service or to install remote assistance programs or

software by e-mail, telephone, text message or other

remote channel; such activity of the User qualifies as a

breach of the above obligation. The Bank shall accept

no liability for any damages arising from the non-
observance of these obligations or from unauthorized
use. The Bank shall be entitled to withdraw the tools
necessary for using the Service should their use
conflict with the agreement or any provision of law.
1.3.1/A. If the User’s mabile device is capable of performing
biometric identification (fingerprint or face recogni-
tion), the User is entitled to identify himself when
entering into the UniCredit mBanking mobile appli-
cation and the Private Invest Application with his
fingerprint/face recognition and for requests that
shall be authenticated in the services of the Uni-

Credit mBanking mobile application and the Private

Invest Application (eg transaction approval, debit

card limit change) instead of using the PIN code

provided that only the biometric data belonging

to the Account Holder User has been registered in

the mobile device. It is the exclusive responsibility

of the User to ensure that the biometric inherence
registered in the mobile device is deleted before the
mobile device is removed from the possession of
the User for any reason (e.g. device exchange, sale,
etc.). The liability for the damage caused by viola-
tion of this clause shall be the sole responsibility of
the User.

1.3.1/B. Protection of the Credentials in case of Biometric

Identification (Fingerprint, Face recognition)

(1) The User shall take all reasonable precautions to
protect its credentials and authentication tools from

¢4 UniCredit Bank

unauthorized access. Otherwise, there is a risk of unau-
thorized use.

(2) Inorder to protect individual credentials or authentica-
tion tools, the User shall pay particular attention to:

a) Knowledge elements (such as the PIN code) must be kept
in secret and it is in particular prohibited to

« disclose it in verbal communication to a third party
(e.g. by phone or in person),

« enter it in text form into other platform than the
Bank’s internet banking services (e.g. via email, mes-
sender, etc.),

« store it in electronic form (for example, store PIN in
plain text on the computer or mobile terminal),

« record it on any device or record and store it with a
device that is considered to be a possession element
(e.g. TAN generator, mobile device).

b) in connection with the use the mobile device the User is
obliged to

» make sure that unauthorized persons do not have
access to the User’'s mobile device,

« make sure that no other person can use the online
banking application on the User’s mobile device
(e.g. mobile phone) (e.g. Online banking application,
authentication application),

« deactivate (render useless) the online banking applica-
tion (e.g. biometric authentication application) on the
mobile device before the device dets out of the User’s
possession (e.g. the sale or replacement of the mobile
phone).

The User’s biometric elements (e.d. fingerprints) can only be
used as an authentication element on the Internet Banking
mobile terminal if the mobile terminal does not store other
biometric elements belonging to the User. If the mobile
terminal used in the online banking also stores other person’s
personal credentials, then the User is not entitled to use the
biometric authentication, in this case User is allowed to use
only the knowledge element (PIN) issued by the Bank.
1.3.1/C.  Security of the User Device required to use the
Service
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In order to use the Electronic Banking Services securely, the

User:

ensures that the device (computer, mobile or smart
device) used for the Service and the software com-
ponents contained therein are regularly updated in
accordance with the manufacturer’s recommendations
and does not use a device that is no longer supported
by the manufacturer;

ensures proportionate and up-to-date virus protection
and appropriate security settings for the device;

uses only devices whose manufacturer’s security
restrictions have not been modified (ie the device has
not been rooted or jail-broken);

downloads the banking applications required for the
Service only from the source specified by the Bank, or
installs them with an installer provided by the Bank or
uses them at the Internet access address specified by
the Bank.

The Bank shall not be liable for any damages resulting from
the violation or non-compliance with the above security
regulations.

13.2.

If the Account Owner or the User is aware or may
reasonably suppose that the User identifier has
become known to any unauthorized third person, or
that the tool needed for using the Service get out

of his/her possession (including loss or theft of the
tool), or that there is an unauthorized transaction in
the Payment Account or on the Account Statement
or on any information provided in relation to
transactions executed on the securities account,

or that any unauthorized payment transaction was
initiated against his/her Payment Account using an
electronic means of payment, or any unauthorised
order was given with respect to the securities held

in his/her securities account, the Account Owner or
the User shall be obliged to inform the Bank about it
immediately in writing, in person, through registered
post or over the phone on any day of the year at any
time by dialling +36 1 325 3200 or +36 30 325 3200
(Telefonbank) and to initiate the blocking/denying of
the access or the modification of the User Identifier.
The notification shall contain the client number, the
user identifier and the description of the event as a
minimum. In addition to the above data, the Bank may
request further information when the notification is
made.

1.33.

1.3.4.

1.35.
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Apart from the information specified in the above
section 1.3.2, the Account Owner may request the
correction of any payment transaction which was
not approved or approved but executed incorrectly
immediately upon execution of the payment order,
but at latest until the day corresponding to the date
of debiting of the Account in the second month (in
case the Account Owner qualifies as consumer the
thirteenth months) following the date of execution
of the payment order. If in the month of expiration
there is no calendar day corresponding to the date of
debiting, the deadline shall expire on the last day of
the month.

The Account Owner shall be liable for any damades
arising prior to the receipt of the written notification
or the notification given over the phone in compliance
with the prevailing provisions of laws on payment
services. For any damade arising after such
notifications, the Bank shall be held liable. The Bank
shall be released from such liability if it proves that
the damage is due to a breach of contract by the
Account Owner, or the User committed deliberately

or through serious negligence (e.g. breach of the
obligation to keep security elements safe etc.) The
Bank is liable for any incindental damage arising from
the use of the Private Invest Application in accordance
with the Bank’s General Business Conditions on
Investment Services and Ancillary Services.

The Client is required to use the non-cash payment
instrument as stipulated in these Terms and
Conditions, and to display diligent conduct which

can be generally expected in the circumstances as
redards the safe keeping of the personalized security
credentials, the VICA Password, the VICA Registration
Password, the VICA SMS code, the Password, and the
Security Code necessary to use the non-cash payment
instrument (e.g. PIN code, Internet Security Code,
mCash code, eBanking one-time log on password). The
Account Holder and the User is required to keep the
personalized security credentials at a secure place.
Should the personalized security credentials get out
of the Account Holder’s or the User’s possession, be
lost, stolen or used in an unauthorized or unapproved
manner, the Account Holder and the User shall
immediately report it to the Bank through Telefonbank
or in person in any of the branches. This report shall
be made at any time without charging any fees,

costs or other payment obligations. When reporting
such a case, the identifier of the non-cash payment
instrument concerned shall be specified, the Client’s
name and personal data (date of birth, mother’s
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maiden name) shall be provided. The Account Holder
shall be liable for any damages arising from the wilful
misconduct or gross negligence of the Account Holder
or the User, or from any abuse of the identification
data by the Account Holder or the User. In particular,
the Account Holder shall solely be liable for any
damades arising from the loss, theft or careless
handling of the Token, User identifier, mCash code,
the VICA Password, the VICA Registration Password,
the VICA SMS caode, PIN code, Internet Security Code
and eBanking one-time log on password or from the
access of any unauthorized person(s) to the system
and all transactions effected in connection with the
account if the Bank proves that the damage was
caused by fraudulent actions of the Account Holder
or by intentional or grossly negligent breach of its
obligations under this Section. The Account Holder
shall be obliged to pay damages in such cases if
the Bank suffers damades from such events, and if
there is evidence that the damade has arisen due to
the negligence or wilful misconduct of the Account
Holder/User. Violation of security measures set out
in these Terms and Conditions shall be considered
serious negligence. The Account Holder shall be held
liable for the actions of all persons whom he/she
enabled to use the Service, either intentionally or
through negligence, and such actions shall be deemed
as if they had been carried out by the Account Holder.
To certify the extent of damages suffered by the Bank,
the Account Holder shall accept the data provided by
the Bank, with detailed explanation upon request of
the Account Holder.
1.3.5/A. The Client shall bear the losses relating to any
unapproved payment transactions, up to a maxi-
mum of fifteen thousand forints, resulting from the
use of a lost or stolen non-cash payment instru-
ment or from the unauthorized use of a non-cash
payment instrument occurring prior to the notifica-
tion. The Client shall not bear the aforementioned
liability, if

a) the theft, or the loss or the unauthorized use of the non-
cash payment instrument was not detectable to the Client
prior to the payment order,

b) the damage was caused by acts or lack of action of an
employee, payment service agent or branch of the Bank or

of an entity to which its activities were outsourced,

c) the Bank does not require strong customer authentication,
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d) the damage was caused by a personalized procedure that
qualifies as non-cash payment instrument, by using an
information technology or telecommunication device or
if the non-cash payment instrument was used without its
personalized security credentials - such as the personal
identification code (PIN code) or other code, or

e) the Client was not able to make the statement due to the
fault of the payment service provider.

If the Account Holder is not a consumer or a micro-enterprise,
then the restricted liability provisions of this section shall not
apply to the Account Holder.

In the SpectraNet Internet Banking (Light and Plusz), Spectra
and Spectra Light systems the Bank consideres exclusively the
VICA appliciation, the SMS authentication and the new type of
hardware token device as the strong customer authentication
compliant authentication methods. If the Account Holder is
not a consumer or micro enterprise, the Bank shall be exempt
from Section 45 (2) (c) of the Pft. if the Account Holder or the
User has not taken the necessary steps to activate a strong
customer authentication method despite the Bank’s request
(i.e. download and registration of VICA application, updating
Spectra program, convert to SMS authentication, receiving and
activation of the new type of hardware token device).

1.3.6. The Bank shall accept no liability for any direct and
indirect damade arising from the defective operation
of the program, not even if the Bank was informed
about the possibility of the damage or if the damage
was caused by the temporary limitation of the service
or the alteration of the program. The Bank may send
corrections in case of program errors to the Account
Owner on a Durable Medium, through a telephone line
or via the Internet. The Bank shall only be liable for
damades that have arisen due to the Bank’s serious
breach of obligations, and only to the extent that
the damadge was caused by its own serious breach of
obligations. In such cases, unrealized profit shall not
be considered a damage.

1.3.7. The Account Owner shall be fully liable for all
damages caused by computer viruses that have
certifiably been transmitted to the Bank through the
Account Owner or the User.

1.3.8. The Bank shall define the fee of the Services specified
in the prevailing List of Conditions with respect to the
present provisions for the restriction or exclusion of
liability.
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1.3.9.

1.3.10.

The system of a certain Service may, in justified cases,
ban Users or reject the orders submitted in order to
make it more difficult to abuse of the system.

Banning or blocking may be avoided if the Service
is used properly, which is why the Bank accepts
no liability for any damages arising from banning/
blocking.

1.3.10/A. The Bank shall bear the risk of sending a non-cash

1.3.10/B.

1311

payment instrument or any personalised security
credentials relating to the non-cash payment instru-
ment to the Account Holder.

When there is a reasonable suspicion of fraudulent
use or abuse of a non-cash payment instrument,

to safeguard the interests of the Client and mini-
mize the losses of the Bank, the Bank is entitled to
temporarily or definitively block or limit the use of
the non-cash payment instrument until the circum-
stances of the event are investidated.

The Bank employs operational monitoring
mechanisms to filter out unconventional / suspicious
payment transactions, which take into account

more risk-based factors when assessing payment
transactions. In the event of a post-transaction check,
if it identifies such a suspicious / unusual payment
transaction, the Bank may, in some cases, contact

the Client on the registered telephone number

(from 8:00 to 20:00 on weekdays), even if the Client
explicitly excluded the possibility of telephone contact
of the Bank. If the Bank does not reach the Client

on the telephone number assigned to the contact,
the call will also be attempted to other telephone
numbers linked to the Client in the Bank’s systems
(e.g. telephone number specified by the Client for
electronic banking services). The Bank shall be entitled
to disclose any information about the suspicious /
unusual payment transaction and its circumstances
only after proper identification of the Client. Shall the
identification be unsuccessful, the data related to the
bank secrecy with the Client cannot be disclosed, the
Bank shall not be liable for any losses incurred due to
this and any subsequent steps. If abuse is suspected,
the Bank is entitled to temporarily or permanently
block or limit the use of electronic banking services
to investigate the circumstances of the suspected
transaction in order to protect the Client’s interests or
to reduce its own loss (for example, if the Client does
not acknowledde the transaction). The post transaction
control does not affect the execution / settlement of
the transaction.
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1.4. Termination of the Service Agreement

141

14.2.

1.43.

1.4.4.

1.4.5.

0

The Account Owner is entitled to cancel the
Framework Agreement as well as the Service
Agreement at any time without cause in writing, by
giving a one-month natice. In this case, the Account
Owner shall reimburse all costs incurred by the Bank
in connection with termination. The Bank is entitled
to cancel the Framework Agreement as well as the
Service Agreement at any time without cause in
writing, by giving a two-month notice.

If the Account Owner is a client qualifying as
consumer or micro-enterprise, any Framewaork
Agreement having been in force for six months or
longer may be cancelled by the Account Owner free of
any fees, costs and other payment obligations.

If the Account Owner is a consumer, the Account
Owner may terminate the Framework Agreement with
immediate effect subject to a serious contractual
breach of the Bank.

If the Account Owner’s all Payment account
agreements (or consolidated securities account
agreements, client account agreements and/or credit
card agreements) relevant to a given Service are
terminated in any manner whatsoever, the contract
relationship related to the use of the given Service
shall become invalid upon termination of the last
agreement.

The Bank shall be entitled to terminate the Service
Adreement with immediate effect if:

the Account Owner and/or the User - in case of consumer
seriously or repeatedly - violates the Service Agreement
or any provisions of the business requlations (including in
particular: the secure use and handling of the Service, the
handling of the User identifiers, the notification about any
change in the clients data recorded by the Bank);

the Account Owner does not ensure the conditions required
for the Service to be used;

the Account Owner and/or the User does not use the Ser-
vice properly;

in case of Business Ordanization: the Account Owner does
not fulfil any of his/her payment obligations arising from
the Service Agreement;

in case of consumer: the Account Owner delays any of
his/her payment obligations arising from the Service
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Adgreement two times consecutively, and fails to remedy
such omission within reasonable deadline specified by the
Bank in its payment notice;

e) the Account Owner and/or the User violates copyright in
relation to the software;

f) the Account Owner and/or the User attempts to circum-
vent the security or encryption system of the Service;

g) according to the Bank’s judgment, any action of the
Account Owner and/or the User in connection with any Ser-
vice is suspected to be a crime, or to be related to a crime.

1.4.6. Upon termination the Bank shall be entitled to

automatically debit any account of the Account

Owner with the costs arising in connection with the

installation and use of the software.

1.4.7. If the Service is terminated by either party, the

Bank shall charge the pro-rata value of the service

actually rendered in accordance with the Framework

Agreement.

1.4.8. For the purposes of the Private Invest Application,

the Service is terminated when the Client ceases to

hold a Private Banking client status. The Client may
terminate the Service by the submission of the User

Data Sheet and in accordance with the Cusomer

Information of the Private Invest Application and

clauses 1.4.4.-1.4.7 above will also be applicable.

1.5. Fees, chardges and costs

1.5.1. The Account Owner shall pay a fee to the Bank for

the use of the Service. The actual fees of the Services

subscribed to by the Account Owner are defined in the

agreement to be concluded with the Account Owner
and in the List of Conditions. The Account Owner shall
pay all fees and costs - including any telephone or

Internet access fees - which have arisen in connection

with the use of the Service. In case the Bank or

another party participating in the transaction, requests

a fee, commission or other payment obligation for

the use of a non-cash payment instrument, he shall

inform the Client thereof prior to issuing the payment

order. The Bank does not have any information and
does not provide information redarding fees charged
by third party providers (TPP). The Client as paying
party shall only be obliged to pay fee, commission or
perform other payment obligation to the Bank for the
use of a non-cash payment instrument if information
on the full amount was provided prior to issuing the

1.5.2.

1.53.

1.54.

1.55.

1.5.6.
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payment order. The Bank shall be entitled to debit
the account designated by the Account Owner or any
account of the Account Owner maintained with the
Bank with the fees falling due without any further
consultation of the Account Owner.

The costs shall be debited when they arise or on the
last Bank Business Day of every month or quarter as
a lump sum. If the Account Owner fails to pay any fee
falling due despite being called upon to do so, the
Bank shall be entitled to suspend the Service as well
as the remote electronic access to the account.

The Bank reserves the right to modify the fees as of
a specific date by notifying the Account Owner of this
fact in advance.

The Bank shall notify the Account Holder qualifying
as consumer or micro-enterprise of its intention to
modify the Framework Agreement at least 2 months
- in other cases 15 days - before the proposed
modification takes effect. The madification shall

be deemed accepted by the Account Holder if he/
she does not notify the Bank of the contrary before
the modification takes effect. The Account Holder
can either accept or reject the amendment of the
Framework Agreement before the proposed date of
entry into force. In case the Account Holder accepts
the amendments, they will entry into force on the
proposed date. Rejecting the amendment qualifies
as the terminating of the Framework Agreement
with immediate effect. The Bank’s General Business
Conditions on Investment Services and Ancillary
Services shall be applicable to any amendment
relating to the services provided through the Private
Invest Application.

Until the date preceding the entry into force of the
modification, Account Owners which are clients
qualifying as consumer or micro-enterprise are
entitled to cancel the Framework Agreement with
immediate effect, free of any fees, costs or other
payment obligations. In such a case, during the notice
period the Account Owner shall pay the Bank the fee
that was originally established.

If the Client is not a micro-enterprise or a consumer,
the Bank is entitled to unilaterally modify the amount
of fees according to the Terms and Conditions for
Corporate Clients and Municipalities 15 days prior to
the effective date of the modification.
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2. Telephone banking services
2.1. Telefonbank
2.1.1.

Definitions in addition to section I.2 (Definitions) of
the Terms and Conditions:

User identifier - a non-secret code composed of digits, used
for identifying the User upon entering the Telefonbank system.

PIN code - a 4-digit secret number which is only known to the
User; it is used for identifying the User for orders submitted
or inquiries made via Telefonbank. The Bank considers this
code equivalent to the signature identical to the specimen
signature of the Account Owner and of the person with rights
of disposition specified by the Account Owner, as provided to
and accepted by the Bank. The Bank handles the PIN codes
according to strict security requirements, and none of the
Bank’s employees may know them.

Transaction Limit - the maximum amount of a one-time trans-
fer order relating to a given account of the Account Owner, to
be submitted by a given User via the Telefonbank system.

Daily Limit - the maximum amount of transfer orders that
can be initiated in total on a given calendar day relating to a
given account of the Account Owner, by a given User via the
Telefonbank system. The Daily Limit is valid from 0-24 on a
given day.

DTMF - Dual Tone Multi Frequency, i.e. TONE operating mode
in touch tone telephones.

Operator System - the name of Telefonbank service provided
by the Bank’s employees.

Automatic System - the name of Telefonbank service available
through the Bank’s computer system.

Restricted access right to Telefonbank service provided for
Cardholders:

2.1.1/A. The Bank provides restricted access right to the
Telefonbank system for Cardholders with User ID

in order to ensure identification process redarding
activities exclusively related to bank card held by
the User, and in order to execute orders listed in

the Form of rescticted access right for Telefonbank
service. This level of access right does not provide
disposal right over the accounts of the Account
owner to the Cardholder, the list of available ser-
vices is defined in the form of restricted access right
specifications. The consent of the Account owner is
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not required to apply for Telefonbank service and
use it with restricted access right.

The form of resctricted access right specification containes the
detailed description of restricted access rights. In addition, pro-
visions of the following sections of the Telefonbank service are
also applicable to the Cardholder/User: 2.1.6.; 2.1.6/A., 2.1.7.;
2.1.8,;2.19,;21.10;2111,;21.12.

Telefonbank service:

2.1.2. The Account Owner may provide access to each of
his/her accounts through the Telefonbank system for
more than one User at the same time with different
autharization levels, depending on the choice of the
Account Owner to provide the given User with query
rights or rights of disposal over the Account as well.
In the case of granting rights of disposal, the Account
Owner may assign different Transaction and Daily
Limits to its various accounts for various Users.

2.1.3. The provisions regarding activation of a debit card
through the Telefonbank automatic system are
contained in the Bank Card Terms and Conditions
2.1.4. Subject to an agreement with the Bank, the User
may have query rights or right of disposal regarding
the accounts of several Account Owners at the same
time with the same User identifier and PIN code.
The Bank does not investigate if the User meets the
requirements set out in other legislative provisions.
2.1.5.  Only the Account Owner in person shall be entitled

to modify the group of bank accounts and securities
account accessible through the Telefonbank service as
well as the method of accessing them.

2.1.6. Upon conclusion of the agreement, the Bank hands
over the User identifier(s) and a closed envelope
with the PIN code(s) to the Account Owner or to his/
her authorized representative. In case of the Account
Owner or his/her authorized representative having
access to eBanking service, the Bank may make
available the User identifier(s) and the PIN code(s)
to the Account Owner or to his/her authorized
representative via eBanking application. The Account
Owner shall send the PIN code(s) delivered to him/
her in a closed envelope to the given User with the
envelope remaining intact. In the case of distribution
through commission trade, User identifiers shall

not be provided by the Bank upon conclusion of the
agreement but subsequently by registered post with
return receipt requested to the Account Owner (card
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2.1.6/A.

2.1.7.

2.1.8.

2.1.9.

2.1.10.

holder). The User shall verify the intact condition
of the envelope containing the secret PIN code
and inform the Bank immediately if he/she finds
it damaded. The Bank shall accept no liability for
damages arising from the User’s failure to provide
such notification.

The User is required to change the PIN code
provided by the Bank upon contract conclusion as
specified in Section 2.1.6. The obligation of chang-
ing the PIN code shall also be applicable if the User
modifies a PIN code at any time during the term of
the contract with the assistance of an administrator,
or if the User has such a PIN code. The User may
change the PIN code in the Telefonbank system
after identification. If the User also has eBanking
service, PIN codes may also be changed by using
that service. The User can only use the Telefonbank
service after the PIN code has been changed. The
Bank shall not be liable for any damages incurred
as a result of the User’s failure to comply with the
above obligation.

Services of the Telefonbank system are available
through a touch tone telephone set operating in DTMF
mode.

In the Telefonbank system, the User may identify
himself/herself by entering his/her User identifier and
current PIN code using the buttons of the telephone
set.

In the case of orders given by the User, the system
shall verify the right of disposition by checking the
PIN code. If a correct PIN code is entered, the Bank
shall accept no liability for any damadges arising from
unauthorized instructions regarding the account.

If an incorrect PIN code is entered three times in a
row, the User identifier shall be blocked; the User’s
call shall be received by the operator but in that case
the User shall not be authorized to give instructions
or make inquiries regarding the account. The operator
may release blocking of the User identifier after
requesting personal data. After the blocking of the
User identifier is released, the old PIN code shall
remain valid, and the User may try adain to identify
himself/herself in the Automatic System. The bank
operator shall be entitled to refuse to release blocking
of the User Identifier without giving any reason, and in
such a case release of blocking of the User Identifier
may only be requested in writing in person, in a bank
branch. Blocking can be avoided if the PIN code is used

2111

2112

2.1.13.
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properly, which is why the Bank accepts no liability for
any damages arising from blocking.

Even beyond the mandatory cases specified in Section
2.1.6/A., the User is entitled to chande the PIN code at
any time and as often as required via the Automatic
System of the Telefonbank service after logging

on to the system with a valid user ID. The User is

also entitled to change the PIN code via eBanking
application as often as required. The Bank shall
automatically register the change.

The list of services provided through the Telefonbank
system is contained in the prevailing client
information packagde pertaining to Telefonbank
services.

The Account Owner or the User may define the
Transaction Limit in the Agreement at the time of
signing, or using a form specifically designed for this
purpose. The Transaction Limit shall only apply to the
transfer orders and transfers between accounts in HUF
and in foreign currency effected through Telefonbank
services. The maximum amount of Transaction Limits
and the default Transaction Limits set by the Bank are
contained in the following table. (If the Account Owner
or the User does not define any Transaction Limit in
the Agreement or on the form specifically designed
for this purpose, then the given User, if having a right
of disposal, shall be entitled to dispose of the given
account up to the default amount set by the Bank.)

A Ma}ximt‘lm. Trans- Default value
the account actnog:flir:;tdto be In the automatic In the operator
system system

HUF 10,000,000 150,000 100,000
EUR 40,000 = 400
usbD 50,000 - 500
AUD 70,000 = 700
CAD 60,000 - 600
CHF 60,000 = 600
CzK 1,300,000 - 13,000
DKK 300,000 - 3,000
GBP 30,000 - 300
JPY 5,500,000 - 55,000
NOK 300,000 - 3,000
SEK 350,000 - 3,500
HRK 300,000 - 3,000
PLN 170,000 - 1,700
HKD 350,000 - 3,500
RON 167,000 = 1,670
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Currency of

Maximum Trans-

Default value

Currency of

Maximum Daily

Default value

the account actiog;:ir:;tdto be In the automatic In the operator the account Li(T;irt]Z:e In the automatic In the operator
system system system system

RUB 1,400,000 - 14,000 CNY* 300,000,000 - 100,000

TRY 80,000 = 800

CNY* 300,000 ~ 3000 * the Bank shall satisfy the orders only in the corporate or SME client groups.

* the Bank shall satisfy the orders only in the corporate or SME client groups.

2.1.14. The Account Owner or the User may define the Daily

Limit in the Agreement or using a form specifically
designed for this purpose. The Daily Limit shall be
defined in the same currency as the account currency.
In the case of transfer orders denominated in a
currency different from the account currency, the limit
shall be verified based on the foreign currency mid-
rate of the Bank valid on the day of submitting the
transfer order. The Daily Limit shall only apply to the
transfer orders and transfers between accounts in HUF
and in foreign currency effected through Telefonbank
services. The maximum amount of Daily Limits and
the default Daily Limits set by the Bank are contained
in the following table. (If the Account Owner or the
User does not define any Daily Limit in the Agreement
or on the form specifically designed for this purpose,
then the given User, if having a right of disposal, shall
be entitled to dispose of the given account up to the
default amount set by the Bank.)

— Mal_)l(::tu?; l;:il\/ Default value
the account defined In the automatic In the operator
system system

HUF 9,999,999,999 150,000 3,000,000
EUR 40,000,000 - 12,000
usD 51,000,000 - 15,000
AUD 70,000,000 - 21,000
CAD 60,000,000 - 20,000
CHF 60,000,000 = 20,000
CzK 1,300,000,000 - 400,000
DKK 300,000,000 = 90,000
GBP 30,000,000 - 8,000
JPY 5,500,000,000 = 1,600,000
NOK 330,000,000 - 100,000
SEK 400,000,000 = 100,000
HRK 300,000,000 - 90,000
PLN 170,000,000 = 50,000
HKD 350,000,000 - 100,000
RON 167,000,000 = 50,000
RUB 1,400,000,000 - 450,000
TRY 80,000,000 - 25,000

2.1.15. Irrespective of the maximum Daily Limit that can be

2.1.16.

2.1.17.

2.1.18.

2.1.19.

defined in the Agreement or on the form specifically
designed for this purpose, the maximum amount of
transfer orders that can be initiated in total on a diven
day relating to a given account of the Account Owner,
by a given User through the Telefonbank’s Automatic
system is HUF 10,000,000, subject to section 2.1.19.

The Account Owner acknowleddes that if the Bank
changes the maximum amount of the Transaction /
Daily Limit - in the manner specified in section 11.1.5
of these Terms and Conditions - and one or all of the
above-mentioned limits defined by the Account Owner
exceed(s) that limit, the chosen limit amount shall be
changed even without amendment of the individual
Agreement to the bank’s standard limit, as of the
effective date of modification.

The Bank shall execute the User’s transaction orders
only within the limit over which the User has a right of
disposal. The Bank shall execute payments only up to
the amount of limit specified in sections 2.1.13. and
2.1.14., and refuse the execution of those exceeding
such amounts. The Transaction Limit may be changed
by the Account Owner through Telefonbank following
identification in the automatic system, or upon a new
written statement of the Account Owner considered
as an authorization amending the original form

and submitted accordingly by the Account Owner.
The Daily Limit may only be changed upon a new
written statement of the Account Owner considered
as an authorization amending the original form and
submitted accordingly by the Account Owner.

In the Operator system, the User may provide the
particulars of beneficiaries (name, Payment account
number) along with a comment for the transfer, in
whose favour the User frequently launches transfer
order through the Telefonbank system. In such cases
only the name of the beneficiary and the amount to
be transferred shall be given to the operator.

A prerequisite for launching a transfer order through
the Automatic System is that the Account Owner
completes, signs and submits the Bank the application
form “Transfer Orders specified in advance for using
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2.1.20.

the Telefonbank’s Automatic System”. On this basis,
the Bank shall define the transfer orders so that later
the User authorized by the Account Owner can effect
transactions by giving the appropriate reference
number, the amount to be debited and the additional
comment if needed.

The transfer order service through the Automatic
System will be terminated with the date to be
announced in the relevant List of Conditions, but no
earlier than 11.04.2025.

Natural persons and sole traders being Users for
whom the BA/CA Telefonbank and the “A” service
package of the Telefonbank has been activated (based
on their current account agreement concluded with
the Bank before 30 October 2002):

can give instructions regarding their accounts accord-
ing to the provisions of these business regulations
through Telefonbank;

can identify themselves through their previously used
identification (Client number) and PIN code in the
Telefonbank system;

are obliged to complete and sign the form specifically
designed by the Bank for the purpose of concluding
the agreement for the use of the Telefonbank service
and specifying access rights, if

they wish to use the services of the Telefonbank
only for the purpose of account information inquiry
in the future, or

they wish to specify an amount different from the
default Transaction or Daily Limits of the Telefon-
bank system, or

they wish to provide access to their accounts to
further Users through the Telefonbank system.

2.2. Fax

2.2.1.

The Bank shall not conclude any separate agreement
relating to the Fax Service.

2.2.2. - 2.2.15. Deleted provisions.

2.3. Text message (SMS) service

2.3.1.

The Account Owner may request the SMS service, the
parameters of the Service and the modification of the
Service in writing in the Service Agreement or on the

2.3.2.

2.3.3.

2.3.4.
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form specifically designed for this purpose, or after
identification through the Telefonbank or Internet
Banking system.

The User may request, modify or delete SMS
information service through the Telefonbank or
Internet Banking system only for the Payment account
to which the Account Owner granted him/her access
through the Telefonbank or Internet Banking system.
Furthermore, the User may request, modify or delete
SMS information service only for any bank card with
underlying account(s) to which the Account Owner
granted him/her access through the Telefonbank

or Internet Banking system. If the Account Owner
withdraws or modifies the access of the User to the
Telefonbank or Internet Banking system, it shall not
automatically mean that the SMS service initiated
through the system for the given Payment account
or bank card will also be terminated. The Account
Owner is obliged to provide for the modification or
termination of the SMS service separately.

Amounts of fees and costs payable by the Account
Owner for the SMS service are contained in the Bank’s
prevailing List of Conditions.

The Account Owner shall make sure that the person(s)
to whom he/she grants access to the SMS service is/
are aware of the conditions related to the service,

and the Account Owner shall be held liable for any
damades arising from his/her failure to perform this
information obligation.

Liability, allocation of losses

2.35.

2.3.6.

2.3.7.

The Card Holder is aware of the risks inherent in the
Service, with special regard to the fact that the Bank
shall not be held responsible for any information
transferred by SMS and qualifying bank secret comes
to the knowledde of any unauthorized third person(s)
for any reason(s) which is (are) out of the Bank’s
sphere of interest.

The deadline of sending messages through the SMS
service is included in the List of Conditions related to
the Service. The Account Owner acknowledges that
the Bank shall not be liable for the delayed transfer of
SMS messades if this happens due to any reason out
of the Bank’s sphere of interest.

The scope and content of services included in the
SMS service are contained in the prevailing List of
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Conditions related to SMS service as well as in the
client information.

3. Electronic Banking services |
(Internet Banking)

3.1. Definitions in addition to section 1.2 (Definitions) of the
Terms and Conditions:

User identifier - A series of characters necessary for accessing
the Internet Banking system, defined upon concluding the
agreement - in the Internet Banking Agreement or on the form
designed specifically for this purpose —, not yet used by any
other User. It shall identify the User and consist of at least 6
and maximum 25 characters (in case of eBanking at least 6
and maximum 21 characters), which may be composed of
small and capital letters without accents, and numbers. Punc-
tuation marks (except colons) and spaces are not allowed.

For security reasons and to avoid any malicious blocking, it is
recommended to choose a User identifier which can not be
easily guessed when knowing the User and his/her personal
background. In the case of e-contracting (Section I. 6.2. of the
Terms and Conditions for Retail Clients), User identifiers are
generated by the Bank.

Digital user ID: A unique user identifier necessary for activat-
ing the services of the UniCredit mBanking mobile application.

Password, Security Code (hereinafter: Password) - A series of
characters necessary for accessing the Internet system and for
the authentication of orders. The Password shall be consid-
ered by the Bank equivalent to the signature identical to the
specimen signature of the Account Owner and of the person
with rights of disposition specified by the Account Owner, as
provided to and accepted by the Bank.

Hardware Token - if Token is selected as an authentication
method, this shall be a tool being the Bank’s property and
made available to the User, necessary for generating the Pass-
word, i.e. a code number depending also on the date of use
and the serial number of the tool.

mToken - if mToken is selected as an authentication method,
this shall be a software-based and PIN-protected code gener-
ator application used for generating Password and for provid-
ing approvals of transactions initiated through eBanking and
approvals of online card purchases.

PIN code - A 4-digit and 6-16-digit series of characters to be
specified by the User and necessary for generating the Pass-
word by means of Token or mToken.
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Help - A documentation containing detailed information on
the operation, use and services of the Internet Banking system
as well as other useful information, available in electronic
format through the Help menu of the Internet Banking system.

Digital Transaction Limit - the new Transaction Limit used
for retail clients, after the launch of the eBanking service. The
limit is the highest amount of which the User may freely dis-
pose in submitting a given transfer order through eBanking or
the mBanking service including transfer orders submitted via
payment initiation service providers to the debit of the User’s
payment accounts which can be reached through eBanking
and/or UniCredit mBanking mabile application service. With
the launch of the eBanking service, the Digital Transaction
Limit that will be set in the eBanking system and the mBank-
ing service is equal to the latest Transaction limit used in the
SpectraNet Internet Banking system. If the Client has multiple
bank accounts than the Digital Transaction Limit that will be
set is equal to the highest previous limit of his/her accounts,
as indicated above. After that, the amount of the Digital
Transaction Limit of the bank accounts can only be modified
uniformly.

Transaction Limit - The highest amount of which the User may
freely dispose in submitting a given transfer order through the
SpectraNet Internet Banking system including transfer orders
submitted via payment initiation service providers to the
debit of the User’s payment accounts which can be reached
through SpectraNet Internet Banking system. The Transaction
Limit applies to all transactions resulting in the direct debiting
of a given account, except deposit orders, direct debit orders
and securities transactions (buying/selling stocks listed at the
stock exchange, trading with investment funds, transfer of
securities).

Digital Daily Limit - the new Daily Limit used for retail clients
after the launch of the eBanking service . The highest amount
of which the User may freely dispose on a given day, in
relation to a given account of the Account Owner through the
eBanking system and the mBanking service jointly including
transfer orders submitted via payment initiation service pro-
viders to the debit of the User’s payment accounts which can
be reached through eBanking and/or mBanking service. The
Daily Limit applies to all transactions resulting in the direct
debiting of a given account, except deposit orders, direct debit
orders and securities transactions (buying/selling stocks listed
at the stock exchande, trading with investment funds, transfer
of securities). After the launch of the eBanking system - and in
the UniCredit mBanking mobile application also - the amount
used as Digital Daily Limit is the same as the previous Daily
limit used in the SpectraNet Internet Banking system.
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Daily Limit - The highest amount of which the User may freely
dispose on a given day, in relation to a given account of the
Account Owner through the SpectraNet Internet Banking sys-
tem including transfer orders submitted via payment initiation
service providers to the debit of the User’s payment accounts
which can be reached through SpectraNet Internet Banking
system. The Daily Limit applies to all transactions resulting in
the direct debiting of a given account, except deposit orders,
direct debit orders and securities transactions (buying/selling
stocks listed at the stock exchange, trading with investment
funds, transfer of securities).

3.2. Use and services of the system

The distribution of the Bank’s SpectraNet Internet Banking
and Mobile Banking services - available in the frame of the
Internet Banking service described in section 1.1. - will be
ceased in the Private Customer segment according to the
scheduling to be announced in separate notice. For Private
Customers having an existing SpectraNet Internet Banking
and/or SpectraNet Mobil Banking service, the Internet Banking
service will be provided through the newly introduced
eBanking service according to the time schedule to be
announced in the relevant List of Conditions. The Bank will
notify the affected customers individually about the details
of the eBanking service, the modification of their existing
SpctraNet Internet Banking agreement and the termination of
the SpectraNet Maobil Banking agreement via the SpectraNet
Internet Banking system.

3.2.1. The technical conditions of the access to the Internet
Banking system are contained in the prevailing
SpectraNet Internet Banking and eBanking Client
Information being an inseparable part of these Terms
and Conditions.

For technical backgrounds different from the specifications
defined in the Client Information, the Bank shall not guarantee
the correct operation of the Internet Banking system.

3.2.2. The list of services available through the Internet
Banking system is contained in the prevailing client
information related to Internet Banking service. The
Bank provides the SpectraNet Internet Banking service
in the form of two service packages: Internet Banking
Light and Internet Banking Plusz. The eBanking service
is provided solely for Private Customers connected
to private account packades. If the Customer has a
right of disposal via Internet Banking also redarding
corporate or SME client accounts beyond its private
bank account, than the Private account can be
manaded via eBanking, while the corporate or SME
account via the SpectraNet Internet Banking service.
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In the agreement, the Account Owner shall specify the
service package he/she wishes to use (and may even
use all of them). Furthermore, the Account Owner shall
state on a form specifically designed for this purpose
which service package a given User is entitled to use
when managing his/her accounts. Internet Banking
Plusz services shall only be set for Account Owners

or Users for whom this is specified in the Agreement
or on the form specifically designed for this purpose
(should the Light or Plusz service packade not be
named in the agreement or on the form specifically
designed for this purpose, the Light package will be set
automatically).

3.2.3. To access the Internet Banking system, a User
identifier and a Password - defined in the related
Agreement or on the form specifically designed
for this purpose - must be entered. In the case of
distribution through commission trade, User identifiers
shall not be provided by the Bank upon conclusion of
the agreement but subsequently by registered post
with return receipt requested to the Account Owner. In
the case of e-contracting (Section I. 6.2. of the Terms
and Conditions for Retail Clients), the Bank shall send
to the User the eBanking username via e-mail and the
login password via text message.

3.2.4. When using the SpectraNet Internet Banking,
or eBanking, the User or the Account Owner - in
accordance with the related Adgreement or the
instructions given on the form specifically designed for
this purpose or given via UniCredit mBanking mobile
application - may choose from the following ways of
authentication:

a) Authentication by hardware Token
b) Authentication by SMS

c) Authentication by mToken (this way of authentication is
not available for SpectraNet Internet Banking users)

d) Authentication by VICA (this way of authentication is not
available for eBanking users)

In case the User has access to Spectra/Spectra Light and
SpectraNet Internet Banking system as well in relation with
the same Account Holder and shall the User initiate in any of
the systems the conversion to VICA application or to the new
type of hardware token then the Bank automatically converts
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the User to that kind of authentication method in the other
system as well in relation with the given Account Holder.

Form of payment orders

3.2.5.

3.2.6.

3.2.7.

3.2.8.

3.2.9.

3.29.1

3.29.2.

If the person authorized to dispose of the account
gives a payment order to the Bank electronically
(hereinafter: electronic order), the parties agree that
the time of receipt by the Bank shall be the time
registered by the Bank’s computer system. The order
of arrival of electronic orders shall be the order of
items arrived to the Bank.

Electronic orders submitted by the Account Owner
which, according to the framework agreement or the
law, may only be executed against submission of
certain documents by the Account Owner or any third
party to the Bank, or only if the Bank or any third party
performs a verification of documents, may only be
executed after all these obligations are fulfilled.

For the scope and amount of electronic orders, the
Bank may stipulate limits in the List of Conditions and
in these Terms and Conditions. The Bank is entitled

to unilaterally modify such limits - even if this is
unfavourable to the Account Owner - in the manner
specified in these Terms and Conditions.

The content and date of the payment order appear on
the document containing the payment order in the
case of orders submitted on a form, or in the case of
other types of payment orders they are contained in
the electronic data.

Authentication by hardware Token

The User shall generate the Password to log on to
the Internet Banking and the Spectra or Spectra
Light systems and to authenticate orders by using a
hardware Token.

The Bank makes possible the use of different types
of physical token devices until the full implemen-
tation of strong customer authentication rules. The
former distributed hardware token devices shall
generate a 6-digit code number also depending on
the time of use and the serial number of the device,
valid for 30 seconds - after the appropriate PIN code
is entered into the hardware Token. When using the
new type hardware token device, the information
appearing on the Internet Banking, the Spectra or
Spectra Light interactive interface provides guid-
ance. The new type of physical token devices are

3.2.9.3.

3.294.

3.2.95.

3.2.9.6.
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the so-called Onespan DP310 hardware tokens
starting with serial number 61-1.

The Bank shall make the Token available to Users
following signing of the Internet Banking or the
Spectra or Spectra Light Agreement or the form spe-
cifically designed for this purpose by the Account
Owner, by handing over the Token to the Account
Owner or the authorized person for the period of
using the Service. In the case of more than one User,
the Account Owner shall arrange for the Token to be
handed over to the Users designated on the form.
The Bank reserves the right to charge the Account
Owner a use fee or compensation fee for the use of
the Token provided to him/her the amount of which
is specified in the agreement or in the List of Con-
ditions. In the event that the Account Owner does
not return all Tokens in a proper condition upon
termination of the Service Agreement, the Bank
shall be entitled to charge the Account Owner the
fee specified in the List of Conditions. Information
on the use of the Token can be found in the manual
attached to the Token and in the homepade of the
Bank.

The User may change the PIN code of the Token at
any time. The User shall be obliged to change the
initial PIN code provided when receiving the Token,
and later if he/she learns or suspects that the PIN
code was obtained by any unauthorized person.

The User shall use the Token provided by the Bank
properly and maintain it in a good state of pres-
ervation. In the event of the Token’s failure and
upon request of the Account Owner the Bank shall
provide for the chande of the Token. The Account
Owner shall be obliged to return the faulty Token to
the Bank. If the Token gets damaded or is lost, the
Bank reserves the right to debit the Account Own-
er's account with the fee of issuance of a new Token
specified in the List of Conditions.

The Bank reserves the right to debit the Account
Owner’s account with the use fee of the Token
handed over free of charde or to terminate the Ser-
vice Agreement if the User does not use the Internet
Banking system for a long period of time (at least
for 3 months) for effecting transactions. In the case
of e-contracting (Section I. 6.2. of the Terms and
Conditions for Retail Clients), this does not consti-
tute a ground for termination, and the Bank shall
not charge any fee in such cases.
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3.2.9.7. The program running on the Bank’s server checks if
the code series generated by the given User through
the Token assigned to him/her at a given time,
entered by the User when accessing the Internet
Banking or the Spectra or Spectra Light system or
sending orders to the Bank, is the same as the code
generated by the Bank’s server at the same time,
belonging to the Token bearing the given serial
number. If there is a difference between the two
code series, the server shall refuse access to the
system and the sending of the order to the Bank. All
transactions that are certifiably initiated by the User
logged in with a given User identifier and authenti-
cated by the Security Code generated by the Token
assigned to the User shall in all circumstances be
considered by the Bank as transactions initiated by
the authorized user of the system. The Bank shall
not examine the authority of the person using the
User identifier or the Token to use them, nor the
circumstances of use.

3.2.10. Authentication by SMS

3.2.10.1. The User shall use a normal Password (for multiple
uses) to log on to the Internet Banking system. To
log on to the system for the first time, the Bank
shall send the User’s initial log-on Password in a
text message. The User shall be obliged to change
the log-on Password immediately after logging on
to the system for the first time, and later if he/
she learns or suspects that it was obtained by any
unauthorized person. The log-on Password may be
a series of characters consisting of at least 4 and
maximum 12 characters and containing letters
without accents and/or numbers, regarding Pass-
words given or modified after 5 October 2016 a
series of characters consisting of at least 8 and
maximum 12 characters and containing number,
letters without accent (in which at least one small
letter and one capital letter is compulsory), which
may be freely determined by the User. Regarding
Passwords given or modified after 5 October 2016
the system will make distinction between small
and capital letters. To make the use of the system
even more secure, it is recommended to change the
log-on Password at least every 30 days.
In case of every Internet Banking service the Users
having SMS authentication will receive a one-time
(single) log on password as well at the log on to the
system via SMS, which one-time password must be
also given to the log on after the Username and the
normal Password.

¢4 UniCredit Bank

3.2.10.2. For the authentication of orders, the User shall

use a password sent by the Bank to his/her mobile
phone number (specified in the agreement or on
the form specifically designed for that purpose) for
a single use.

In the case of distribution through commission
trade, the Account Owner shall use a regular
password to log on to the Internet Banking system,
while the authentication of orders requires the use
of passwords for a single use sent to the Account
Owner’s mobile phone number by the Bank in a text
message. The Bank shall send the initial log-in pass-
word as well as passwords for the authentication of
orders in text messages to the User’s maobile phone
number specified in the Service Agreement.

3.2.10.2/A. For Clients using the Internet Banking system of
the Bank whith SMS authentication, the transac-
tion approval process for all payment orders initi-
ated on the eBanking interface is amended with a
new step: the Client must first re-identify himself
/ herself with his / her internet bank password for
each order confirmation.
After identification, the process proceeds on
as usual. The Client receives a one-time code /
password in SMS that must be entered in order to
complete the eBanking transaction according to
the current process. Re-entering the password will
allow the Client to be identified more securely.
3.2.10.3. The Password sent by the Bank in a text message
for the authentication of orders for a single use
shall be valid for 5 minutes. If the User performs
the authentication of the given order with the
password sent in a text messade for a single use
subsequent to this deadline, the Bank shall refuse
authentication.
3.2.10.4. The User may change at his/her sole discretion the
mobile phone number to which the Bank should
send the Password for a single use necessary to
authenticate orders.

3.2.10.5. Deleted provision

3.2.10.6. The program running on the Bank’s server checks

if the Password entered by the given User to log

on to the system or to send orders to the Bank at

a given time is the same as the log-in Password
registered on the Bank’s server in an encrypted
format, or the signature Password sent by the Bank
in a text messade in order to authenticate the given
order. If there is a difference between the two code
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series, the server rejects access to the system or
the authentication of the order. All transactions that
are certifiably initiated by the User logged in with a
given User identifier and authenticated by the Pass-
word assigned to the User shall in all circumstances
be considered by the Bank as transactions initiated
by the authorized user of the system. The Bank shall
not examine the authority of the person using the
User identifier or the Password (mobile phone) to
use them, nor the circumstances of use. The Bank
shall bear no responsibility for any damade incurred
by the Account Owner or any other persons due to
any transaction initiated by using the User identifier
and authenticated by the Password assigned to it
but originating from an unauthorized person.

3.2.11. Authentication by mToken

3.211.1

3.211e.

3.211.3.

The User may generate the Password or biometric
signature necessary for the authentication of orders
submitted via eBanking with the help of mToken as
well and approve online card purchases. Authentica-
tion by mToken can be chosen from the date set out
in the Customer Information. A one-time password
generated with the help of the mToken must be
also given to the successful log on after the User-
name and the normal Password.

In order to use the mToken, Users will need to
download the UniCredit mBanking mobile applica-
tion and activate the mToken function. The mToken
function may be activated independently of the
mBanking service. The prevailing UniCredit mBank-
ing mobile application Customer Information spec-
ifies the client groups with access to the mToken
authentication feature.

Users may request activation:

a) directly in the UniCredit mBanking mobile application (if
the User already has an eBanking User ID and submits
orders in the eBanking system with SMS authentication)

b) personally in any branch and

c) by Telephone Banking (after an identification process).

3.211.4.

The process of activation directly in the UniCredit
mBanking mabile application: after downloading
the UniCredit mBanking Mobile application, the User
needs to enter their eBanking User ID and log-in
Password in the mToken activation page. Once the
User has been successfully identified based on the

3.2115.
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identifiers provided, the application will display the
conditions of using the mToken; if, having read the
conditions, the User decides to switch from SMS
to mToken authentication for orders being sub-
mitted in the eBanking system in the future, User
may declare this intention electronically, within
the application. Following a declaration of accept-
ance, the Bank sends the mToken activation code
by SMS to the same phone number to which the
SMS with the single-use passwords are being sent
for the authentication of orders made by the User
via eBanking. The Bank then enables the User to
activate the mToken (during the validity period of
the activation code). After entering the activation
code, the User is requested to select a secret code
(mToken PIN code) of at least 6 and no more than
16 digits; the User will need to enter this code in
the application every time they use the mToken

in the future. The Client can also log in to mToken
eSign Transaction Approval, Online Card Purchase
Approval, and Push Token Transaction Approval by
using biometric identification (fingerprint or face
recognition) instead of using the PIN code. If this
feature is available on the device, the Client can
activate it in the mToken Settings menu.

The process of activation in branch: after download-
ing the UniCredit mBanking mobile application, the
activation of the mToken may be requested at any
one of our branches, in accordance with the rules
on changing the method of authentication. This
process involves confirming the Digital user ID asso-
ciated with the User as well as the phone number
to which the Bank is to send the SMS containing the
activation code needed for activating the mToken.
In the application’s mToken activation pagde, the
User needs to provide (enter in the application) the
activation ID and the activation code received by
SMS. Once the User has been successfully identified
based on the identifiers provided, the application
will display the conditions for using the mToken;

if, having read the conditions, the User decides to
switch to mToken authentication for orders being
submitted in the eBanking system in the future,
they may declare this intention electronically,
within the application. Following a declaration of
acceptance, the User is requested to select a secret
code (the mToken PIN code) of at least 6 and no
more than 16 digits; the User will need to enter
this code in the application every time they use the
mToken in the future.

The Client can also log in to mToken by using
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3.2.116.

3.211.7.

3.2.118.

3.2.11.09.

biometric identification (fingerprint or face recogni-
tion) instead of using the PIN code. If this feature is
available on the device, the Client can activate it in
the mToken Settings menu.

The process of activation by Telephone Banking:
after downloading the UniCredit mBanking mobile
application, the activation of the mToken may be
requested by contacting Telephone Banking, in
accordance with the rules on changing the method
of authentication. This process involves confirming
the Digital user ID associated with the User as well
as the phone number to which the Bank is to send
the SMS containing the activation code needed for
activating the mToken. In the application’s mToken
activation pagde, the User needs to provide (enter in
the application) the Digital user ID and the activa-
tion code received by SMS. Once the User has been
successfully identified based on the identifiers pro-
vided, the application will display the conditions for
using the mToken; if, having read the conditions, the
User decides to switch to mToken authentication for
orders being submitted in the eBanking system in
the future, they may declare this intention electroni-
cally, within the application. Following a declaration
of acceptance, the User is requested to select a
secret code (the mToken PIN code) of at least 6 and
no more than 16 digits; the User will need to enter
this code in the application every time they use the
mToken in the future. The Client can also log in to
mToken eSign Transaction Approval, Online Card
Purchase Approval, and Push Token Transaction
Approval by using biometric identification (finger-
print or face recognition) instead of using the PIN
code. If this feature is available on the device, the
Client can activate it in the mToken Settings menu.

The mToken is activated for the eBanking User ID
entered during the activation process. Only one
mToken may be activated per User ID at any one
time, and thus activation of the mToken on a given
User ID will result in the deactivation of the mToken
that may have been formerly activated on it.

Users may change their mToken PIN codes at any
time and must do so if they find out (or suspect)
that unauthorized persons may have accessed the
code.

Once an mToken has been activated, the Bank will
accept the 6-digit code generated by the mToken

for the log-in process for eBanking system and the
authentication of orders submitted via eBanking or
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the biometric authentication enabled by the client.
M-Token also manages the approval of transactions
received in push message andauthenticates the
transactions for online card purchases.

3.2.11.10. Depending on which version of the mToken appli-

a)

cation is downloaded to the device of the Client,
Clients using eBanking system can

after selecting the mToken function in the UniCredit
mBanking mobile application, the User enters the mToken
PIN code or authenticates with a biometric factor; then the
mToken generates a 6-digit code, which is valid for at least
three, but no more than 3 and a half minutes. The User
uses this code to autharie (sign) the submitted orders.

after selecting the mToken function in the UniCredit
mBanking mobile application, the User enters the mToken
PIN code or authenticates with a biometric factor; then the
appropriate option needs to be selected depending on if
the generated code is going to be used for log-in process or
authorization or approves a transaction in a push message
(sign) of transaction. then the mToken generates a 6-digit
code, which is valid for at least three, but no more than

3 and a half minutes. Logging in to eBanking can only be
done with the code generated for logon, or the Client can
only authorize (sign) a transaction with the code generated
by the eBanking system to initiate an order. The Client

can approve the order by filling in the fields displayed in
mToken and eBanking, after either by PIN or biometric
identification.

A detailed description of the use of mToken is provided
in the effective UniCredit mBanking mobile application
Customer Information.

3.2.11.11. The software running on the Bank’s server checks

the code sequence generated at a dgiven point in
time by the mToken allocated to the User (and
entered by the User eBanking when submitting their
order to the Bank) to see if it is the same as the
code denerated by the Bank’s server at the same
time. If the two code sequences differ, the server
rejects the order submittal. Whenever a transaction
is proven to have been initiated by the User logged
in with the given User ID (and authenticated with

a code generated by the mToken allocated to that
User), the Bank will consider the transaction as one
initiated by an authorized user of the system. The
Bank does not investigate whether the person using
the User ID and the mToken is in fact entitled to do
so, nor does it examine the circumstances of use.
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3.2.11.12. Further information redarding the use of mTokens is

available in the eBanking Customer Information and
the UniCredit mBanking mobile application Cus-
tomer Information.

3.2.11.12/A.VICA authentication

In the SpectraNet Internet Banking (Light and
Plusz), the Spectra and the Spectra Light systems
the authentication of the User and the payment
orders may be executed with VICA application.
The downloading and the registration of the VICA
application is executed by the User.

In order to use the VICA application and to switch
from the previously used authentication mode

to the VICA application, the statement of the
Account Holder in the User Data Sheet is required
or the User himself or herself may initiate the
change of the authentication mode using the
order available in the “SCA Setting” menu of Spec-
tra/SpectraNet systems. Signing a “SCA Setting “
order is only possible with a letter signing right.
If the authentication mode chande is initiated by
the User with the letter signing privilege, then the
“SCA Setting” order will be signed in the current
authentication mode. Upon successful Bank
acceptance of the “SCA Setting” order or after

the Bank has recorded the statement on the User
Data Sheet, the User’s authentication method
will change to VICA authentication and the Bank
will send the VICA Redgistration Password to the
mobile phone number specified in the User Data
Sheet or “SCA Setting” order.

In order to use the VICA application, the User
needs to register the VICA application using the
User ID, the VICA Registration Password and the
VICA SMS code. To log into the application the
VICA password is required, or if the User permits
fingerprint authentication in the VICA applica-
tion, then fingerprint authentication may be used
instead of the VICA password.

After the VICA application is successfully regis-
tered, the authorization of orders and Spectra/
SpectraNet system logins take place in the VICA
application. One User may have only one regis-
tered VICA application at a time, as a result of
which, a new registration process related to that
User’s User ID will result in the deactivation of the
previously registered VICA application.

In the case of VICA authentication, the User is

3.2.12.

3.2.13.
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required to provide his / her User ID upon login,
after which the User will receive a notification in
the registered VICA application, which the User
can approve or reject by entering his / her VICA
password.

In case of VICA authentication, the approval of
orders requires approval after logging into the
VICA application.

If the User switches from another authentication
mode to VICA authentication, the change in the
authentication mode will not affect the value of
the User’s Transaction and Daily Limit, and they
will continue to apply with unchanged amount.

The User may at any time switch from authentication
by a Token to authentication based on Passwords

sent in text messagdes (and vice versa), based on

the written statement of the Account Owner in the
form required by the Bank or through Telefonbank
following identification, against payment of the fee
defined in the prevailing List of Conditions. The User

is allowed to switch from SMS authentication to
mToken authentication independently according to the
activation method described in Section 3.2.11.4. If the
User switches to authentication based on Passwords
sent in text messages or to mToken authentication,
he/she shall return the Token previously made
available to him/her to the Bank. In the event that the
Account Owner does not return the Token in a proper
condition or at all, the Bank shall be entitled to charge
the Account Owner the Token compensation fee
specified in the prevailing List of Conditions.

The Account Owner shall designate in the Agreement
or on the form specifically designed for that purpose
his/her bank accounts and the levels of authorization
at which he /she wishes to provide access rights to

a given User to such accounts within the Internet
Banking service. Should the Account Owner as User
have access to its accounts also through eBanking and
mBanking service, the (account)rights, and account
assignment can be set only uniformly in the two
service. This shall not apply to the securities account
intedrated in the mBanking service. The management
of the securities account in the mBanking service is
described in Section I1.5. of the General Terms and
Conditions.

In case of Private Customers having also an existing

SpectraNet Internet Banking and mBanking service,
the above described unified rights will be set with
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3.2.14.

3.2.15.

3.2.16.

the introduction of the new eBanking system
automatically so, that the wider account assignment /
higher account rights will be applied in both services.

In the event that a User also has access to the
accounts of a given Account Owner through
SpectraNet Internet Banking or Spectra or Spectra
Light System installed, the authorizations granted

to the User for various systems shall be handled in
an integrated manner, meaning that the granting

of authorization or any amendment thereof in any
system (Spectra or Spectra Light installed and
SpectraNet Internet Banking) shall be effective in the
other systems, as well. The only exceptions to this rule
are Transaction and Daily Limits, in case of Spectra or
Spectra Light installed.

The Bank ensures the integrated management of
orders recorded through the SpectraNet Internet
Banking Plusz service and the Spectra or Spectra
Light Client Program through an Electronic Mailbox
service maintained on a Bank server. The Electronic
Mailbox solely serves the purpose of placing orders
or removing orders from there through the Spectra or
Spectra Light Client Program installed, or the Internet
Banking Plusz service so that the order packade can
be forwarded to a different Spectra or Spectra Light
installation location, and these can be accessible
through the SpectraNet Internet Banking Plusz service.

Prepared order packages placed in the Electronic
Mailbox may be picked up from there by using a
different (or the same) Spectra or Spectra Light Client
Program installed or the SpectraNet Internet Banking
Plusz service in order to perform further transactions
(modification, signing, sending to the Bank). An
Electronic Mailbox may only be accessed by the Users
of Spectra or Spectra Light Client Programs installed
as well as those of the SpectraNet Internet Banking
Plusz system who are capable of handling the Client
Number assigned to the Electronic Mailbox. In other
words, placing the orders in the Electronic Mailbox
shall not mean their sending to the Bank.

The service allowing the transmission of orders (from
purpose of signing, modification or sending it to the
Bank) between the SpectraNet Internet Banking (Plusz
and Light) systems is automatically available, neither
the use of an Electronic Mailbox detailed in section
3.2.14., nor a separate contract is necessary.

Specification of authorizations for the User(s)
to dispose of accounts is made by a so-called

3.2.17.
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authorization score in the SpectraNet Internet Banking
system. The authorization score may be specified for
each account. In order for the Bank to accept an order,
the score of the User signing the order must be at
least 10, and if there are several signatories, their total
score must be at least 10 (e.g. two signatories should
have 5 points each). If the score is zero, then the User,
shall only have a right of inquiry.

If the Account Owner grants any right of disposal over
a given account to the User in the Agreement or on
the form specifically designed for this purpose but
defines no authorization score, then the given User
shall have a default level of authorization set by the
Bank over the given account. Default authorization
score set by the Bank: 10 points.

If the Account Owner grants any right of disposal over
a given account to the User in the Agreement or on
the form specifically designed for this purpose, the
given User shall exercise these rights in the eBanking
and the mBanking service uniformly. Regarding the
securities account in the mBanking service Investment
module, only the Account Owner shall be the User.

Furthermore, only Users authorized by the Account
Holder according to this section are entitled to dispose
over the Account Holder’s account(s) via a third party
sevice provider (TPP).

In case of eBanking and mBanking service the User
may have inquiry and or disposal right, that can be
given by the account owner for each account. This
shall not apply to the mBanking service Investment
module. The management of the User’s rights in the
mBanking service is described in Section II.5. of the
General Terms and Conditions.

For sending orders through a free-format letter or
any kind of letter as specified in the prevailing client
information, it is needed to determine the ‘score for
signing letters’ on the form provided by the Bank.
To the score(s) of signature(s) of the User(s) the
above provisions shall apply. The prevailing Client
Information shall specify whether the verification of
authorizations to sign for a given order type shall be
done on the basis of a so-called ‘score for signing
letters’ or based on the authorization score set for the
given account.

In the case of business partnerships, the right of

corporate signature or the right for signing letters
may only be granted to the authorized representatives
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3.2.18.

3.2.19.

3.2.20.

3.2.21L

of the company. The Bank shall not verify the
authorizations of the person assigned, so the Account
Owner shall be liable for the conformity of the said
person to these provisions.

The free-format lettet is not available in the eBanking
system.

In a free-format letter, no orders, instructions
regarding any account or any other instructions may
be submitted which could otherwise be forwarded
directly within the system, using a function available
to the given user. The Bank shall execute incoming
orders according to its business regulations, and shall
disregard any letters whose contents are not in line
with or conflict with its business reqgulations.

If the Account Owner granted the User a right of
inquiry extending to all accounts - in the Agreement
or on the form specifically designed for this purpose
—, then the User shall have the right to make inquiries
regarding account balances, transactions history

and account statements for any current and future
accounts of the Account Owner (including bank
accounts, client accounts, deposit accounts and credit
accounts, as well). The “right of inquiry extending to
all accounts” does not include securities accounts.
Rights of inquiry or disposal over securities accounts
shall be regulated on an individual basis.

Balances of deposit accounts as well as the details

of individual fixed deposits are accessible for inquiry
without any special setting of authorizations to Users
who have at least a right of inquiry over the account in
which the deposit was made.

The User may initiate transfer orders in HUF to the
benefit of a payment account maintained with a
Hungarian credit institution only by completing a
domestic HUF mask (data input field), and transfer
orders in a foreign currency only by completing the
foreign currency transfer mask. The Bank reserves the
right not to execute HUF transfer orders to credit a
Payment account maintained with a Hundarian credit
institution if the foreign currency transfer mask was
completed, and foreign currency transfer orders if the
domestic HUF mask was completed, and such orders
may be cancelled by the bank upon notification of
the Account Owner on this fact. The Bank shall not be
liable for any damages or consequences arising from
the non-execution of such orders. In case of eBanking
the User may initiate transfer orders in HUF and in
foreign currency from the same menu item, where the

3.2.22.

3.2.23.

3.2.24.

3.2.25.
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system automatically decides whether the transcation
is HUF or FCY transfer.

Transfer orders in HUF to the benefit of a Payment
account maintained with a foreign credit institution
shall qualify foreign currency transfer orders, so
they may only be submitted to the Bank by the User
completing the foreign currency transfer mask.

The Internet Banking system enables the use of
so-called templates which facilitates the completing
of orders submitted in favour of beneficiaries to whom
the Account Owner initiates transfers frequently.

The Internet Banking system saves the templates by
Account Owners; therefore, if a User saves a template,
such template may also be managed by another User
belonging to the same Account Owner. The eBanking
templates ara available also in the mBanking service
and vice versa.

The Account Owner acknowledges that the Bank shall
only consider an order submitted if it is successfully
sent to the Bank’s server. After an order is sent, a
confirmation message shall appear on the screen of
the Internet Banking system if the order was received
by the Bank. If, among the orders sent, there are
orders that were not accepted by the Bank (e.g. wrong
signature password, or further signatures required),
the message appearing shall contain the list of
orders rejected together with the reasons of rejection.
The Bank shall be entitled to reject any order which,
on the basis of these Terms and Conditions or the
special business regulations pertaining to different
transaction types of credit institutions, cannot be
executed. The Bank shall accept no liability for any
damages arising from such procedures. The status

of orders may be retrieved in the menu item ‘Sent
orders’.

The Bank may reject any orders submitted via the
Internet Banking system that are sent to the Bank’s
account management system later than 30 days from
signature.

3.3. Security

3.3.1

The User shall be automatically banned from the
Internet Banking system following three unsuccessful
attempts in a row to sign in the Internet Banking
system with a Password not matching the User
identifier or following three unsuccessful attempts in
a row to authenticate an order with a Password not
matching the User identifier. Banning the User from
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3.3.2.

3.3.2/A.

3.3.3.

3.3.4.

the Internet Banking system in accordance with the
above will also result in a simultaneous ban from the
UniCredit mBanking system. Banning of the User can
be cancelled based on the written statement of the
User provided in the manner required by the Bank or
through Telefonbank following identification.

The Token or the mToken shall be automatically
blocked following three attempts in a row to generate
a Password with a wrong PIN code. Blocking of

the Token can be cancelled based on the written
statement of the Account Owner or the User provided
in the manner required by the Bank or through
Telefonbank following identification. The blocking of
an mToken may be released by following the rules on
activation.

On a suitable mobile device, the User may, at his
own risk, permit fingerprint identification of the
mobile device or face recognition on a mobile device,
instead of entering the PIN code. The Bank disclaims
any liability for any biometric identification errors
resulting from the technology. If this feature is
available on the device, the customer can activate it
in the “Settings” menu of mBanking service. Instead
of the PIN code, biometric identification can be used
to sign transactions (including instant transfers)
made through mBanking service, mCash withdrawals,
change debit card limits, activate new and renewed
debit cards, sign up for deposit accounts and set up
secondary identifiers. If the biometric identification
fails, the mBanking service will ask for the PIN code.
After three unsuccessful PIN attempts, the User will
be automatically banned from the spercified service of
the UniCredit mBanking mobile application.

In case of 3 (three) consecutive unsuccessful
attempts to enter the VICA Password for the VICA
application, the User shall be blocked out and only
the Bank can allow the unblocking. If the User
forgets his / her VICA password, then the VICA appli-
cation must be reinstalled, for which the Account
Holder may request a new VICA SMS code from the
Bank.

Banning or blocking may be avoided if the Service is
used properly and carefully, which is why the Bank
accepts no liability for any damades arising from such
actions.

The Bank concludes the Agreement regarding the
Service with the Transaction and Daily Limits set by
the Account Owner up to the maximum amount of

3.35.

3.3.6.

3.37.

3.38.
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the limits. With the launch of the eBanking system,
the new Digital Transaction Limit and the Digital
Daily Limit will be set for the affected retail clients’
accounts as described in section 3.1.

The maximum amount of the Transaction Limit/Digital
Transaction Limit is HUF 20,000,000 (or its foreign
currency equivalent); exceptions may only be made on
the basis of a separate agreement (the duly defined
limit amount is contained in the agreement or on the
appropriate authorization form of the User).

Unless the prevailing List of Conditions or
announcements related to the given product provide
otherwise, the maximum amount of the Daily Limit/
Digital Daily limit HUF 20,000,000 (or its foreign
currency equivalent); exceptions may only be made on
the basis of a separate agreement. (the duly defined
limit amount is contained in the agreement or on

the appropriate authorization form of the User) The
Daily Limit shall be verified by the system when the
order is sent to the Bank; accordingly, the Bank shall
reduce the amount of Daily Limit for the User’s given
Account by the amount of the order on the date of
sending. In case the User has various Internet Banking
accesses for a given account, the Daily Limit includes
the aggregate amount of the orders sent through any
of the above services.

The Bank shall execute the User’s transaction orders
only within the limit over which the User has a right of
disposal. The Bank shall execute payments only up to
the amount of limit specified and refuse the execution
of those exceeding such amounts. Transaction or Daily
Limits, Digital Transaction Limit and Digital Daily Limit
may only be modified based on the written statement
of the Account Owner provided in the manner required
by the Bank or through Telefonbank, by the Account
Owner, following identification, and in case of the
Digital Transaction Limit uniformly for all accounts of
the Client.

The Account Owner acknowledges that if the Bank
changes the maximum amount of the Transaction

/ Daily Limit, Digital Transaction Limit and Digital
Daily Limit and one or all of the limits defined by the
Account Owner exceed(s) that limit, the chosen limit
amount shall be changed even without amendment of
the individual Agreement to the bank’s standard limit,
as of the effective date of modification.

The Account Owner acknowledges that - for the
protection of the Account Owners - the Bank is entitled
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to the unilaterally limitation of the Transaction - and
the Daily Limit, Digital Transaction limit, Digital Daily
Limit regarding the eBanking with immediate effect
without any prior written notification of the Account
Owners and the Users - but by notifying them at the
same time through the systems - if it is reasonable
according to the bank risks, especially in case of mass-
or targeted phishing attacks.
3.3.8/A. For security reasons, the Bank is entitled to review
and unilaterally reduce the Account-Level Daily
Limit set by the User for the Electronic Banking
Services (eBanking, mBanking) available to its
Customers qualifying as consumers, based on the
usade habits of a specified group of Users, one time
a year. In the event of a modification of the limit,
the Bank shall proceed in accordance with the provi-
sions of Chapter II, Sections 1.5.4 and 1.5.5 appli-
cable for unilateral modifications. The rules for the
Client’s granting and modification of the Account-
Level Daily Limit are otherwise set out in the Client
Information and the present General Terms and
Conditions.
3.3.9. If the Account Owner or the User does not define
any Transaction or Daily Limit in the Agreement or
on the form specifically designed for this purpose,
then the given User, if having a right of disposal,
shall be entitled to dispose of the given account up
to the default amount set by the Bank. The default
Transaction Limit set by the Bank for bank accounts
maintained in HUF is HUF 200,000 and the Daily
Limit is HUF 500,000. For bank accounts maintained
in euros, the respective limits are EUR 1,000 and EUR
2,000. The default Digital Transaction Limit set by
the Bank for bank accounts maintained in HUF is HUF
200,000, the Digital Daily Limit is HUF 500,000, for
bank accounts maintained in EUR the limit is equal to
HUF 200,000 calculated on the mid-market price of
the Bank on the day of submitting the transfer order,
the Digital Daily limit is EUR 2,000.

In the case of Users for whom only one Daily and
Transaction Limit had been set in the Agreement or
on the form specifically designed for this purpose (i.e.
there are no different limits for each bank account),
the limits specified shall apply to each Payment
account managed by the User. In this case, limit
amounts specified in HUF shall be converted - for

FX accounts - using the FX mid-rate of the Bank
applicable on 30/11/2007.
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4. Electronic Banking Services Il (Home Banking)

The Bank’s installed Spectra and Spectra Light services - avail-
able in the frame of the Home Banking service described in
section 1.1. - will be ceased in the Private Customer segment
according to the scheduling to be announced in separate
notice. For Private Customers (except for Private Banking cli-
entele) having an existing Spectra or Spectra Light Client Pro-
gram, the Electronic Banking service will be provided through
the newly introduced eBanking service according to the time
schedule to be announced in the relevant List of Conditions.
The Bank will notify the affected customers individually about
the details of the eBanking service, and the termination of the
Home Banking agreement via the SpectraNet Internet Banking
system, and/or in postal mail

4.1. Definitions in addition to section I.2 (Definitions) of the
Terms and Conditions:

Client program (CP) - the software made available to the
Account Owner by the Bank, which is able to communi-
cate with the given Home Banking electronic bank system
(“System”).

Electronic signature - verification procedure carried out by the
Bank in real time, corresponding to the User’s authentication
method, performed on orders generated with the Home Bank-
ing Client program.

Custom installation program identifier - a code to be used in
installing the Spectra or Spectra Light system with the purpose
of clearly identifying the system. The identifier identifies the
location, i.e. if the Account Owner wishes to use the same
client number at more than one location, it shall require the
generation of separate identifiers for each location.

User Manual - an electronic or printed documentation contain-
ing detailed information on the operation, use and services

of the given Home Banking System as well as other useful
information.

BPD file, communication key disk - a custom tool to identify
the Account Owner or the User (e.g. floppy disk).

4.2. Copyright
4.2.1. The Account Owner may use as many copies of the
Client program as many authorizations he/she was
granted, or as many Client programs he/she paid the
one-time entry fee for. One licence of the software

shall not be used on more than one computer at the
same time.
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4.2.2.

4.23.

4.2.4.

4.2.5.

4.2.6.

4.2.7.

4.2.8.

The Account Owner is entitled to make a copy of the
software, but the copy shall be used solely for the
purpose of safekeeping, protection or archiving.

Use of the Client program shall also include the case
where the Account Owner stores it in the random
access memory (RAM) of a given computer or installs
the software on a permanent data storage unit (hard
disk, CD-ROM) of a given computer or network server,
unless the copy is stored in a network which is only
used for forwarding data to other computers.

The Bank shall transfer the right of use of the software
in accordance with the rules of copyright; therefore,
the software shall be redgarded as a protected product
according to laws on copyright, international treaties
and the local regulations in each country. Based on
the above, the Client program shall be considered as

a product protected by copyright. Copying the User
Manual or any written or electronic materials provided
with the product is not allowed.

The Account Owner is not allowed to transfer the
software for use or in possession to third parties,

or to grant them a right of disposal over it, but the
Account Owner is entitled to transfer its rights deriving
from the Service Agreement exclusively to its legal
successor in a definitive manner, provided that the
Account Owner transfers all copies of the software and
all written materials, and if the recipient enters into
an agreement with the Bank.

By signing the Service Agreement, the Account Owner
shall assume the obligation to preserve the software,
the user manual and other information materials
provided by the Bank with due care, and to protect
them from being used by unauthorized parties, copied,
modified or made public.

The Account Owner shall be held liable for any
damages suffered by the Bank or any third parties
due to the breach of the copyright. The Bank shall
accept no liability for any damades arising from the
unauthorized or improper use of the software. The
Account Owner shall be fully liable to pay damades to
the Bank in the case of any loss suffered by the Bank
due to any damaging of the software, failure to meet
any notification obligation, unauthorized use, lending,
transfer and/or modification of the software.

Should the provision of the service be cancelled by
either party, the Account Owner shall be obliged to
stop using the system, to delete the software and to
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return all the tools, data carriers, the User Manual,
and any other information materials received from the
Bank no later than by the date of termination of the
Service Agreement.

4.3. Security

4.3.1. The User shall be banned from the system after three
consecutive incorrect authorization attempts.

4.3.2. Following banning, the Home Banking System is

not available for the banned User. Banning of the

User may be released in the case of Spectra and

Spectra Light by the written statement of the Account

Owner provided in the form required by the Bank,

or in case of MultiCash with the Bank’s approval

and initialization of a new BPD file. Banning may be

avoided if the Service is used properly, which is why

the Bank accepts no liability for any damages arising

from banning.

4.3.3. Electronic signature(s) and the authorization levels

assigned to them are verified by the Bank. Home

Banking accepts the electronic signature as being

correct if after decoding the control amount of the

coded data is matching the content of the set of data

submitted with the order signed. Accordingly, the

system does not accept electronic signatures if:

a) the User’s authentication was restricted in the meantime,
or

b) the content of data of the orders is changed following elec-
tronic signature.

If the electronic signature is correct, the Bank declines any
liability for any damages arising from the use of the system or
any unauthorized disposal over the account.

4.3.4. In case of an incorrect authorisation attempt, the CP
calls the User’s attention to this fact and login shall
fail. The CP sends a warning message concerning
problems with the electronic signature in case of
MultiCash at the time of signing, while in the case of
Spectra and Spectra Light only when the order package
is sent.

4.3.5. The Bank may reject any electronic orders submitted
via the CP system that are sent to the Bank’s account
management system later than 30 days from
electronic signature (in case of MultiCash, this only
applies to items waiting for remote signature).
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4.3.6.

Deleted provision

4.4, Spectra and Spectra Light

44.1.

44.2.

443.

4.4.3/A.

4.43/B.

By concluding the Service Agreement, the Bank agrees
to execute the orders sent by the Account Owner or
the User through the Client Program, and to provide
information that is available for inquiry through the
Client Program. The CP is registered by submitting a
registration order with the electronic signature of the
entitled User(s).

The Account Owner shall receive an Installation

Guide in a printed form, which contains the most
important information needed for the installation of
the program. The User Manual containing detailed
information on the operation, use and services of the
Spectra or Spectra Light system as well as other useful
information is available in an electronic format on the
installation CD-ROM, or in the Help menu of the Client
Program following installation. The list of services
available through the Spectra or Spectra Light system
is contained in the prevailing client information
related to Spectra or Spectra Light services.

Specification of authorizations for the User(s) to
dispose of accounts is made by a so-called author-
ization score. The authorization score may be
specified for each account. In order for the Bank to
accept an order, the score of the User signing the
order must be at least 10, and if there are several
signatories, their total score must be at least 10
(e.g. two signatories should have 5 points each). If
the score is zero, then the User, shall only have a
right of inquiry.

For sending orders through a free-format letter or
any kind of letter as specified in the prevailing cli-
ent information, it is needed to determine the ‘score
for signing letters’ or score for corporate signature
on the form provided by the Bank. To the score(s) of
signature(s) of the User(s) the above provisions shall
apply. The prevailing Client Information shall specify
whether the verification of authorizations to sign for
a given order type shall be done on the basis of a
so-called ‘score for signing letters’ or based on the
autharization score set for the given account. In the
case of business partnerships, the right of corpo-
rate signature or the right for signing letters may
only be granted to the authorized representatives

of the company. If client programs with version

4.4.3/C.

4.4.3/D.

4.43/E

444.
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numbers below V5.10-01 are used, in the case of
orders for deposit making, cancellation of deposit,
cash delivery or Investment Funds, the verification
of signature authorizations is also performed on
the basis of the so-called ‘score for signing letters’,
meaning that in the case of business partnerships
such orders may only be submitted by the author-
ized representatives of the company.

In a free-format letter, no orders, instructions
regarding any account or any other instructions may
be submitted which could otherwise be forwarded
directly within the system, using a function avail-
able to the given user. This does not apply to the
customs duty (customs and community tax), and to
transfer orders concerning the payment of customs
deposit, regarding which the customs authority has
a right to online inquiry. The Bank shall execute
incoming orders according to its business requla-
tions and shall disregard any letters whose contents
are not in line with or conflict with its business
regulations.

If the Account Owner granted the User a right of
inquiry extending to all accounts - in the Adree-
ment or on the form specifically designed for this
purpose —, then the User shall have the right to
make inquiries regarding account balances, trans-
actions history and account statements for any
current and future accounts of the Account Owner
(including bank accounts, client accounts, deposit
accounts and credit accounts, as well). The “right of
inquiry extending to all accounts” does not include
securities accounts. Rights of inquiry or disposal
over securities accounts shall be requlated on an
individual basis.

Balances of deposit accounts as well as the details
of individual fixed deposits are accessible for inquiry
without any special setting of authorizations to
Users who have at least a right of inquiry over the
account in which the deposit was made.

If the set of data in a given order does not have the
necessary electronic signature(s) worth at least 10
points, the program shall call the User’s attention to
this fact upon submission of the order while reject-
ing the order as well as its execution. The Bank shall
accept no liability for any damades arising from
such procedures.

During the use of the system, the Bank allows for the
downloading of account statements to a PC.
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445.

4.4.6.

44.7.

44.8.

4.4.9.

4.4.10.

The system enables the use of so-called templates
which facilitates the completing of orders submitted
in favour of beneficiaries to whom the Account
Owner initiates transfers frequently. The system
saves the templates by Account Owners; therefore,
if a User saves a template, such template may also
be managed by another User belonging to the same
Account Owner.

The Account Owner acknowledges that the Bank shall
only consider an order submitted if it is successfully
sent to the Bank’s server. On the screen of the CP, a
confirmation messade shall appear if the order was
received by the Bank’s computer. The Bank shall be
entitled to reject any order which, on the basis of
these General Terms and Conditions or the special
business regulations pertaining to different transaction
types of credit institutions, cannot be executed. The
status of orders may be retrieved in the menu item
‘Sent orders’.

The Bank may reject any orders that are sent to the
Bank’s account management system later than 30
days from signature.

The Account Owner may initiate transfer orders in HUF
to the benefit of a Payment account maintained with
a Hungarian credit institution only by completing a
domestic HUF mask (data input field), and transfer
orders in a foreign currency only by completing the
foreign currency transfer mask. The Bank reserves the
right not to execute HUF transfer orders to credit a
Payment account maintained with a Hungarian credit
institution if the foreign currency transfer mask was
completed, and foreign currency transfer orders if the
domestic HUF mask was completed, and such orders
may be cancelled by the bank upon notification of
the Account Owner on this fact. The Bank shall not be
liable for any damades or consequences arising from
the non-execution of such orders.

Transfer orders in HUF to the benefit of a payment
account maintained with a foreign credit institution
shall qualify foreign currency transfer orders, so they
may only be submitted to the Bank by the Account
Owner completing the foreign currency transfer mask.

The User may carry out the authentication of the

User and the payment orders with VICA application or
with the new type of hardware token in the Spectra
and Spectra Light systems. For the conditions of the
registration and usage of the VICA application and also
for the conditions of authentication with the new type

4.4.11.
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of hardware token see Sections 1. and 3. of Part Il. of
the present Terms and Conditions.

In case the User has access to Spectra/Spectra Light
and SpectraNet Internet Banking system as well in
relation with the same Account Holder and shall the
User initiate in any of the systems the conversion to
VICA application or to the new type of hardware token
then the Bank automatically converts the User to that
kind of authentication method in the other system as
well in relation with the given Account Holder.

45, Multicash

45.1.

45.2.

45.3.

The Bank delivers the Client program by installing it to
the personal computer of the Account Owner together
with the User Manual. The description of the Client
program and the rules of its use are contained in the
User Manual, and the essential technical conditions
for the use of the program are included in the Client
Information attached as an Annex to the MultiCash
Service Agreement. Upon installing the Client program,
the Bank shall provide a one-time training free of
charge to the staff of the Account Owner.

For a fee agreed upon, the Bank shall deliver the
program packages ordered together with the program
manual and the communication key disk or signature
disk(s), and shall ensure the maintenance of the Client
program.

The maintenance service of the Bank includes:

delivering the latest version of the software approved
by the Bank,

delivering the modifications to the current version of
the software,

delivering any new documentation,

hotline service during working hours
(Monday - Friday: 7:30 - 18:10)

The Account Owner shall pay the fee of all other maintenance

services related to the MultiCash service, not included in the
above list and provided by the Bank or by a third party on
behalf of the Bank. Such fees are payable to the Bank within 8
days from receipt of the invoice.

45.4. The identification of the Account Owner authorized to

avail of MultiCash services is ensured jointly by the
communication key disk (BPD file) provided by the
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Bank, the bank password, and the Electronic signature.
The Account Owner may decide at its own discretion
and risk to whom and under what conditions it
provides access to the MultiCash system.

4.5.5. Upon the first login to the system, the Account Owner
or the User granted an access right to the MultiCash
system by the Account Owner shall change his/her
password and define a so-called bank communication
password, or, when using an Electronic signature, set
the Signature passwords, too. After the initialization(s)
the Account Owner shall be able to use the MultiCash
Service within the limits of his/her authorization level.

45.6. The Account Owner shall keep a computer protocol
for all order files, archive such protocol and submit it
to the Bank upon request. The computer protocol is
generated by the program automatically. Turning off
this function or deleting the computer protocol is not
allowed.

4.5.7. |If there are any problems or disputes that cannot
be resolved by phone or at a meeting in person,
objections can be submitted in all cases by sending a
copy of the so-called computer protocols to the Bank.

5. Electronic Banking Services Ill. (UniCredit
mBanking mobile application, for retail cli-
ents, UniCredit mBanking Business mobile
application for small businesses, Private Invest
Application)

5.1. Definitions added to Section I. 2 (Definition) of the
Terms and Conditions

UniCredit mBanking mobile application for retail clients:
Shall mean the software (application) made available to the
Bank’s retail clients and downloadable by any user from the
app store for the operating system of the relevant mobile
device (Apple App Store, Google Play Store, Huawei AppGal-
lery). Without Activation, the application grants access to
general information on the Bank, including ATM and branch
locator and exchange rate information. In order to use the
mBanking and mToken services, these services require Activa-
tion in addition to downloading the application.

UniCredit mBanking Business mobile application for small
businesses: Shall mean the software (application) made avail-
able to the Bank’s small business clients and downloadable
by anyone from the app store for the operating system of the
relevant mabile device (Apple App Store, Google Play Store).
Without Activation, the application grants access to general
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information on the Bank, including ATM and branch locator
and exchande rate information. In order to use the mBanking
Business service, this service requires Activation in addition to
downloading the application.

Private Invest Application: Shall mean the software (appli-
cation) downloadable by any user from the app store for the
operating system of the relevant mobile device. In order to use
the service, Activation is required in addition to downloading
the application.

Small business client: Shall mean all clients of the Bank who
are subject to the Bank’s List of Conditions entitled “List of
Conditions for Small Business HUF Account Packages for Small
Business Clients” when activating the mBanking Business
service.

Activation: Shall mean the procedure that enables the User
to use the services of the UniCredit mBanking and mBanking
Business mabile applications or the services of the Private
Invest Application.

User ID: Shall mean a string identifying the eBanking User
that has not been used by any other User and is required
to activate the services of the UniCredit mBanking mobile
application or the Private Invest Application subsequent to
installation on a mobile device. Services can be activated
independently using the password for the User ID.

Digital user ID: Shall mean a unique user name other than the
User ID, necessary for activating the services of the UniCredit
mBanking and mBanking Business mabile applications follow-
ing installation on a mobile device.

Activation code: Shall mean a 16-digit string required for the
activation of the mBanking, mToken and mBanking Business
services or the Private Invest Application.

Security code, PIN (Personal Identification Number) code:
Shall mean a string consisting of a minimum of 6 and a max-
imum of 16 digits, required for further logins to the services
of the UniCredit mBanking and UniCredit mBanking Business
mobile applications or the Private Invest Application and for
order authentication. The PIN is equivalent to the specimen
signature of the Account Holder and of the person with rights
to dispose of the account notified to the Bank and accepted by
the Bank.

User-Level Transaction Limit: Shall mean the new transaction
limit used for retail clients after the launch of the eBanking
service. The limit is the highest amount of which the User
may freely dispose when submitting a transfer order through
eBanking or the mBanking service. With the launch of the
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eBanking service, a User-Level Transaction Limit equal to the
last Transaction Limit used in the SpectraNet Internet Bank-
ing system will be set in both the eBanking system and the
mBanking service. Insofar as the Client has multiple bank
accounts, a User-Level Transaction Limit equal to the highest
of the previous limits for the Client’s accounts will be set for
all of the Client’s accounts, as indicated above. Insofar as the
Client does not have SpectraNet Internet Banking or eBanking
services, the User-Level Transaction limit will remain as stated
in the mBanking service.

User-Level Daily Limit (for small businesses): Shall mean the
highest amount of which the small business client can dispose
for all associated accounts of the Account Holder in total on a
given day through the mBanking Business service. The User-
Level Daily Limit applies to all transactions initiated through
the mBanking Business service involving direct debits, except
for deposit placement orders and direct debit authorisations.

User-Level Daily limit (for retail clients): Shall mean the high-
est amount for which an individual client can place an order
on a given day through the eBanking and mBanking services.
The User-Level Daily Limit applies to all transactions initiated
through the eBanking and mBanking services involving direct
debits, except for deposit placement orders and direct debit
authorisations.

Account-Level Daily Limit: Shall mean a daily limit that

can be set for retail and small business clients. The highest
amount of which the User may freely dispose on a given

day, in relation to an account of the Account Holder through
the eBanking, SpectraNet Internet Banking or mBanking and
mBanking Business services in total. The Account-Level Daily
Limit applies to all transactions resulting in the direct debit-
ing of an account, with the exception of deposit orders, direct
debit orders and securities transactions (buying/selling stocks
listed at the stock exchange, trading with investment funds,
transfer of securities). Subsequent to the launch of the eBank-
ing service, the amount used as the Account-Level Daily Limit
corresponds to the last Daily limit used for that account in the
SpectraNet Internet Banking system (and also applies to the
mBanking service).

Deactivation: Shall mean the procedure resulting in the termi-
nation of the possibility to use the mBanking and mBanking
Business services or the Private Invest Application for every
account of the Account Holder kept by the Bank.

mCash feature: Shall mean cash withdrawal transactions

initiated by retail clients through the mBanking service. The
User can withdraw the amount stated in the order from the
ATMs operated by the Bank following the successful entry at
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the ATM of the order and the individual ID code (mCash code)
generated for the transaction.

mCash Transaction Limit: Shall mean the highest amount of
which the User can dispose in one mCash order.

mCash Daily Limit: Shall mean the highest amount of which
the User can dispose in one mCash order on a given day.

mCash code: Shall mean the individual identification code
generated by retail clients in the mBanking service following
the successful submission of an mCash transaction order to be
used to complete the cash withdrawal transaction at an ATM
operated by the Bank.

5.2. Service activation

5.2.1. The Bank provides the services of the UniCredit
mBanking and UniCredit mBanking Business mabile
applications to all retail clients and small business
clients who have Payment Account Agreements and/
or Credit Card Adgreements or, if the Service allows for
disposal of securities accounts, Consolidated Securities
Account Agreements with the Bank. The Bank provides
the Private Invest Application service exclusively to its
private banking clients. In order to use the mBanking,
mToken, mBanking Business or Private Invest
Application services, the Activation of such services is
required.

Activation can take place as follows: .

a) for the services of the UniCredit mBanking and UniCredit
mBanking Business mabile applications and Private Invest
Application, in person at a branch;

b) for the services of the UniCredit mBanking and Uni-
Credit mBanking Business mobile applications, through
Telephone Banking (with regard to UniCredit mBanking
Business, the initial activation may only take place at a
branch);

c) for the services of the UniCredit mBanking mabile applica-
tion, using an eBanking user ID and password, without any
assistance from a branch or Telephone Banking;

d) for the Private Invest Application, remotely by submitting a
user data sheet.

5.2.2. Activation at a branch

5.2.2.1. The services of the UniCredit mBanking mobile
application can be activated at any branch. Acti-

vation of the UniCredit mBanking Business mobile
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5.2.2.2.

5.2.2.3.

5.2.24.

5.2.3.

5.2.3.1.

application and the Private Invest Application is
only possible at a branch with a small business
and/or Private Banking service point.

The mBanking and the Private Invest Application
service may only be used by the Account Holder; no
person with disposal rights may be specified. It is
possible to activate the mBanking Business services
for Users other than the Account Holder. Activation
requires the presence of the Account Holder and, if
the service is also activated for Users other than the
Account Holder, the relevant User(s) as well.

During Activation, the Account Holder completes
and signs the user data sheet. In the case of the
Private Invest Application, only the Account Holder
can be the User. For the mBanking and mBanking
Business applications, depending on the scope of
Service, the user data sheet shall include the prod-
ucts covered by the service and the amounts for the
User-Level Transaction Limit, the User-Level Daily
Limit and the Account-Level Daily Limit. Further-
more, the user data sheet shall contain the User ID,
the Digital userID, the telephone number where the
Bank sends the SMS containing the Activation code
required for activating the services of the UniCredit
mBanking and/or UniCredit mBanking Business
mobile applications and/or the Private Invest Appli-
cation. For the Private Invest Application service,
the user data sheet also indicates the email address
to which the Bank sends the email containing the
Activation Code.

After the receipt of the user data sheet, the Bank
provides the opportunity for the Account Holder/
User to log in to the systems for the services of the
UniCredit mBanking and mBanking Business mabile
applications with the Activation Code. The deadline
for the first login to the Private Invest Application is
set out in Section 5.2.5.2 of this General Terms and
Conditions.

Activation via Telephone Banking

The services of the UniCredit mBanking and mBank-
ing Business mobile applications can also be acti-
vated via Telephone Banking. Activation is possible
in the time frame set out in the existing Customer
Information for the UniCredit mBanking and Uni-
Credit mBanking Business mabile applications that
form an integral part of these Business Terms. In
this case, activation is subject to proper identifica-
tion of the Account Holder or, for small businesses,

5.2.3.2.
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the executive officer who uses Telephone Banking
in the Telephone Banking system. During Activa-
tion, the products covered by the service and the
amounts of the User-Level Transaction Limit, the
User-Level Daily Limit and the Account-Level Daily
Limit must be specified, as well as the telephone
number where the Bank can send the SMS contain-
ing the Activation Code required for the activation
of the services of the UniCredit mBanking and/or
UniCredit mBanking Business mabile applications.
During Activation, a Bank employee discloses the
User ID to the Account Holder. Account Holders can
activate the service via Telephone Banking only for
themselves, and for small businesses, for represent-
atives requesting Activation via Telephone Banking;
Activation for further User(s) is not possible.

After the conversation regarding Activation in the
Telephone Banking system that records all required
details, the Bank enables the Account Holder to log
in to the systems for the services of the UniCredit
mBanking and UniCredit mBanking Business mobile
applications with the Activation Code.

5.2.4. Activation with User ID (retail clients only)

5.24.1.

5.24.2.

Retail client Account Holders who have eBanking
User IDs and passwords and use SMS authentica-
tion for their orders in the eBanking system may
use these credentials to activate the mBanking

and mToken services without the involvement of a
branch or Telephone Banking. Account Holders may
activate the service in this manner only for them-
selves; Activation for further User(s) is not possible.
During Activation, a retail client Account Holder is
identified based on the eBanking User ID provided
by the Account Holder and the login Password
associated with said User ID. Activation is possible
from the date and in the time frame set out in the
existing Customer Information for the UniCredit
mBanking mabile application that forms an integral
part of these Business Terms.

The Account Holder acknowleddes that UniCredit
mBanking mobile application is an electronic
channel which enables the Bank and the Account
Holder to conclude agreements with each other
electronically. Agreements concluded in this man-
ner are considered agreements executed in writing.
The UniCredit mBanking mabile application may be
used for the purposes of concluding the agreement
for using the mBanking and (in the case of SMS
authentication) mToken services (i.e. the activation
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5.24.3.

5.24.4.

5.245.

of the service) as well as agreement(s) for other
service(s) as defined in the prevailing UniCredit
mBanking mabile application Customer Information
inseparably attached to these Business Terms.

In the course of the service Activation with User ID,
retail client Account Holders must provide (enter
into the application) their eBanking User IDs and
login Passwords. When the identification of the
Account Holder is successfully completed based on
the identifiers provided, the application displays the
contractual offer of the Bank regarding the mBank-
ing service, which the Account Holder shall review,
understand and in case of consent the Account
Holder shall make his/her declaration in terms of
concluding the agreement for the UniCredit mBank-
ing service (i.e. acceptance of the offer of the bank)
electronically through the application. After making
the declaration of acceptance, the Bank shall send
an SMS containing the Activation Code for the
activation to the same telephone number where
the SMS with the single-use passwords are being
sent for the authentication of orders made by the
Account Holder via eBanking. Subsequently, during
the validity period of the Activation Code, the Bank
provides for the Account Holder the first login to the
mBanking service.

The agreement for the mBanking service enters

into force when the Account Holder’s electronically
issued declaration of acceptance becomes available
to the Bank. The Account Holder’s declaration of
acceptance is confirmed immediately by the Bank in
form of an in-app messade in the mBanking service.

When a User ID is used to activate the mBanking
service, the service shall automatically cover all of
the accounts held by the Bank based on Payment
accounts agreement concluded with the Account
Holder, and - insofar as the service allows for the
disposition over these accounts - all of the accounts
held by the Bank based on the credit card agree-
ment, and/or the consolidated securities account
agreement concluded with the Account Holder.
However, if a retail client is already entitled to

use the service as a result of a previous activation
(e.g. in the case of activation on additional mabile
device(s)), neither the scope of accounts accessi-
ble via the service, nor the User-Level Transaction
Limit, User-Level Daily Limit and/or Account-Level
Daily Limit previously set for the service, nor the
accidental restriction set as per Section 5.3.9. shall

5.2.5.

5.2.5.1

5.2.5.2.

5.2.6.

5.2.7.
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be changded by further activation with User ID and
password.

Remote Activation of the Private Invest Application

During Activation, the Account Holder completes,
signs and submits the user data sheet to the bank.
In the case of the Private Invest Application, only
the Account Holder can be the User. The user data
sheet contains the User ID, the telephone number
where the Bank sends the SMS containing the Acti-
vation Code required to activate the Private Invest
Application service or the email address to which
the Bank sends the email containing the Activation
Code.

After the Bank has received the user data sheet, the
Bank will provide the Account Holder with the Acti-
vation code for logging in to the system of Private
Invest Application’s services from the next Banking
Day at the latest.

The Bank shall send the Activation Code by SMS only
to mobile telephone numbers of Hungarian GSM
providers.

The Activation date is the day when the User logs in to
the Private Invest Application service system by using
the Activation Code (in case of multiple Users, the
User logging in the earliest).

5.3. Concluding agreements, use of the system and its
services

53.1L

53.2.

Agreement(s) concluded via the mBanking service

as an identified electronic channel, declaration(s)
made by the Account Holder via this channel and

the information provided by the Bank to the Account
Holder through the mBanking and mBanking Business
services shall be forwarded to the service inbox and/
or to the Account Holder as in-app message. The
Account Holder can access these documents and
messages within the application at any time until the
deletion by the Account Holder or the Deactivation or
termination of the mBanking service for other reasons.
The use of the mBanking, mToken, mBanking Business
and Private Invest Application services starts on the
Activation Date and ends on the Deactivation Date.

The technical conditions for accessing the services

of the UniCredit mBanking and UniCredit mBanking
Business applications or the Private Invest Application
are set out in the existing Customer Information for

15 February 2026 | 61



General Terms and Conditions

53.3.

the UniCredit mBanking mobile application, Customer
Information for the UniCredit mBanking Business
mobile application and Customer Information for the
Private Invest Application (hereinafter, collectively,
“Customer Information”) that form an integral part of
these Business Terms. In the event of using a different
technical environment from the one set out in the
Customer Information, the Bank provides no guarantee
of the faultless operation of the services. The Existing
Customer Information contains the products/

features available in the services of the Private Invest
Application, the UniCredit mBanking and UniCredit
mBanking Business mobile applications as well as the
customer groups for which the mBanking service can
be activated.

To log in to the services of the UniCredit mBanking
and UniCredit mBanking Business mobile applications
or the Private Invest Application service, Activation
using the User ID and password or Digital userID

and the Activation Code sent in SMS is required in
addition to downloading the relevant application.
Subsequent to this, the Users specify their own secret
PIN or enable biometric identification while further
logins require solely entering this PIN code or the use
of biometric identification. On compatible mobile
devices, Users can, at their own discretion, enable
User authentication with fingerprint identification
performed by the mabile device or, for compatible
mobile devices, facial recognition to log in (except for
the first login) and actions requiring authentication
instead of entering a PIN. The Bank disclaims any
liability for any biometric identification errors resulting
from the technology. If this feature is available on the
device, the client can activate it in Settings menu of
the services of the UniCredit mBanking and UniCredit
mBanking Business mobile applications or the Private
Invest Application. If the biometric identification fails,
all three of the applications will require entering the
PIN. The User will be automatically banned from the
mBanking, mToken and mBanking Business services
after three failed PIN authentication attempts and
from the Private Invest Application service after five
failed PIN authentication attempts.

Instead of a PIN, biometric identification can be

used to sign transactions made through mBanking
and mBanking Business (including instant credit
transfers), mCash withdrawals, chande debit card
limits, activation of new and renewed debit cards, sign
up for deposit accounts and the setting of secondary
identifiers. In case of the Private Invest Application,
biometric identification can be used to sign any order

53.4.

5.3.5.

5.3.6.

53.6.1

5.3.6.2.

5.3.6.3.

53.6.4.

53.7.
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in relation to the services available through such
application.

The Bank shall not be liable for unauthorised third
parties gaining access to information stored in the
application as a result.

On a specific mobile device, the mBanking, mToken
and mBanking Business services or the Private Invest
Application service can only be activated for a single
User.

Authentication of payment orders issued through the
mBanking or mBanking Business services requires a
PIN or biometric identification.

Forms of payment orders in the mBanking and
mBanking Business services

Where the User electronically issues a payment
order to the Bank (hereinafter “electronic order”),
the Parties consider the time established by the
Bank’s IT system as time of receipt by the Bank.
The order of the receipt of electronic orders shall be
established by the order within the file as received
by the Bank.

Electronic orders, where under the Framework
agreement or legislation the Account Holder or third
party is required to submit a document, or the Bank
or a third party is required to examine documents,
can only be performed subject to the prior fulfil-
ment of these obligations.

The Bank may set limits for the rande of electronic
orders and their amount in the List of Conditions
and in the General Terms and Conditions. The Bank
is entitled to amend the limits unilaterally, even to
the detriment of the Account Holder, as set out in
these General Terms and Conditions.

The content and the time of the payment order
given by the person with disposal rights is certified
by electronic data.

The User will be obliged to changde the PIN provided if
they learn or suspect that an unauthorised third party
has gained access to the PIN. For even more secure
use, it is recommenced to change the PIN at least
every 30 days.

The program running on the Bank’s server will verify
if the PIN submitted when a User accesses the system
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53.38.

53.9.

5.3.10.

at a given time or for orders sent to the Bank is
identical to the PIN registered on the Bank’s server in
an encrypted form. If there is a discrepancy between
the two series of codes, the server will deny access
to the system and authentication of the order. The
Bank will consider, in all circumstances, transactions
proven to be initiated by a User gaining access using
a User ID and authenticated by PIN used by the User
as if they were initiated by the authorised User of the
system. The Bank does not examine the authority of
the person entering the User ID or of the PIN/biometric
identifier for use of the mobile device and/or the
User ID and the PIN or the circumstances of said use.
The Bank will bear no responsibility for any damage
incurred to the Account Holder or any other persons
arising from transactions initiated by using the User
ID and authenticated by the PIN/biometric identifier
used in connection with it but originating from an
unauthorised person.

When concluding an agreement for the mBanking
service at a branch, a retail client Account Holder
may indicate the product(s) for which debit orders
cannot be given or credit cannot be made as a

result of transfers between specific own accounts
through the mBanking service. Retail clients holding
securities account will also automatically have access
to the securities account via the mBanking service
upon activation, or, in case the Client has Activated
mBanking service, upon opening a securities account,
unless otherwise stated in the contract regulating
mBanking service (either at the time of concluding the
contract - if the contract allows it - or thereafter, by
amending the contract).

When concluding an agreement for the mBanking
Business service at a branch, the Account Holder may
specify, for each User, which account or other products
are visible to a user through the mBanking Business
service and for which products debit orders can be
given and whether orders can be authenticated with a
single signature or multiple signatures.

Account Holders are required to make a declaration
on the dedicated form if they wish to change the
products covered by the mBanking and/or mBanking
Business services (including the involvement of a
newly opened account), wish to amend the person
or authorisation of the Users or the limits or change
the possibility to credit/debit for certain products or
the types of signature. The Account Holder is entitled
to amend the listed conditions of the service via
Telephone Banking after the proper identification of

53.1L

5.3.12.

5.3.13.
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the Account Holder and, for businesses, the executive
officer using Telephone Banking; however, no new User
can be specified via the Telephone Banking. Payment
Accounts covered by the mBanking service and the
corresponding account rights can be modified solely in
accordance with the eBanking rights. The rights of the
securities account integrated in the mBanking service
may differ from the rights set up in the eBanking
service. The Account Holder may decide on whether

to access the securities account in the eBanking, or
mBanking service.

In the mBanking Mabile service, so-called templates
can be set up that facilitate the completion of the
orders to beneficiaries who are frequently used by the
User for orders.

The Account Holder acknowledges that the Bank will
consider only those transfers as orders submitted
through the mBanking and mBanking Business
services or the Private Invest Application which were
successfully sent to the Bank’s server. After sending
the order, a receipt message will appear on the
screen of the relevant mobile device when the order
is received by the Bank. Where, among the orders
submitted, there are orders rejected by the Bank (e.g.
due to faulty signature password or the necessity of
further signatures), a messade is displayed with the
list of the rejected orders and the reasons for the
rejection. The Bank is entitled to reject orders where
they cannot be fulfilled under these General Terms
and Conditions or the specific business conditions on
various credit institution transaction types. The Bank
shall not be liable for any damade caused by such
procedures. In the mBanking and mBanking Business
services, the status of an order can be queried on the
“Products” page, in the account history that loads at
the bottom after selecting a specific account.

The status of an order in the mBanking service can be
queried in the Investment module, on the “History”
page, by selecting the “Orders” menu.

mCash feature in the mBanking application

5.3.13.1. Using the mCash feature, an mCash transaction can

be initiated by Users with active HUF bank accounts,
redardless of whether the Users have an active
debit card or not. In order to submit an mCash
transaction order, the User must select the HUF
bank account to which the mCash transaction order
relates in the mBanking service.
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53.13.2.

53.13.3.

53.13.4.

5.3.13.5.

5.3.13.6.

After the successful submission of an mCash
transaction order, the mCash code appears in the
mBanking service. The User can use it at any ATM
operated by the Bank within the subsequent 5
minutes to withdraw the cash amount stated in the
mCash transaction order. After the end of the set
period, the mCash code shall no longer be valid.

The mCash code may only be used by the User sub-
mitting the mCash transaction in order to withdraw
cash from an ATM. Should a person other than the
User be proven to attempt using the mCash code to
withdraw cash, the Bank shall be entitled to restrict
the use of the mCash code and refuse the execution
of the cash withdrawal.

When an mCash transaction is initiated through
the mBanking service, the Bank shall also check the
balance available in the account (coverage check)
in addition to verifying the mCash daily limit and
mCash transaction limit. Other limits specified for
the orders executed with the mBanking service
(Daily Limit, Digital Daily limit etc.) do not relate to
the mCash transaction. Successful submission of an
mCash transaction order and the generation of an
mCash code is subject to the amount in the order
not violating the limits indicated above and the
funds required for the execution of the transaction
being available in the account. Once the mCash
code has been dgenerated, the Bank shall not reserve
the transaction amount on the account but will run
another coverage check when the cash withdrawal
in the ATM initiated with the mCash code is author-
ised. The Bank shall not be liable for the failure of
the cash withdrawal intended to be made with the
mCash code due to insufficient funds if the balance
of the account changes between two coverage
checks.

If the systems involved in the authorisation process
are out of order in part or in full, no mCash trans-
action order may be submitted or cash withdrawn
with the generated mCash code (the transaction
will be rejected).

If the Bank has any justified claim adainst the
Account Holder or User based on a transaction
executed erroneously due to a technical or com-
munication issue, the Bank may exercise its right
of offsetting and debit the bank account selected
during the mCash transaction with its receivables.

5.3.13.7.
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The amount involved in the cash withdrawal trans-
action initiated successfully with the mCash code is
reserved on the account selected after the initiation
of the mCash transaction when it is authorised

by the Bank. With a successful cash withdrawal
transaction, the debit is made on the first banking
day after the payment transaction with the same
Value Date as the date of debiting. When a cash
withdrawal fails, the booking may remain effective
for no more than 14 Banking Days.

5.4. Security

54.1.

5.4.2.

Users will be automatically banned from the
UniCredit mBanking and mBanking Business services
after three failed attempts to log in with a PIN not
corresponding to the User ID or three failed attempts
to authenticate an order with a PIN not corresponding
to the User ID. The User will be automatically banned
from the services of the UniCredit mBanking and
mBanking Business mobile applications after two
consecutive failed attempts to log in with a biometric
identifier not corresponding to that User ID, followed
by three consecutive failed attempts to log in with a
PIN. The User will also be automatically banned from
the services after two consecutive failed attempts

to authenticate an order with a biometric identifier
not corresponding to the User ID, followed by three
consecutive failed PIN attempts. As detailed in point
[I. 3.3.1. of these Terms and Conditions, the User shall
be also banned from the services of the UniCredit
mBanking mobile application in case of an Internet
Banking ban. The ban may be terminated on the basis
of a written statement by the User, as required by the
Bank, or via the Telephone Bank, once identified.

The User will be automatically banned from the
Private Invest Application if a user tries to access the
Private Invest Application with a PIN not corresponding
to the User ID five consecutive times, or if a user tries
to authenticate an order five consecutive times with a
PIN not corresponding to the User ID. The ban on the
User may be lifted in accordance with the Customer
Information for the Private Invest Application.

The User will be automatically banned from the
Private Invest Application if five consecutive attempts
to log in to the Private Invest Application with a
biometric identifier corresponding to that User ID
followed by five consecutive PIN attempts to log

in to the Private Invest Application fail. The User

will also be automatically banned from the Private
Invest Application if two consecutive attempts to
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5.4.3.

5.4.4.

5.4.5.

5.4.6.

authenticate the order with a biometric identifier
corresponding to a User ID followed by five
consecutive PIN attempts fail. The ban may be lifted
in accordance with the Customer Information for the
Private Invest Application.

By properly using the Service as intended, bans can be
avoided; therefore, the Bank is not responsible for any
damage arising from banning.

The Bank shall use the User-Level Transaction Limit,
User-Level Daily limit and Account-Level Daily Limit
specified by the Account Holder which cannot exceed
the maximum amount for each limit.

The maximum amount of the User-Level Transaction
Limit is HUF 10,000,000 (or an equivalent amount in
foreign currency) from which variations may only be
possible by individual agreement.

Unless otherwise provided for in the List of Conditions
or the Announcement for the relevant product, the
maximum amount of the User-Level Daily Limit is
HUF 10,000,000 (or an equivalent amount in foreign
currency) from which variations may only be possible
by individual agreement. The User-Level Daily Limit
will be checked when the order is submitted to the
Bank, based on which the amount of the User-Level
Daily Limit on orders that can be issued via the
mBanking service by the amount of the order on the
day of its submission will be reduced.

The Account Holder acknowleddes that if the Bank
amends the maximum amount of the User-Level
Transaction or the User-Level Daily Limit and the

limit specified by the Account Holder exceeds it, the
limit amount shall be changed without amending the
individual Agreement to the standard limit of the Bank
as of the date of the change becoming effective.

If the Account Holder or the User does not specify a
User-Level Transaction Limit, a User-Level Daily Limit
or Account-Level Daily Limit on the dedicated form, or
retail client Account Holder activates the service with
a User ID (in view of Section 5.2.4.5.), when using the
mBanking and mBanking Business services, funds can
be disposed of up to the default amount specified

by the Bank through the mBanking and mBanking
Business services. The default User-Level Transaction
Limit specified by the Bank is HUF 200,000 for HUF
payment accounts, the default User-Level Daily Limit is
HUF 500,000 for HUF payment accounts and an EUR
amount corresponding to HUF 200,000 at the Bank’s

54.7.

5.4.8.

5.4.09.
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mid-market rate effective on order date, or EUR 2,000
for payment accounts denominated in EUR.

In case of limits related to bank cards, only the
Account Holder has the right to check and change
them in the mBanking Business service. Account
Holder Users may change the limit values of all bank
cards - either in the case of a bank card in their own
name or in the name of another Cardholder - in the
mBanking Business service that have previously
declared the assignment of bank cards to their own
service on a separate form provided for this purpose.
For new users, the daily limits associated with the
card will be set according to the standard daily limit
value according to the 'Debit Card Conditions List for
Small Business Customers’. Users who had a bank
card before installing the mBanking Business service
and have previously changed the above-mentioned
standard limits on one of the channels will be able
to see the limit values currently associated with their
bank card in the service.

The Bank executes orders only up to the amount of
the limit specified and refuses the execution of orders
above these amounts. The User-Level Transaction Limit
and the User-Level Daily Limit can be modified by

the Account Holder based on the written declaration
of the Account Holder in the form required by the
Bank or through Telephone Banking following the
identification.

The User acknowledges that the Bank shall have the
right, in order to protect account holders, to restrict
the User-Level Transaction Limit and the User-Level
Daily Limit for the mBanking and mBanking Business
services unilaterally with immediate effect, even
without any prior written notice to the Account Holder
or the User, subject to a simultaneous notice sent via
the system, if such measure seems reasonable with
regard to the risks of banking operations, including in
particular mass or targeted phishing attacks.

For security reasons, the Bank is entitled to review and
unilaterally reduce the Account-Level Daily Limit set by
the User for the Electronic Banking Services (eBanking,
mBanking) available to its Customers qualifying as
consumers, based on the usage habits of a specified
group of Users, one time a year. In the event of a
modification of the limit, the Bank shall proceed in
accordance with the provisions of Chapter Il, Sections
1.5.4 and 1.5.5 applicable for unilateral modifications..
The rules for the Client’s granting and modification of
the Account-Level Daily Limit are otherwise set out in
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the Client Information and the present General Terms
and Conditions

5.5. Deactivation

5.5.1. If the Account Holder chooses not to maintain the
mBanking and/or mBanking Business services for any
product, the Account Holder shall be required to notify
the Bank thereof by completing the dedicated form or
via Telephone Banking after proper identification.

5.5.2. Following the submission of the form, or the
notification made via Telephone Banking, the Bank
shall terminate the possibility of using the mBanking
and/or the mBanking Business services for each
account of the Account Holder within one Banking Day
(the Deactivation date).

5.5.3. Upon Deactivation, the possibility of using the
mBanking service will cease for all devices and the
possibility of using the mBanking Business service will
cease for all Users and devices. The Account Holder
undertakes to inform the Users registered by the
Account Holder about the Deactivation.

5.5.4. In the case of Deactivation or the termination of
the framework agreement for the mBanking and/
or mBanking Business services for other reasons, the
Account Holder shall have to ensure that electronic
documents are downloaded and saved in proper
authentic form. In such cases, the Bank shall provide
the electronically stored documents free of charge for
the Account Holder.

5.5.5. After Deactivation, the Account Holder may use the
mBanking or mBanking Business services again at any
time after concluding the relevant agreement.

5.5.6. In relation to the Deactivation of the Private Invest
Application, the Customer Information for the Private
Invest Application is applicable.

6. Digital Document Exchange

6.1. About the Digital Document Exchangde platform

6.1.1. The Digital Document Exchande is a closed platform

that enables the Bank’s existing corporate, SME Clients

and the Bank to communicate in writing via a secure
electronic channel, and to electronically sign the
necessary contracts and ledal declarations. The Client
has the exclusive right to select the users who can
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access the DDE, and the Client decides on the scope of
activities granted to the users.

6.2. Definitions used in this chapter
6.2.1. DDE: Digital Document Exchange

6.2.2. User: the natural person for whom the Client requests
the Bank to provide access to the DDE

6.2.3. Namirial: Namirial Spa. [headquarters: Senigallia (AN),
60019, Via Caduti sul Lavoro No. 4.1, which provides
electronic signatures related to DDE for authorized
Users

6.3. Use of DDE

6.3.1. The Client requests in writing the Bank to provide the
DDE service, by duly filling in, signing and delivering to
the Bank the appropriate form provided by the Bank to
the Client. The Bank creates the Client’s DDE account
based on the form and sends the link required to
activate their user account to the Users registered.

6.3.2. The Bank grants access to the DDE to the Client
after the registration for the use of the DDE and the
signature of the DDE contract by both parties.

6.3.3. During registration, the Client must designate at least
one User who will be entitled to use the DDE.

6.4. Electronic signature via DDE

6.4.1. The Bank provides Users with the right to sign or the
right to dispose over the payment account with a
single-use electronic signature for signing contracts
and ledal declarations on behalf of the Client, as well
as for signing payment orders. The electronic signature
can be an advanced electronic signature or a qualified
electronic signature. The Client acknowledges that
the Bank decides on the type of electronic signature
provided to the Client for each document. The
Bank provides this service via Namirial. The Client
acknowleddes that the electronic signature is provided
to him by a third party, whose operation the Bank
has no influence on, therefore the Bank fully excludes
liability for any damage arising from the electronic
signature service, the Client may assert any claims
arising in this connection directly against Namirial.

6.4.2. The Bank provides the option for Users to use their

own electronic signature service to sign contracts and
legal declarations via DDE.
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6.5. Rights and oblidgations of the Client

6.5.1.

6.5.2.

6.5.2.1.

6.5.2.2.

6.5.2.3.

6.5.2.3.1.

6.5.2.3.2.

6.5.3.

6.5.4.

The Client is entitled to request access to Users,
determine the Users’ rights and modify their rights
or other data previously provided, as well as revoke
the Users’ access. After the Client revokes the User’s
access, the User will not be able to access the DDE
service of that particular Client.

The Client can grant Users three types of
authorization:

right to read documents: the User has access to the
DDE and can read the documents shared on the
DDE

right to download and upload documents: the rights
belonging to the right to read documents, as well as
the right to upload documents to DDE and down-
load documents from DDE

right to sign documents: includes rights related to
the right to download and upload documents, and
also:

provides a signature suitable for company rep-
resentation to a User authorized to sign on behalf
of the company,

provides a signature suitable for issuing, modify-
ing or canceling the payment order for the User
who has the right to dispose over the payment
account.

The Client may only grant the right to sign documents
to a User if that person is otherwise entitled to
represent the Client or dispose over the payment
account. It is the Client’s obligation to keep the User’s
permissions up to date and ensure that only those
Users have the right to sign documents who are
entitled to represent the company and that only those
Users who are entitled to dispose over the payment
account have the right to sign payment orders. The
Bank excludes all liability for any damade resulting
from the Client s breach of the obligation contained in
this paragraph.

The Client is entitled to modify the User’s rights at
any time by filling out and duly signing the User Data
Form provided by the Bank and sending it to the Bank
on paper or electronically. The changde in the User’s
rights shall take effect within 3 (three) working days
after the User Data Sheet is received by the Bank.

6.5.5.

6.5.6.

6.5.7.
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The Client shall be entitled to revoke the User’s access
to the DDE platform. The revocation of the User’s
access shall take effect within 3 (three) working days
from the date of receipt by the Bank of the User Data
Form filled out, duly signed and submitted to the
Bank.

The Client takes full liability for ensuring that

Users use the DDE as it is intended, and only those
Users who the Client wishes to grant access to the
documents on the DDE should have access to the
DDE platform. The Bank excludes all liability for any
damade resulting from failure to comply with this
obligation.

The Client shall keep the User’s data (in particular
the email address and telephone number used for
accessing and using the DDE) up to date and shall
submit any changes in such data without delay using
the form provided by the Bank for this purpose. The
Bank excludes all liability for any damade resulting
from failure to comply with this obligation.

6.6. User’s rights and obligations

6.6.1.

The User shall keep the data necessary to access the
DDE platform confidential and keep all the means of
access secure as well. The Bank excludes its liability
for any damade resulting from the User’s failure to
comply with this obligation.

6.7. The Bank’s rights and obligations

6.7.1.

The Bank will ban the User’s access to the DDE after 3
(three) failed logins in a row. The Client must request

in written form to remove the ban. The Bank excludes
all liability for any damage resulting from the ban.

6.8. Scope and Delivery of a Contract Concluded via DDE

6.8.1.

6.8.2.

The contract concluded via the DDE enters into force
when it is signed by all parties and made available to
the Client, unless the contracting parties have agreed
on a different date of entry into force in the contract.

In the DDE platform, the Bank makes the documents
available to the Client in the Client’s DDE user
account. The Bank and the Client agree that by making
the document available, the document will also be
served. The Client is responsible for the safe and long-
term preservation of the documents thus provided.
The documents will be available to the respective

User in the DDE system for as long as the User has
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DDE access and for the respective Client until the DDE
service agreement is terminated.

6.8.3. The Bank informs the Client about the provision of the

document in an e-mail message within the DDE.

6.9. Termination and expiry of the contract for the DDE
service

6.9.1. The Client may terminate the DDE contract at any
time with immediate effect.

6.9.2.

6.9.3.

¢4 UniCredit Bank

The Bank may terminate the contract with the Client
for the DDE service at any time with immediate effect.

If all of the existing contracts of the Client with the
Bank are terminated, the contract for the DDE service
shall expire.

IIl. SPECIAL PROVISIONS REGARDING CERTAIN FINANCIAL AND ADDITIONAL FINANCIAL

SERVICES

1. Payment Account maintenance

Conclusion of the framework agreement, main rights and
liabilities of the parties, preliminary information, persons
with rights of disposition, main components of the Frame-
work Agreement

1.1. Based on the written payment account agreement
and payment service agreement (hereinafter: Pay-
ment account agreement) concluded with the Account
Owner, the Bank undertakes to open and keep a pay-
ment account (hereinafter: bank account) to handle the
Client’s financial transactions and pay a certain amount
of money to the beneficiary on the Client’s order, while
the Client undertakes to pay the counter-value of such
services. Under the Payment account agreement the
Bank shall manade and register the Funds owned by the
Account Owner, execute regular payment orders and per-
form payment transactions adainst such funds (and in
general, in connection with the bank account), pay inter-
est on the account balance according to an agreement
or as per the relevant List of Conditions, and inform the
Account Owner of the amounts credited or debited to
the Payment account as well as of the balance thereof.
The Account Owner agrees to pay the counter-value of
services, to make funds available in order to cover the
payment orders given adainst the Payment account prior
to their execution, and to pay the amount undertaken by
the Bank to be refunded.

1.2. Identification of the Payment account used for the exe-
cution of payment transactions is based on the Account
Owner’s full or abbreviated name and individual Pay-
ment account number except for instant transfer orders
under 1.51./A.

The prerequisite for opening a Payment account is the

13.

1.4.

1.5.

presentation of documents prescribed by law. Bank
accounts opened for registering the money instruments
related to the business activity of the Bank’s Clients who
are domestic legal entities, private individuals subject to
value added tax and sole traders shall be handled by the
Bank - unless otherwise agreed upon by the parties - as
a Cash Account, except the accounts in which the Bank
manades the money instruments of the Account Owner
over which the latter has no free right of disposal (e.q.
custody account, security deposit account, collateral
account, or any amounts due to another person upon
any other ledal title or based on a separate agreement).

The Bank shall accept dispositions on the Payment
account in compliance with the Signature Card from the
Client as Account Owner.

The Bank is entitled to change the number of the Client’s
Payment account by notifying the Client of this fact at
least 30 days in advance.

The Bank shall regard the Account Owner as the sole
person authorized to dispose of the bank account, unless
the Client gives a written authorization to a third person
to dispose of the account and notifies the bank of this
authorization. The right of disposal and any transfer of
such right shall otherwise be subject to the provisions
relating to representation. If the Client deceases, the
right of disposal of the person having an authoriza-

tion or a right of disposal over the account shall cease
(on the day the fact of death is established). After the
Bank obtains knowledge about the Client’s death by
any means, it shall be entitled to suspend the right of
disposal of the authorized person(s) or of the person(s)
having a right of disposal over the account at its own
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1.6.

17.

18.

1.9

1.10.

111

discretion until obtaining trustworthy evidence on the
fact of death.

The instruction shall contain the precise full and abbre-
viated name of the Client, the number of the account
concerned, and the signature of the person(s) authorized
to give the instruction, which must be identical to the
specimen signature provided, and, depending on the
nature of the instruction, the information prescribed

by the Bank or by law, necessary for the order to be
executed.

Should the Client provide the authorization or instruction
related to the Payment account in @ manner that is not
customary at the Bank but is otherwise compliant with
its format and content requirements, the Bank may,
based on its judgment, perform the instruction.

The Account Owner may grant rights of disposal over
the Payment account to third parties in the manner
specified in contract provisions for the specific services
related to the Payment account as well as in the bank
card agreement concluded with the Bank. The Bank
shall not examine the relationship between the Account
Owner and the authorized person.

The proxy, any amendment thereto and the termina-
tion thereof shall be signed by the Account Owner in
the same manner as it appears on the Signature Card.
The exact content and period of validity of such proxy
shall be determined by the Account Owner. Until any
modification or termination of the proxy, the authorized
person - within the scope of the proxy - shall be granted
the rights and bound by the oblidations of the Account
Owner’s authorized representatives.

In contrast to the provisions of the section “Representa-
tion” of these Terms and Conditions, the Account Owner
may grant rights of disposal over the payment account
to third parties also on an ‘ad hoc’ basis. Such an ‘ad
hoc’ proxy may be accepted by the Bank, provided that
it is put into a public document or a private document
providing full evidence. In the event of any suspicion,
any inaccuracy in the data of the proxy issuer or the
proxy holder or in any other important items of the
proxy, or any unclear information or any suspected
abuse, the Bank shall be entitled to refuse the execution
of payment orders submitted based on such a proxy, and
to call upon the proxy issuer to make a new statement.

Rights of disposal over the Payment account of the
proxy holder shall not entitle him/her to make any legal

1.12.

1.13.

1.14.
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statements to assign new proxy holders, or to change or
terminate the authorizations of any proxy holders.

The Bank shall not be liable for any delayed or faulty
execution if this was due to any wrong, insufficient, or
inconsistent information in the payment order or noti-
fication of the proxy holder, or to any failure to provide
notification on changes in his/her data submitted.

The Bank shall examine the presence and authenticity
of signatures on payment orders by comparison with the
ones provided on the Signature Card. Any legal entity
being an Account Owner shall acknowledge that in its
relations with the Bank, the company stamp potentially
used by it shall solely serve to state the name of the
company, and the Bank shall not examine the presence,
form or content thereof nor assume any liability for
doing so. If the payment order bears a signature differ-
ent from the one given on the Signature Card, the Bank
shall return the payment order unfulfilled to the sender
by stating the reason or may choose to request a confir-
mation over the phone at its discretion. The Bank shall
be entitled to record such phone confirmation, to which
the Account Owner gives his/her consent by accepting
this Framework Agreement. Any changes of which the
Bank is notified shall be taken into account by the Bank
from the date of confirmation of such notification.

Cash may be deposited or withdrawn in the branch
offices of the Bank at the cash desks. In addition, Clients
holding bank cards may also avail of the automatic
teller machines (ATM) or use the cash desk of another
payment services provider providing such service.

In case of cash withdrawal, the Bank shall require proof
of the identity of the person making withdrawal, and of
his/her authorization to withdraw cash. Cashier hours:
the Bank reserves the right to deviate from either the
opening hours of the branch office or the opening hours
of another cash-desks. Furthermore the Bank reserves
the right to occasionally deviate from the cash-desk
hours published as well, by complying with the pro-
visions of the law. The Client’s obligations regarding
preliminary notification on intended cash withdrawals as
well as value limits are contained in the prevailing List
of Conditions. With respect to cash deposits made at the
cash desk, the Client shall be liable for the accuracy and
veracity of the ledal title specified for the payment, and
the Bank shall not examine it unless it is bound to do so
by law. Should the money the Client intends to deposit
be or seem to be forded or counterfeit, the Bank shall
take it down on record, withdraw the said money from
circulation and send it to the National Bank of Hungdary
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1.15.

1.16.

117.

1.18.

1.19.

1.20.

1.21.

(MNB) for investigation without delay. The receipt of
such money - whether prior to the conclusion of the
investigation or when the MNB ascertains that the
money is forged or counterfeit and withdraws it from
circulation - shall not give rise to any financial claim on
the part of the Client. The Bank shall notify the Client
by phone in the event of a suspected or actual fraud

or security threat detected by the Bank. In case the
suspected or actual fraud or security threat affects a
large number of Clients, the Bank shall publish relevant
information on its website or the electronic entrance
page of the Bank’s services.

The Bank shall perform funds transfer transactions
exclusively in forint or in convertible foreign currencies.

The Bank shall pay interests for the claims registered in
the Client’s Payment account according to the prevailing
List of Conditions and shall settle it in the account by
the due date set in the List of Conditions without any
special instruction of the Client.

The bank calculates the interest paid to the Client on the
basis of the number of calendar days, using the follow-
ing formula:

principal x interest rate (%) x number of calendar days
36,500

interest =

The Bank shall charge the fees and commissions spec-
ified in the prevailing List of Conditions for managing
the Client’s accounts and for effecting cash transactions
therein. Such fees and commissions shall be debited

by the Bank to the Client’s Payment account on the

due date specified in the List of Conditions, without any
special instruction of the Client.

Unless otherwise agreed between the Bank and the Cli-
ent, on each Bank Business Day when there is any debit
or credit entry in the Client’s bank account, the Bank
shall prepare and send a Payment account statement -
qualifies also as “eqyenlegkdzld” as defined in the Civil
Code - of such debit and credit entries and balance of
the account to the Client on paper or, based on a sepa-
rate agreement, electronically.

The Payment account agreement is concluded for an
indefinite period of time as a Framework Agreement, and
as such it shall contain not only the conditions of open-
ing accounts but also all essential conditions for future
payment orders and payment transactions.

Deleted provision.

1.22.

1.23.

1.24.

1.25.

1.26.
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Deleted provision.
Deleted provision.
Deleted provision.
Deleted provision.

Deleted provision.

Payment transactions, payment orders and methods of
payment

1.27.

1.28.

Any payment transaction - except official transfers and
summons for transfers - shall only be executed if the
paying party approved it in advance (or subsequently, in
the cases specified in the Payment account agreement).

Methods of payment that can be applied in payment
transactions are cash payment, payment between Pay-
ment accounts, cash payment related to the Payment
account, and payment without Payment account; more
specifically:

a) Methods of payment between Payment accounts:

aa) transfer, including instant payment transfer,
ab) collection,

ac) payment initiated by the paying party through the
beneficiary,

ad) documentary credit (letter of credit).

b) Methods of cash payment related to the Payment account,
in particular:

ba) issuance and cashing of cheques for payment in
cash,

bb) cash deposit in payment accounts,

bc) cash disbursement from payment accounts.

c) Methods of payment without Payment account, in
particular:

ca) cash transfer.
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Detailed rules of the above-listed methods of payment are
governed by the MNB’s decree No. 35/2017. (XIl. 14.) on cash
transactions.

Main features of the services related to methods of payment
to be applied in payment transactions in the case of meth-
ods of payment between Payment accounts:

Transfers, general rules for transfers

1.29. By submitting a payment order for bank transfer (trans-
fer order), the Account Owner as paying party gives
an instruction to the Bank to transfer (settle) a given
amount adainst his/her Payment account in favour of
the beneficiary’s payment account.

1.30. The transfer order shall be submitted by the Account
Owner as paying party to the Bank as payment ser-
vice provider managing the Account Owner’s Payment
account.

1.31. Based on an agreement with the payment service pro-
vider, the transfer order may also be submitted with a
debit date.

1.32. If the date specified as debit date does not fall on a
working day, or there is no such a date in the given
month, then the following working day shall be consid-
ered as debit date.

Transfers, specific rules for transfers
Batch transfers

1.33. In case of batch transfer, the Account Owner as paying
party - based on an agreement concluded with the Bank
as the Account Owner’s payment service provider - may
submit transfer orders having the same ledal title but
directed to different beneficiaries in the form of batches,
at the place and in the manner set out in the framework
agreement. Partial payment cannot be made for a bulk
transfer order. The payment service provider managing
the account of the beneficiary shall inform the payment
service provider managing the payment account of the
paying party about any non-performance (failed cred-
iting) of the batch transfer order as well as about the
reason thereof. The payment service provider managing
the payment account of the paying party shall forward
such notifications (failed orders) to the paying party
electronically.
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Standing order

1.34. By submitting a standing order, the Account Owner as
paying party gives an instruction to the Bank to transfer
a given amount regularly, on fixed dates (debit dates).
The Bank shall execute the standing order as long as
such order is not withdrawn by the Account Owner as
paying party, or until the last date of performance speci-
fied in the order expires.

Official transfers and summons for transfer

1.35. In judicial enforcement procedures, administrative
enforcement procedures and tax execution procedures,
financial claims shall be settled through the respective
action of the party authorized to issue official transfer
orders or summons for transfer by means of official
transfer or in accordance with the instructions of the
summons for transfer.

1.36. In case of official transfer, the payment service provider
of the paying party shall debit the payment account
of the paying party with a given amount that shall be
credited to the payment account specified by the issuer
of the official payment order.

1.37. If any Client who is an Account Owner is entitled to issue
official transfer orders, he/she may initiate an official
transfer through the Bank, which shall be obliged to
forward it to the payment service provider of the debtor
in the official transfer transaction.

1.38. In the case of official transfers and transfers based on
summons, the Account Owner as paying party shall not
be entitled to exercise any right to adjustment.

1.39. Receipt of the official transfer order shall not be refused
either by the paying party or by the payment service
provider of the party entitled to initiate official transfers.

1.40. Financial claims to be settled according to the instruc-
tions of official payment orders or summons for transfer
shall be governed by these Terms and Conditions as well
as by the MNB'’s decree No. 35/2017. (XII. 14.) on cash
transactions.

Domestic transfers in HUF

Bank transfers or transfers between accounts within the
Bank

1.41. Main features of the service: In executing transfers in
HUF initiated by a client to the benefit of another client,
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1.42.

or transfer orders to be performed between the client’s
own accounts, the Bank shall debit the payment account
of the paying party and credit the payment account of
the beneficiary. If such a transfer qualifies as an instant
transfer within the meaning of Section I1.1.51/A of these
Terms and Conditions, the Bank shall execute the given
transfer with the exceptions specified therein.

Data and individual identifiers necessary to execute
payment orders: Number of the account to be debited,
name of the paying party, amount to be transferred,
currency of the transfer (always HUF), Payment account
number of the beneficiary (or, if the transfer in question
qualifies as an instant transfer: secondary account ID),
name of the beneficiary.

GIRO (transfer)

1.43.

1.44.

Main features of the service: The GIRO transfers are per-
formed in the intraday or overnight settlement system
of the GIRO, the orders are executed by the Bank as it is
set out in the List of Conditions. Transfer orders in HUF
initiated by the client shall be forwarded by the Bank
through the Interbank Clearing System operated by GIRO
Elszamolasfordalmi Zrt to the beneficiary’s payment
service provider.

Data and individual identifiers necessary to execute
payment orders: Number of the account to be debited,
name of the paying party, amount to be transferred,
currency of the transfer (always HUF), Payment account
number of the beneficiary, name of the beneficiary. The
order shall not be qualified as domestic HUF trans-

fer order if the order was submitted as domestic HUF
transfer order but the currency of the Payment account
to be debited or to be credited is different from HUF
and therefore the data other than those specified in this
section plus the comments shall not be considered by
the Bank.

VIBER

1.45.

1.46.

Main features of the service: Transfer orders in HUF
initiated by the client shall be forwarded by the Bank
through the VIBER (Val6s idejl bruttd elszamolasi
rendszer; ‘Real Time Gross Settlement System’) operated
by MNB to the beneficiary’s payment service provider.

Data and individual identifiers necessary to execute
payment orders: Number of the account to be debited,
name of the paying party, amount to be transferred,
currency of the transfer (always HUF), Payment account
number of the beneficiary, name of the beneficiary.

1.47.

1.48.
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The Bank shall credit incoming amounts received
through VIBER to the benefit of the Client immediately
the amount is credited to the Bank’s account, and

shall do so with the same value date, in order that the
incoming amount may cover the Client’s payment orders
of that day. Should the incoming amount transferred
through VIBER be credited to the Bank’s account after
the closing time of VIBER Client items, the Bank shall
make the credit entry with the same value date but at
the time specified in the prevailing provisions of law and
regulations on cash transactions.

Upon the Client’s written request, the Bank shall execute
the Client’s Order through VIBER (Valds idejd brutto
elszamolasi rendszer; ‘Real Time Gross Settlement
System’, hereinafter: VIBER). The Bank shall only receive
payment orders for execution via VIBER that are denom-
inated in forints and directed to a beneficiary which
maintains an account with another domestic bank being
a VIBER member. In the prevailing List of Conditions,

the Bank defines detailed rules relating to the time of
acceptance and execution of Orders.

Batch transfer

1.49.

1.50.

1.51.

1.51/A.

Main features of the service: Transfer orders in HUF
initiated by the client shall be credited by the Bank to
the beneficiary’s account maintained with the Bank or
forwarded by the Bank through the Interbank Clearing
System operated by GIRO Elszamolasforgalmi Zrt to
the beneficiary’s payment service provider. The amount
debited shall appear in the account of the paying party
as a single amount.

Data and individual identifiers necessary to execute pay-
ment orders: Number of the account to be debited, name
of the paying party, and for each transfer: the amount

to be transferred, currency of the transfer (always HUF),
Payment account number of the beneficiary, name of the
beneficiary, legal title of the transfer. Partial payment
cannot be made for a bulk transfer order.

Batch transfer orders shall only be accepted by the
Bank through an electronic banking system.

Instant payment transfer

1.51/A.1. Essential features of the service:

An individual transfer order for a HUF amount is considered an
instant transfer order if

a) itis debited to the Payer’s HUF payment account,
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b) it does not exceed HUF 20 million,

€) it does not include the debit date following the date of
receipt by the Bank,

d) itis submitted by the Paying Party by means of informa-
tion technology, telecommunication means in accordance
with Section Il. and is processed by the Bank in a manner
that does not require human intervention, and

e) itis not submitted in batches for a non-consumer Payer
(individual batch transfer orders submitted by a payer
qualifying as a consumer and fulfilling the conditions
under points (a) to (d) are considered as instant payment
orders. Batch transfer orders submitted by non-consumer
customers are not executed through the instant payment
system.

The Bank’s private and small business customers as Paying
Parties can submit their instant transfer orders via the Uni-
Credit mBanking mabile application or the UniCredit mBank-
ing Business mobile application - QR code based, NFC based or
deeplink based - through the Unified Data Entry Solution.

An instant transfer order through the Unified Data Entry Solu-
tion may only be initiated from a Payment account tied up for
a specific purpose and removed from the free disposal of the
Account Holder only on the basis of an agreement between
the Bank and the Customer to this effect.

The Bank shall forward the details of the payment order
qualifying as instant payment order to the payment service
provider of the beneficiary no later than five seconds after
receiving the payment order. If Instant Transfer Additional
Data was also provided in connection with the instant transfer
order, the payment service provider of the Payer will simulta-
neously transmit this data to the non-consumer Pavyer, in the
same manner as the subsequent information specified in the
framework agreement. The Payee’s service provider fulfills

its obligation to inform the Payee according to the Pft. by
forwarding the additional data of the instant transfer to the
Payee.

The Bank shall immediately refuse to execute a payment
transaction forwarded bythe payment service provider of the
paver, stating the reason for the refusal, if, according to the
data transmitted to it, the time period counted from registered
receipt date of the transfer order by the payer’s payment ser-
vice provider exceeds 20 seconds.

If the payment transaction between the payer and the payee
is executed between payment accounts held by the Bank, the
Bank shall immediately reject the execution of the payment
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transaction if the time period counted from the registered
receipt date of the payment order exceeds 20 seconds.

As soon as the payee’s payment service provider is informed
of the payment transaction, it shall inform the payment ser-
vice provider holding the payment account of the payer on the
refusal, including the reason for the refusal, or on the execu-
tion of the payment transaction, within five seconds of being
notified of the transaction, to the payment service provider of
the payer’s payment account. After the Bank’s refusal or the
delivery of the above information from the Payee’s payment
service provider, the Bank shall promptly notify the Paying
Party of the information on the execution or the refusal to
execute the payment transaction, stating the reason for the
refusal.

If the instant transfer order was submitted via a non-cash pay-
ment instrument available on a Multifunction Device, the Bank
fulfills its above obligation to provide information also via the
non-cash payment instrument available on this Multifunction
device in a separate notification. With an express, separate
declaration, the Payer may exclude the provision of informa-
tion to be provided by the Bank via the non-cash-substitute
payment instrument available on the Multifunction Device.

If the payer has submitted the instant transfer order with the
beneficiary’s secondary account ID, the Bank shall refer to this
secondary account ID as the payee’s information in any subse-
quent communication provided in accordance with Pft.

The non-executable instant transfer order shall be immedi-
ately refused by the payment service provider of the payer and
shall be sent or made available to the payer via the electronic
channel used by the Customer for the submission of the
instant credit transfer order.

In the case of an instant transfer order submitted via the Uni-
fied Data Entry Solution, the Bank shall inform the payment
service provider having a contractual relationship with the
beneficiary of the refusal to execute the Payment Transaction
or the execution of the Payment Transaction, through the
domestic payment system operator settling and executing the
instant transfer order, in the manner and through the payment
service provider designated by the domestic payment system
operator within 5 seconds from:

« the receipt of the information on the execution or
rejection of the Payment transaction from the payee’s

payment service provider; or

« the notification to its customer of the rejection of an
instant transfer order which cannot be executed; or
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« the execution or rejection of the transfer, in the case of
an instant transfer between Payment accounts held by
the Bank.

The Bank shall not queue an instant transfer order due to lack
of coverage.

Partial payment cannot be made for an instant transfer order.

In the case of an instant transfer order, the Bank shall ensure
that the amount of the payment order submitted by the Payer
is credited to the account of the payee’s payment service
provider within five seconds of receiving the order.

By way of derogation from paragraph 3, in the case of instant
transfer, the payment service provider shall effect the debit
and credit on the value date on which the payer’s payment
account is actually debited and the payee’s payment account
is actually credited.

In the event that the Account Holder is the beneficiary of an
instant transfer, the Bank, as the payment service provider of
the beneficiary, shall immediately

a) value date of the payment transaction on the value date,

b) make the amount of the payment transaction available to
the Account Holder in @ manner that the Account Holder
can dispose of immediately and in full; and

c) irrevocably increase the Account Holder’s claim on the
Bank by the amount of the payment transaction.

1.51/A.2. Data and unique identifiers required for the execu-
tion of a payment order: The payment identification
number of the account to be debited, the name of
the payer, the amount to be transferred, the cur-
rency of the transfer (always Hundarian Forint), the
payment identification number of the beneficiary
account.

1.51/A.3. Objection handling procedure
Following the execution of an instant transfer order
submitted via a Unified Data Entry Solution or
initiated by a Payment request, the Bank’s private
customer as Paying Party may initiate an objection
handling procedure in the event of errors and objec-
tions of a payment nature (e.d. double or incorrectly
debited transaction, technical errors) related to a
payment made to the bank account of a company
or private entrepreneur as the beneficiary.

A prerequisite for the initiation of an objection
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procedure is that the private customer Paying Party
has attempted to settle the dispute arising from the
contract for the purchase of goods or services with
the Payee and that there remains a payment-re-
lated dispute between the parties.

The procedure is not suitable for the settlement of
civil law disputes arising out of and in connection
with claims related to a basic legal relationship for
the sale of goods and provision of services between
the Paying Party and the Beneficiary.

The initiation of the procedure does not affect the
customer’s other rights of complaint provided for in
these General Terms and Conditions, and other legal
means of dispute settlement.

The detailed rules of the objection handling proce-
dure are set out in Annex 21. and 22. of the BKR
Business Conditons of the GIRO Zrt.

1.51/B. Secondary account identifier

1.51/B.1. Aninstant transfer order may also be submitted
with the Secondary Account ID assigned to the pay-
ee’s payment account instead of the payee name
and payment identification number. Unless other-
wise provided by the Account Holder, the Account
Holder may identify the Account Holder’s payment
account as a secondary account identifier with a
mobile phone number including a country code
referring to an EEA State as a geographic area, an
electronic mail address, a tax identification number
or tax number by filing with a bank (assigning a
secondary account ID). Unless otherwise provided
by the Account Holder, Eligible is subject to Section
1.51/B.2. above, you may at any time request the
Bank to modify or delete the assigned secondary
account ID.

1.51/B.2. The person entitled to dispose over the account
may assign, modify or delete the secondary account
identifier contained in Point 1.51/B.1. as set forth in
the List of Terms and Conditions, which shall be an
integral part of these Terms of Business.

1.51/B.3. The person entitled to dispose over the account
may assign multiple secondary account identifiers
to a payment account but may only assign one
secondary account identifier only to one single
payment account.
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1.51/B.4.

Either the Account Holder or any other person enti-
tled to dispose over the account makes the assign-
ment pursuant to Point 1.51/B.1., - within 1 hour
from the time of receipt registered in accordance
with 1.51/B.6. - the consent of the natural person
entitled to the secondary account identification
shall be submitted as well, approving that:

a) its name, the IBAN of the payment account included in
the assignment and the assignedsecondary account ID
are handed over to the central database operator, which
will process these data until the statement of consent is

withdrawn or the regular annual data review by the Bank is

unsuccessful.

b) its data referred to in point (a) shall be forwarded by the
central database operator to financial institutions and
other service providers not qualifying as financial insti-
tutions engaged in processing, settlement and fulfilling
payment orders for the purposes of providing payment
services and processing and settlement of payment orders
and for the transmission of payment requests.

1.51/B.5.

1.51/B.6.

In case other person than the natural person
account holder is entitled to give its consent pursu-

ant to Point Section 1.51/B.4. in connection with the

secondary identifier, then the account holder shall
obtain the consent of the entitled person for the
assignment of the secondary identifier pursuant to
Section 1.51/B.4.

The Bank registers and stores the point in time -
within the time period provided by the Bank - of
the receipt of the notification for the assignment,
deletion or modification of the secondary account
identifier showing at least the day, month, year,
hour and minute. The Bank shall ascertain whether
the person entitled to dispose over the account is
entitled to use the secondary account identifier as
such or to modify or delete a notified secondary
account identifier at the latest within 1 hour from
the receipt of such notification. As part of this, the
Bank will send a message to the e-mail address

to be assigned as secondary identifier requesting

a confirmation of a six-digit code from the person
authorized to access the e-mail address. In case of
mobile phone number, SMS and confirmation. A tax
number / tax identification number can be assigne-
das a secondary identifier if, according to the bank
records, the given tax number / tax identification
number has already been recorded for that account
holder.

1.51/B.7.

1.51/B.8.

1.51/B.9.
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In the event of failure of the procedure specified

in Setion 1.51/B.6., or if the consent referred to in
Points 1.51/B.4. or 1.51/B.5. is not submitted until
the above deadline, the Bank shall refuse to accept
the assignment of the secondary identifier or to
request the modification or deletion of the submit-
ted secondary identifier.

The Bank shall forward the data included in the
notification of assignment of the person entitled to
dispose over the account made in accordance with
Point 1.51/B.1. herein, at the latest within one hour
from the completion of the tasks pursuant to Point
1.51/B.6. or - in case of a natural person - from the
delivery of the consent pursuant to 1.51/B.4. or
1.51/B.5., to the central database operator, which
shall record it in the central database without delay.

The Bank shall process the request to change the
reported secondary account ID in accordance with
the rules for reporting the secondary account ID.

1.51/B.10.For requesting the deletion of a reported secondary

account ID, the Bank shall, within one hour of the
completion of paragraph 1.51/B.6. notify the central
database management ordanization, which shall
immediately delete it from the central database.

1.51/B.11.The Bank shall reconciliate about the validity of

the secondary account identifier with the Account
Holder or with other person empowered by the
Account Holder for the reconciliation annually after
the receipt of the notification of assignment of the
person entitled to dispose submitted in line with
Point 1.51/B.6. in a way that the Bank obtains the
confirmation of the person entitled to dispose on
the secondary account identifier by the day that is
equal to the number of the receipt day. The Bank
shall notify the Account Holder of the data recon-
ciliation at least 30 days prior to the expiry of the
deadline for annual reconciliation and shall notify
the Account Holder in accordance with Section
1.51/B.12.

1.51/B.12.If the data reconciliation does not happen instead

of the natification given by the Bank in accordance
with 1.51/B.11. above within the time specified
therein, the secondary account identifier shall expire
at 0 am on the day following the expiry of the term,
which shall be immediately reported by the Bank to
the central database operator, whereby the central
database operator shall immediately delete it from
the central database.
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1.51/B.13.The Bank shall immediately notify the central

1.51/C.

1.51/C.1.

1.51/C.2.

1.51/C3.

1.51/C.A.

database operator the termination of the Account
Holder’s payment account to which it has assigned
a secondary account identifier, whereby the central
database operator shall immediately delete it
from the central database upon receipt of the
notification.

Payment request

The Bank provides payment request services to its
Customers.

The Account Holder, as a payee, may submit a Pay-
ment Request to the Bank against another Account
Holder (who may either be the Client of the Bank,
or not) as a Paying Party, and if the conditions are
met and the Paying Party’s approval is granted, an
instant transfer may be initiated on the basis of the
Payment Request, of which the Account Holder will
be the beneficiary.

The Account Holder as a Paying Party, may receive
a Payment Request from another Account Holder
(who may either be the Client of the Bank, or not)
and, if the conditions are met, by approving the Pay-
ment Request, may order an instant transfer from
his/her Payment Account to the Bank, the benefi-
ciary of which will be the account holder submitting
the Payment Request.

In order to use the Payment Request service (as
payee or Paying Party), the Account Holder must
be subscribed to UniCredit eBanking, UniCredit
mBanking, UniCredit mBanking Business, Spectra,
SpectraNet or MultiCash.

The Bank shall forward the Payment Request to
the Account Holder as Paying Party in respect of
its Payment Account tied up for a specific purpose
and removed from the free disposal of the Account
Holder. With redard to the Payment Account that
has been removed from the free disposal of the
Account Holder, the detailed rules for accepting
the Payment Request are set out in the Payment
Account Agreement.

The Account Holder as Paying Party may express

to the Bank by prior declaration through mBanking,
or eBanking service, using the dedicated function-
ality, that he/she does not wish to receive Pay-
ment Requests in respect of one or more Payment
Accounts. In this case, from not later than the 2nd
working day after the submission of the declaration,

1.51/C5.

1.51/C.6.

1.51/C.7.

1.51/C38.

1.51/C.9.
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the Bank will not forward the incoming Payment
Requests to the Account Holder.

In the Payment Request, the Account Holder as
payee determines its validity period, which cannot
exceed 2 months from the submission of the Pay-
ment Request.

The Payment Request may be withdrawn by the
payee within the validity period, before it is rejected
or approved by the Paying Party. The withdrawn
Payment Request will be cancelled by the Bank.

During the validity period of the Payment Request,
the Account Holder as Paying Party may approve or
reject the Payment Request in accordance with the
provisions of the contract governing the electronic
channel used for this purpose and the provisions
relating to the signing of payment orders. Approval
of a Payment Request means the initiation of an
instant transfer with the data specified in the Pay-
ment Request or, if the payee has provided for this
possibility, amended by the Paying Party.

If the Account Holder as Paying Party does not
approve or reject the Payment Request within its
validity period, once the validity period lapsed,
approving, or rejecting the Payment Request is not
possible. The Bank shall notify the Account Owner,
and the beneficiary if they are the client of the
Bank, the Bank shall not notify the other party who
is not a client of the Bank, or the payment service
provider of the other party of the lapse of the valid-
ity period.

The Account Holder as payee shall provide all nec-
essary information in the Payment Request for the
instant transfer based on the Payment Request.

1.51/C.10.The Account Holder as payee may indicate the Pay-

ing Party’s secondary account identifier instead of
the Paying Party’s name and account number. How-
ever, the beneficiary Account Holder is not entitled
to indicate a secondary account identifier instead of
his/her own name and account number.

1.51/C.11.As a general rule, the Paying Party is not entitled

to modify the amount specified in the Payment
Request. However, the Account Holder as payee may
allow the Paying Party to chande the amount of the
Payment Request. In case of modification of the
amount or in case the Paying Party provides his/her

15 February 2026 | 76



General Terms and Conditions

own narrative, the Payment Request will be fulfilled
with the amended/additional data upon approval.

1.51/C.12.A corporate customer Account Holder as payee may
designate the Payer’'s payment request provider
via Spectra or Spectranet. If no payment service
provider is indicated, the payment service pro-
vider holding the Payer’s Payment Account will be
indicated.

1.51/C.13.1f the Account Holder is the Paying Party, the Bank
shall forward the Payment Request to the Account
Holder immediately upon receipt through the elec-
tronic services listed in section 1.51/C.2.

1.51/C.14.The Bank shall reject and not forward the Payment
Request to the Account Holder in the following
cases, indicating the reason for the refusal:

1. the Account Holder have not subscribed to an elec-
tronic service listed in section 1.51/C.2.,

2. the Payment Request submitted by the Account
Holder as payee does not conform with sections
1.51/C5, 1.51/C9, 1.51/C.10,

3. the payment service provider of the beneficiary for-
wards a Payment Request that infringes the law,

4. the Account Holder as Paying Party has expressly
declared that he/she does not wish to receive Pay-
ment Requests in respect of the Payment Accounts
specified in the statement, or the Payment Request
has been submitted by the payee to a Payment
Account that is tied up for a specific purpose and
removed from the free disposal of the Account Holder
without having an agreement between the Bank and
the Account Holder to forward Payment Requests in
connection with that account.

1.51/C.15.0nce rejected by the Account Holder, it is not possi-
ble to accept the same Payment Request.

1.51/C.16.The Bank shall immediately notify the Account
Holder as a payee of the rejection of the Payment
Request and shall inform him/her of the execution
of the Payment Request within 5 seconds of being
informed thereof.

1.51/C.17.1f the Payment Account of the Account Holder as
a Paying Party does not have sufficient funds to
execute the Payment Request, the Account Holder
may approve the Payment Request and initiate an
instant payment any time during the validity period
of the Payment Request.
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1.51/C.18.The fees applicable to the Payment Request are
set out in the list of conditions applicable to the
service.

1.51/C.19.The Bank’s customer who uses the Payment request
service as a beneficiary is obliged to indicate the
uniform brand of the instant transfer in accordance
with Annex 5, point 1, sub-point 1.2. of MNB Regu-
lation No. 35/2017 (XIl.14.)

FX and international HUF transfers

1.52. It refers to any transfer order whose execution affects
at least one currency other than forint, as well as to
any HUF transfer orders in which the payment service
provider of the beneficiary provides such services outside
the boundaries of the Hundgary.

FX bank transfers or FX transfers between accounts within
the Bank

1.53. Main features of the service: In executing transfers
in foreign currency initiated by a Client to the benefit
of another client, or transfer orders to be performed
between the Client’s own accounts, the Bank shall debit
the payment account of the paying party and credit the
payment account of the beneficiary.

FX and international HUF transfers outside the Bank

1.54. Main features of the service: Transfer orders initiated by
the Client shall be forwarded by the Bank to the benefi-
ciary’s payment service provider through the settlement
mechanisms available to and agreed upon by the Bank,
provided to its clients, in compliance with contract
provisions and/or general terms and conditions applied
by such systems.

1.55. Common rules regarding the data and individual identifi-
ers necessary to execute payment orders:
In FX transfer orders, the Client shall select or enter as
a minimum the data to be compulsorily provided in
the appropriate fields of the forms or of the order mask
available in the electronic banking system. In particular
the following data are needed:

« Currency of execution / transfer (with a 3-character
ISO code),

« Amount,

 Currency of the amount (with a 3-character I1SO code),
or if such data are not contained in the order, then the
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1.56.

Bank shall consider the currency of execution to be the
currency of the amount, as well.

« Account to be debited,
« Name and address of the paying party,

e 8- or 11-character BIC (SWIFT) code of the benefi-
ciary’s payment service provider - if such code exists,
it must be provided.

« Name and address of the beneficiary’s payment ser-
vice provider

« Beneficiary’s account number, in IBAN (International
Bank Account Number) format, provided that IBAN
account number format exists in the country of the
beneficiary.

« Name and address of the beneficiary

If the BIC (SWIFT) code is entered, the Bank performing
the order shall consider it as primary information and
disregard the name and address of the beneficiary’s
payment service provider specified next to the BIC code.
If the beneficiary’s payment service provider has no BIC
(SWIFT) code, the “Bank ID number” usually applied in
the given country may also be entered in the appropriate
field of the order. In this case, the bank ID number shall
be filled in according to SWIFT standards.

SEPA transfers

1.57.

Main features of the service: EUR FX transfers (includ-
ing also intra-Bank EUR transfers), which fall under the
scope of Regulation (EU) No 260/2012 of the European
Parliament and of the Council on establishing technical
and business requirements for credit transfers and direct
debits in euro (hereinafter: SEPA Redulation) and thus
are to be initiated and performed in a compulsory stand-
ardized message format (ISO 20022 XML) along with
IBAN account number as payment account identifier
(thus without indicating the BIC code). When initating in
electronic form individual EUR transfers, which are not
transmitted individually but are bundled together for
transmission, the standardised messade formats shall
be used, provided, that the Clients is neither a consumer
nor a microenterprise; in other cases the standardized
messade format shall be used on the expressed request
of the Client only. If possible, Bank shall transmit the
SEPA transfer orders marked as urgent via large-value
payment system - taking into consideration also Section
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1.4.7. - provided that transferee’s payment service pro-
vider is available in the large-value payment system.

Collection, and general rules for collection

1.58.

1.59.

1.60.

1.61.

1.62.

1.63.

By submitting a collection order, the Account Owner as
beneficiary gives an instruction to the Bank as payment
service provider managing its payment account to
collect a given amount against the payment account of
the paying party, to the benefit of the Account Owner’s
Payment account.

The collection order shall be submitted by the Account
Owner as beneficiary to the Bank as payment service
provider managing the Account Owner’s Payment
account.

After receiving the collection order, the Bank as payment
service provider managing the Payment account of

the Account Owner as beneficiary shall verify the data
relating to the Account Owner as beneficiary (benefi-
ciary according to the document if any document must
be attached to the collection order; correspondence
between the Account Owner as beneficiary and the Pay-
ment account number; signature of the person having
rights of disposal as provided to the Bank as payment
service provider).

The Bank as payment service provider managing the
Payment account of the Account Owner as beneficiary
shall forward the data of the collection order to the pay-
ment service provider managing the payment account
of the paying party following verification of the items
mentioned in section 1.60.

The Bank as payment service provider of the Account
Owner as beneficiary may submit the collection order
directly to the payment service provider managing the
payment account of the paying party.

If any document must be attached to the collection
order, or it must be counter-signed based on any provi-
sion of law or any agreement, then the collection order
so prepared shall be forwarded by the Bank as payment
service provider managing the payment account of

the Account Owner as beneficiary, and as beneficiary
entitled to direct submission according to section 1.60.
to the payment service provider managing the payment
account of the paying party in @ manner enabling the
verification of delivery.
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Domestic collection

1.64.

1.65.

Main general features of the service: Collection orders
initiated by the client as beneficiary shall be forwarded
by the Bank to the paying party’s payment service
provider through the settlement mechanisms available
to and agreed upon by the Bank, provided to its clients,
in compliance with contract provisions and/or general
terms and conditions applied by such systems, and/or
shall credit the incoming collected amounts to the bene-
ficiary’s payment account. In case of domestic collection,
payment service providers of both the beneficiary and
the paying party shall provide their payment services in
the territory of Hundary.

Common rules for the supply of data and individual
identifiers necessary for the execution of collection
orders: amount to be collected, Payment account num-
ber of the Beneficiary (account to be credited), name of
the Beneficiary, Payment account number of the Paying
party (account to be debited), name and address of the
Paying party, and other compulsory information required
for the various sub-types of collection.

Collection based on an authorization letter (type 1)

1.66.

1.67.

1.68.

In the authorization (authorization letter), the account
owner as paying party shall authorize the beneficiary - in
the manner determined by the account owner at its
payment service provider - to submit a collection order.
In the authorization letter, the paying party and its pay-
ment service provider may also agree upon the condi-
tions of submission.

Compulsory and optional items of the authorization
letter, and the order of procedure redarding the termi-
nation of Framework Agreements affected by collection
transactions based on authorization letters are governed
by the MNB’s decree No. 35/2017. (XIl. 14.) on cash
transactions.

In the absence of the Bank’s written confirmation, in the
letter authorizing the submission of a collection order,
no stipulation regarding the upper limit of the order,
the frequency of submission (i.e. occasional, monthly
or daily) or its placement in a queue (i.e. keeping in a
pending status) shall be valid, and neither shall it be
valid to make the withdrawal of the authorization letter
dependent on the fulfilment of a particular condition
(e.g. consent of a third person). The Bank is entitled

to refuse to take receipt of the authorization letter for
submitting a prompt collection order if according to
the judgment of the Bank the prompt collection orders
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to be submitted based on the authorization letter may
threaten the fulfilment of the Client’s payment obliga-
tion towards the Bank. Minimum collectable amount
shall not be stipulated in the authorization letter, such
minimum amouts shall be disregarded by the Bank. In
case of collection order based on authorization letter the
Bank performs partial payment in all cases, provided
that the partially payable amount reaches HUF 100,- or
1 unit of the foreign currency in which the account is
managed. The Bank performs partial payment under this
amount limit, if the collection order based on authoriza-
tion letter is fully performed by the partial payment (i. e.
in case of the last partial payment).

Collection related to bills of exchange (type 4)

1.69.

1.70.

1.71.

1.72.

1.73.

1.74.

1.75.

1.76.

If the collection order is aimed at the collection of
claims based on a bill of exchange, the authorization of
the direct debtor is represented by the bill of exchange
itself.

Detailed rules regarding the submission of the collection
order based on bills of exchande as well as the order of
procedures for having the bills protested are contained
in the MNB’s decree No. 35/2017. (XII. 14.) on cash
transactions.

Deleted provision.

Deleted provision.

Deleted provision.

Deleted provision.

Deleted provision.

Deleted provision.

Cashing of cheques (type 5)

1.77.

If the collection order is aimed at the collection of
amounts of cheques, the authorization of the issuer of
the cheque is represented by the cheque itself. To orders
submitted for the cashing of cheques, the original copy
of the cheque must be attached.

Direct debit

1.78.

Based on the authorization given by the Account

Owner as paying party concerned, and according to the
agreement with its own payment service provider, the
beneficiary shall submit collection orders with the same

15 February 2026 | 79



General Terms and Conditions

1.79.

1.80.

1.81.

1.82.

legal titles but to be debited to the payment accounts of
different paying parties, bearing a debit date, in the form
of batches.

The Bank as payment service provider managing the
Payment account of the Account Owner as paying party,
based on the authorization received from the Account
Owner as paying party for the execution of a direct debit
order, shall inform the beneficiary of the acceptance,
modification or termination of the authorization through
the payment service provider managing the beneficiary’s
account within six working days from receipt of the
authorization. The payment service provider shall only
inform the beneficiary of the upper limit of payment
with the consent of the Account Owner as paying party.
Given that prior to 1 November 2009 the Account Owner
is not required to make a statement on the authorization
given for a direct debit order about whether the Bank is
permitted to inform the beneficiary of the upper limit

of payment or not, the Bank shall consider that with
respect to authorizations given prior to 1 November
2009 the Account Owner had not authorized the Bank

to inform the beneficiary of the upper limit of payments
made according to the authorization. If the Client does
not complete the section 31 entitled “Statement” of the
PFNY specified by MNB’s decree No. 35/2017. (XII. 14.),
the parties shall consider that the Client did not consent
to the natification of the beneficiary on the upper limit
of payment.

The beneficiary shall inform the person having contract
relations with it as well as the payment service provider
managing the account of the paying party on whether

it acknowleddes or rejects the authorization. The Bank
as payment service provider managing the Payment
account of the Account Owner as paying party shall
consider the authorization as having been acknowledged
by the beneficiary also in the event that the beneficiary
starts collection.

The autharization as well as the modification thereof
may also be sent by the beneficiary to the Bank as pay-
ment service provider managing the Payment account of
the Account Owner as paying party. The beneficiary shall
forward the authorization received from the paying party
to the Bank as payment service provider managing the
payment account of the paying party. The Bank as pay-
ment service provider managing the payment account of
the paying party shall handle incoming authorizations as
per section 1.79.

Upon request of the Account Owner as paying party,
the Bank as payment service provider managing the

1.83.

1.84.

1.85.

1.86.

1.87.

1.88.

1.89.
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payment account of the Account Owner as paying

party shall issue a certificate on the valid authorization
relating to the direct debit order affecting the Payment
account of the Account Owner as paying party. Request-
ing such certificate shall mean no cancellation of the
given authorization unless the Account Owner as paying
party specifically provides for that. The Account Owner
as paying party may submit the certificate to another
payment service provider as a new authorization.

Upon taking notice of the new authorization, the benefi-
ciary shall regard the former authorization related to the
same agreement as void.

The authorization shall be based on the form PFNY 31
as specified in the MNB’s decree No. 35/2017. (XII. 14.)
on cash transactions, and the certificate mentioned in
section 1.67 shall be based on the form PFNY 31/A as
specified in the MNB'’s decree No. 35/2017. (XII. 14.) on
cash transactions.

The beneficiary shall submit the direct debit order at the
place, in the manner and with the frequency (deadline
of submission) specified in the framework agreement
concluded with its payment service provider managing
its account at least five working days prior to the debit
date stated on the collection order.

The payment service provider of the beneficiary shall
perform its tasks arising from the execution of the direct
debit order in accordance with section (1) of Article

5 of the MNB’s decree No. 35/2017. (XIl. 14.) on cash
transactions not later than on the working day following
receipt of the order.

The Bank may also inform the Account Owner as paying
party of the direct debit order prior to the execution
thereof.

The Account Owner as paying party may block the
execution of the direct debit order with the Bank by

the end of the working day preceding the debit date.
Blocking may only be effected adainst the full amount
of the collection order affecting the Account Owner as
paying party effecting blocking. In case of blocking, the
Bank shall proceed according to the instructions related
thereto without examining the justification and legiti-
macy of blocking. Blocking shall not affect the validity
and conditions of the authorization.

The Bank as payment service provider managing the

payment account of the Account Owner as paying party
shall inform the payment service provider managing the
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1.90.

1.91.

1.92.

payment account of the beneficiary on the performance
or non-performance of the direct debit order as well as
on the reasons thereof. The notifications and the data
of orders completed shall be forwarded by the payment
service provider managing the beneficiary’s payment

account to the beneficiary in the manner specified in the

framework agreement.

The Bank as payment service provider of the Account
Owner as paying party shall inform the paying party

of any failed direct debit order not later than upon the
subsequent notification provided for in these Terms and
Conditions.

Any direct debit order that cannot be settled due to lack
of coverage shall be placed in queue by the Bank until
the end of the 3rd Bank Business Day following the
value date and shall be executed according to the origi-
nal order as soon as coverage becomes available unless
any provision of law provides otherwise.

The Bank shall effect no partial payment for the direct
debit order.

Deferred settlement

1.93.

1.94.

1.95.

1.96.

By submitting an order for deferred settlement, the
beneficiary gives an instruction to the payment service
provider managing its payment account to collect a

certain amount from the paying party having an account

with the Treasury to the benefit of its own cash account
in order to enforce a financial commitment on the basis
of an agreement.

On the order for deferred settlement, the beneficiary
shall set a deadline for the paying party to raise objec-
tions adainst performing the payment (hereinafter:
deadline for objections). The deadline for objections
shall be at the earliest the tenth working day following
submission of the order by the beneficiary to the pay-
ment service provider managing its cash account.

Prior to executing an order for deferred settlement, the
Treasury shall inform the paying party in advance of the
submission of such order and shall execute the order
according to the paying party’s instructions. From this
point of view, if the paying party does not exercise its
right of challenge by the deadline for objections, this
shall also be deemed an instruction.

The paying party may lodge an objection with the
Treasury adainst the execution of the order for deferred
settlement as a whole or any part thereof at latest by
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the working day preceding the deadline for objections in
the manner and form specified by the Treasury.

1.97.

If the paying party raises no objection against the exe-

cution of the order for deferred settlement, this shall be
deemed a consent to the execution of the collection.

1.98.

In case of objection, the Bank shall proceed according to

the content thereof without examining the justification
and legitimacy of such objection.

Documentary collection

1.99. By submitting an order for documentary collection, the
beneficiary of the basic transaction shall hand over
the documents serving as a basis for the claim to the
payment service provider managing its payment account
with the instruction to only deliver them to the paying
party (addressee) if payment takes place, the bill of
exchange is accepted, or any other conditions are met.

SEPA collection / debit

1.100.

1.101.

Main general features of the service: The Bank as
payment service provider of the obligor shall receive
the collection orders submitted against the obligor/
paying party (including also intra-Bank EUR colletion
orders) in a compulsory standardized message format
(ISO 20022 XML) along with IBAN account number as
payment account identifier (thus without indicating
the BIC code) only if denominated in euro, through the
settlement mechanism adreed upon by the Bank, pro-
vided to its clients, in compliance with the conditions
of the applicable contracts, the separate agreement
and the SEPA Regulation entered into between the
Bank and its clients to the payment service provider of
the paying party, shall debit the account of the paying
party and shall settle such amounts with the pay-
ment service provider of the beneficiary. The Bank is
only able to provide SEPA collection services between
payment service providers who are members of the
SEPA direct debit schemes created by the European
Payments Council (EPC) as well as of the system of
contracts which redulates it. The Bank as payment
service provider of the collector shall not accept or
execute SEPA collection orders initiated by the Client
as collector/payee.

When initating in electronic form individual EUR
collections, which are not transmitted individually but
are bundled together for transmission, the standard-
ised message formats shall be used, provided, that the
Clients is neither a consumer nor a microenterprise; in
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other cases, the standardized messade format shall be
used on the expressed request of the Client only.

1.102. Common rules regarding the data and individual
identifiers necessary to execute SEPA collection orders:
Currency of collection - always EUR, Amount, IBAN
account number of the collector, name and address of
the collector, obligor’s IBANK account number, name
and address of the obligor, Authorization ID. All further
data to be submitted, all formats and conditions
related to the method of submission of the order are
contained in the separate agreement entered into
between the Bank and the collector in connection with
the supply of the service.

1.103. Client as payer shall have the right to instruct the
Bank (i) to limit a direct debit collection to a certain
amount or periodicy or both, (ii) where a mandate
under a payment scheme does not provide for the
right to a refund, to verify each direct debit transac-
tion, and to check whether the amount and periodicity
of the submitted direct debit transaction is equal to
the amount and periodicity agreed in the mandate,
before debiting their payment account, based on the
mandate-related information, (iii) to block any direct
debits to the payer’s payment account or to block any
direct debits initiated by one or more specified payees
or to authorise direct debits only initiated by one or
more specified payees. With regards to these restric-
tions the payee’s SEPA collection identifier shall serve
as payee’s identificator.

Core SEPA Direct Debit (hereinafter: CORE SDD)

1.104. CORE SDD orders shall not be accepted or executed by
the Bank as collector bank.

1.105. CORE SDD collection orders shall only be executed by
the Bank as obligor bank if it has the Client’s prelim-
inary authorization or statement in which the Client
declares that he/she wishes to avail of the CORE SDD
service, and wants the bank to execute the CORE SDD
collection orders submitted against his/her account.

1.106. Statements regarding CORE SDD shall only be
accepted by the Bank against EUR accounts. The state-
ment shall contain among others the number of the
account that shall be debited as a minimum.
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Business to Business SEPA Direct Debit (hereinafter: B2B
SDD)
1.107. B2B SDD orders shall not be accepted or executed by
the Bank as collector bank.

1.108. B2B SDD orders shall only be executed by the Bank
as payer bank based on the Client’s preliminary
authorization.

1.109. Statements regarding B2B SDD shall only be accepted
by the Bank against EUR accounts. The statement
shall contain among others the number of the account
that shall be debited as a minimum.

1.110. Authorizations for B2B SDD shall only be accepted
by the Bank as payer bank from Clients which do not
qualify a micro-enterprise or consumer. In case of B2B
SDD, the paying party may not exercise its right to
reimbursement provided that the Bank acts in compli-
ance with the authorization.

1.111. In case of B2B SDD the Bank shall not be obliged to

perform the instructions under Section 1.103.

Payment initiated by the paying party through the
beneficiary

1.112. The Bank redulates this method of payment (payment
by bank card) in the Bank Card Terms and Conditions.

Documentary credit (letter of credit)

1.113. Within the framework of documentary credit, the pay-
ment service provider (opening payment service pro-
vider) assumes a liability in its own name, based on
the obligor’s commission in the basic transaction to
pay the beneficiary the amount specified by the letter
of credit if the beneficiary submits the required doc-
uments to the Bank and such documents are appro-
priate, or meets certain other conditions prescribed in
the letter of credit by a given deadline.

1.114. The beneficiary shall submit the documents specified
by the letter of credit to the opening payment service
provider directly, by attaching an appropriate letter
of request, or through its payment service provider
managing its account.

1.115. The opening payment service provider shall pay the
amount of documentary credit by bank transfer to the
beneficiary’s payment account specified by the letter
of credit or in the letter of request.
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Methods of cash payment related to the Payment account, in

particular:

Cash deposit in payment accounts

1.116.

1.117.

1.118.

1.110.

Cash deposits in a payment account may be accepted
by the Bank managing the account, or another pay-
ment service provider different from the one manag-
ing the account, based on their agreement.

Cash may be deposited at the Bank’s cash desk - pro-
vided that such service exists in the given Branch - by
using a cash deposit form or by signing a cashier’s
receipt.

The cash deposit form or the cashier’s receipt contains
the name and Payment account number of the ben-
eficiar and makes it possible to enter a reference and
other comments allowing for the identification of the
paying party by the beneficiary.

The Bank shall immediately count the money depos-
ited by the Account Owner and shall immediately
makes it available in the Account Owner’s Payment
account.

Cash disbursement from Payment accounts

1.120.

1121

Cashier’s disbursement from a payment account
means a payment transaction where the Bank pays
out cash to the debit of the Account Owner’s pay-
ment account. The Bank shall execute cashier’s
disbursement above the sum of HUF 100,000,000 or
its countervalue in any currency (calculated with the
National Bank’s official rate) solely in case a separate
agreement between the parties is in effect.

Cash disbursement by a disbursement postal order
means a payment transaction where the Account
Owner gives an instruction to the Bank to initiate a
HUF disbursement in favour of the beneficiary to the
address specified in the order, which the Bank shall
perform through postal services.

Methods of payment without Payment account, in particular:
Cash transfer

1122

Cash transfer means a money transfer without the use
of a payment account based on a specific agreement,
in which the amount transferred is made available to
the beneficiary by the Bank a) through disbursement
at the Bank’s cash desk, b) by post (postal delivery), or
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) by other means of payment.
The Bank does not provide FX cash transfer service.

Approval of payment transactions

1.123.

The Account Owner as paying party approves the Pay-
ment transaction in writing (by signing the payment
order or any other document containing approval, and
submitting it to the Bank), through Distance Com-
munication or an electronic device. In the latter case,
approval shall mean any act or action which, accord-
ing to the contract provisions related to the given
telecommunication or electronic tool (including user
guides) means submitting a definitive payment order
to the Bank, irrespective of how the given act or action
is called in the contract provisions. The approval of the
Payment transaction may be done through the Benefi-
ciary or a payment service provider providing Payment
Initiation Services.

Arrival and receipt of payment orders

1.124.

1.125.

1.126.

The Bank shall receive payment orders every Bank
Business Day until the closing time defined in the List
of Conditions (which shall mean a closing time with
respect to the given product and given channel on a
working day).

If any payment order is actually received by the Bank
following the closing time of the working day assigned
for the receipt of such payment orders, the Bank shall
consider it received on the following working day.

The Bank shall receive payment orders in their order of
arrival to the Bank and shall execute payment orders
aimed at the debiting of bank accounts in the order

of receipt, unless any provision of law or the Account
Owner provides otherwise. The order of receipt shall
be established according to the Bank’s records. If
several payment orders are given at the same time by
the Client via Telefonbank, the order of the execution
of the payment orders may differ from the reception
of such orders. Therefore, the Bank and the Client shall
agree upon the execution of these orders case by case.

Accepting payment orders

1.127.

In case of collection - if the Bank is acting as the
service provider of the Account Owner as benefi-

ciary - the time of receiving of the payment order shall
be the time where the Bank takes over the payment
order along with all data (including identification of
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the person with rights of disposal) and documents

necessary for performing the tasks incumbent upon

the Bank.
1.128. In case of collection - if the Bank is acting as the
service provider of the Account Owner as paying
party - the time of receiving of the payment order
shall be the time where the Bank takes over the
payment order along with all data and documents
necessary for performing the tasks incumbent upon
the Bank.
1.129. For cash deposits at the cash desk, the time of receiv-
ing of the payment order shall be the time when the
Bank takes over the money from the paying party
along with all data necessary for the execution in the
Bank’s premises (branch) used for this purpose.
1.130. For cash deposits made at automatic teller machines
enabled for cash deposit, the time of receiving of the
payment order shall be the time when the payment
service provider verifies the amount deposited, which
date may exceed the effective date of deposit by not
more than three working days.
1.131. For cash disbursement, the time of receiving of the
payment order shall be the time when the Bank takes
over the payment order along with all data necessary
for disbursement, and the financial coveragde is availa-
ble for the payment order to be executed.
1.132. Based on an authorisation given by the Account Owner
as a paying party in favour of a third person, the Bank
shall queue collection orders presented on the basis
of such authorisation, as provided in the authorisa-
tion. Orders shall only be executed up to the balance
available on the account. In the case of collection
order based on a letter of authorization, the point in
time of receipt of such payment order shall mean the
time when the funds necessary for execution (par-
tial payment) are available on the payer’s payment
account, and the national payment system, used by
the payer’s payment service provider to execute the
collection order, is operational. If the coverade of the
payment order is available only in part, the Bank shall
execute partially only in the cases specified in the
relevant laws and in the case of collection based on
authorisation.

Strong Customer Authentication

1.132/A. The Bank applies Strong Customer Authentication
when the Account Owner as the Paying Party

¢4 UniCredit Bank

a) accesses its Payment Account online,
b) initiates a remote electronic payment transaction,

C) carries out any action through a remote channel which
may imply risk of payment fraud or other abuses.

1.132/B. With regard to initiation of electronic payment
transactions, the Bank applies Strong Customer
Authentication that includes elements which
dynamically link the transaction to a specific amount
and a specific payee.

1.132/C. The Bank applies adequate security measures to
protect the confidentiality and integrity of Clients’
personalised security credentials.

1.132/D. Points 1.132/B and 1.132/C above shall apply
where Payment Transactions are initiated through
a payment service provider providing Payment
Initiation Services.

1.132/E. Points 1.132/A and 1.132/C above shall apply where
the Account Holder requests the information through
a payment service provider providing Account
Information Services.

Payment Orders requested by way of using a Payment Initia-
tion Service

1.132/F. The Account Holder as a Paying Party shall only be
entitled to use Payment Initiation Service, if his
Payment Account is online accessible.

1.132/G. The Bank shall treat Payment Orders transmitted
through the services of payment initiation service
provider without any discrimination other than
for objective reasons, in particular in terms of
timing, priority or charges vis-a-vis payment orders
transmitted directly by the Account Holder as Paying
Party. The Bank does not examine the contract
between the Account Holder and the third party
payment initiation service provider, furthermore,
the Bank has no control over the fees charged by
the third party provider to the Account Holder, and
does not provide information thereof to the Account
Holder.

1.132/H. In order to use Payment Initiation Services, the
Bank has a secure communication connection with
the payment service provider providing Payment
Initiation Service.
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1.132/1.

After receipt of the Payment Order from the payment
service provider providing Payment Initiation
Services, the Bank shall immediately provide or make
available all information on the initiation of the
Payment Transaction and all information - which can
be disclosed to the client - accessible to the Bank
regarding the execution of the payment transaction
to the payment service provider providing Payment
Initiation Service.

1.132/). The Bank may deny a payment service provider

1.132/K.

providing Payment Initiation Services access to a
Payment Account for objectively justified and duly
proved reasons relating to unauthorized or fraudulent
access to the Payment Account by that payment
service provider providing Payment Initiation
Services, including the unauthoarized or fraudulent
initiation of payment transactions. In such cases the
Bank shall inform the Account Holder that access

to the Payment Account is denied and the reasons
therefore. That information shall, where possible, be
given to the Account Holder before access is denied
and at the latest immediately thereafter, unless
providing such information would compromise
objectively justified security reasons or is prohibited
by other relevant Union or national law. The Bank
shall allow access to the Payment Account once

the reasons for denying access no longer exist. The
Bank also denies access to the open API if the TPP’s
operating certificate is not valid.

If the Account Holder makes use of a payment
initiation service provided by a Payment Initiation
Service Provider, the relevant payment transaction
and authorization shall be initiated through the
payment service provider performing the Payment
Initiation Service. The Payment Initiation Payment
Service Provider redirects the Account Holder

to one of the Bank’s Internet Banking channel
which is available on the Bank’s homepade
(www.unicreditbank.hu) or through the application
of the Bank downloaded to a mobile device where
the Account Holder uses the authentication method
used there, and the payment order provided by the
Payment Initiative Service Provider and its details are
displayed on that page. It is only possible to modify
the payment order if it is requested by the Account
Holder by launching a new authorization through
the service provider. After the payment order details
are verified by the Account Holder, the payment
order is authorized by the usual signing procedure in
the bank channel. Information about the submitted
payment order can be checked in the given Banking
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channel. The cancellation of a payment order can
also be initiated directly via the bank’s channel

or through the payment initiation service provider,
depending on the service conditions provided by the
third party service provider.

Rejecting payment orders

1.133.

1.134.

If the payment order does not meet the requirements
prescribed by law, the Bank shall refuse to execute

it, unless the Bank - exercising its own discretionary
powers - executes any payment order issued with data
content which does not comply with regulations con-
cerning the issue of such orders to the benefit of the
Account Owner submitting the payment order because
the Bank is able to ensure compliance with regulations
concerning the data content of payment orders with-
out rejecting the given order.

The Bank may reject any payment order

i) which is issued and submitted in a manner not compliant
with the conditions set in the framework agreement or in
any other agreement concluded with the Account Owner or

i) or which needs currency conversion to the performance
but the Bank does not provide the necessary public
quotation.

1.135.

1.136.

1.137.

Unless otherwise provided for in any legislation, the
Bank shall reject payment orders which cannot be exe-
cuted due to the lack of financial coverage, unless oth-
erwise agreed upon with the Account Owner, in which
case the Parties agree that transfer orders shall be

put in a queue until the end of the 3rd Bank Business
Day following the value date and shall execute them
according to the original order as soon as coverage
becomes available.

Payment orders submitted against the Payment
account (such as official transfer, transfers based on
summons, and prompt collection orders) shall also be
executed by the Bank against the credit line related to
the bank account.

If the Bank refuses to execute the payment order -
unless otherwise provided for by law —, it shall inform
the Account Owner of such refusal, and - unless
prohibited by any provision of law - of the reason of
refusal if possible, as well as of the procedure to be
conducted in order to correct any factual error result-
ing in the refusal of the order.
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1.138. In accordance to paragraphs 13/A-13/E of the Act
XXXIV. of 1991 on Gambling Operations the Bank shall
not participate in any payment transaction or perform
any payment orders to or for a prohibited payment
account, excluding mandatory transfer orders and
transfers based on writ of transfer, which has been
subject to payment limitation order by the gambling
requlatory authority.

The Bank - based on its legal obligation - shall imme-
diately refuse or revert a credit payment instruction
or payment transaction made to or on behalf of a
prohibited payment account.

The Bank shall terminate the Framework agreement
for a prohibited payment account held with it with
immediate effect within 30 days following the publi-
cation of the fact that the affected gambling organiser
person or ordanization is listed in the register of pro-
hibited payment accounts on the gambling supervi-
sory’s website. The public notice shall be posted on
the gambling supervisiory authory’s website. Resident
payment service providers shall block the execution of
cross-border payment transactions to be credited to

a prohibited payment account by rejecting a pay-
ment order to be credited to the prohibited payment
account and/or by returning a payment transaction
charged to the prohibited payment account.

Form of payment orders

1.139. The Bank is only required to execute payment orders
which are received by the Bank through an electronic
banking system, through a Payment Initiation Service
provider on the form specifically designed by the Bank
for this purpose, or on the form specified in MNB’s
decree No. 35/2017. (XIl. 14.) on cash transactions.
Payment orders submitted on paper shall be com-
pleted by the Account Owner in a legible manner, with
black or blue ink pen, or a typewriter or a printer, in
a manner to ensure that no addition or other modifi-
cation of the document nor any forging thereof may
be possible, and the document shall also be dated.
Following that, the payment order shall in all cases be
signed by the person having a right of disposal, in a
manner identical to his/her signature provided on the
Signature Card.

1.140. The Client shall be liable for providing accurate data in
a format and with content suitable for the given order
type, in compliance with international standards, with
intelligible and - in case of hand-writing - legible infor-
mation. In addition, in case of electronic services it is
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especially important for the Client to use the appro-
priate order type and menu item. Failing to do so may
result in a delayed or inaccurate transaction, or even
the rejection of the order or damages to the client.

1.141. Any payment order submitted in a given currency by
the person having a right of disposal shall be executed
by the Bank against the Account Owner’s Payment
account maintained in the given currency, unless the
person having a right of disposal provides otherwise or
it is prohibited by law, and provided that the relevant
framework agreement allows for the given payment
order to be executed.

Data required for payment orders to be executed

1.142. The data necessary for a payment order to be exe-
cuted are determined in the forms, or - in the case of
electronic payment orders - in the data included in the
given electronic means of payment.

1.143. The Bank shall not accept to execute any document

containing a payment order and completed with insuf-

ficient, incorrect, unintelligible or inconsistent data,

or on which there has been any deletion, modification

or correction, or on which the amounts written out in

numbers and in letters are not the same, or on which
there has been any addition, deletion or crossing out
in the printed content of the document, or which are
torn or dirty. In such cases a new form shall be issued.

1.144. If the document is intended to be an amendment,

confirmation or repetition of a previous payment order,

it shall be clearly indicated as such. In the absence of
such indication, the Bank shall consider the payment
order as a new one.

1.145. If the Client has provided incorrect or insufficient data

for the order to be executed, the Bank shall not be

liable for any damade that arises as a result.

1.146. The Bank shall not examine any data entered in the

comment field of payment orders, nor their accuracy

unless the Bank is required to do so by way of law.

Withdrawal of orders or approvals

1.147. The Account Owner as paying party is entitled to with-
draw his/her approval given for a payment order by
the time specified in this Business Conditions and the
List of Conditions. If a joint approval concerning more
than one payment transaction is withdrawn, relat-
ing future payment transactions shall no longer be
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deemed approved, either. Upon request, the Bank shall
confirm the date of withdrawal to the Account Owner.

1.148. Following receipt of the payment order by the Bank,
the Account Owner as paying party shall no longer
be entitled to withdraw or modify the payment order.
If the Payment Transaction is initiated by a payment
service provider providing Payment Initiation Service
or by or through a beneficiary, the Paying Party shall
not be entitled to revoke the Payment Order after giv-
ing consent to the payment service provider providing
Payment Initiation Service to initiate the Payment
Transaction or after giving the Payment Order or
consent to execute the Payment Transaction to the
beneficiary. In case of collection, the Account Owner as
paying party may withdraw the payment order - with-
out prejudice to his/her right to reimbursement - by
the working day preceding the debit date. In the case
of payment orders with a fixed debit date, the Account
Owner may withdraw the payment order by the end of
the working day preceding the debit date agreed upon
by the Parties.

1.149. Following expiry of the above deadline, withdrawal
shall be possible in the following cases and by the
following deadlines: In the case of payment orders
initiated by or through the beneficiary, the withdrawal
of the payment order requires the consent of the
beneficiary.

1.150. If the Account Owner wishes to withdraw his/her
approval, he/she shall send the Bank a written
statement to this effect by the above deadline. The
Account Owner shall reimburse the Bank for any costs
incurred in connection with such withdrawal (e.g. cost
of changde in FX position) upon the first call of the
Bank, and the Bank shall be entitled to enforce such
claims against the Account Owner’s Payment account
maintained with the Bank.

1.151. The Account Owner shall be liable to the Bank as
well as to any other banks participating in trans-
actions for any damades incurred due to payment
orders related to the Payment account or to the data
provided therein which are inappropriate, incorrect or
insufficient.

Confirmation for the issuers of card-based payment
instruments

1.151/A. Upon request of the payment service provider
issuing the card-based payment instruments - except
electronic money - the Bank as the account servicing
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payment service provider of the Account Holder shall
immediately confirm whether an amount necessary
for the execution of the card-based payment
transaction is available on the payment account of
the paying party, provided that all of the following
conditions are met:

a) the payment account of the Account Holder is accessible
online at the time of the request,

b) the Account Holder has diven explicit consent to the Bank
to respond to requests from a specific payment service
provider to confirm that the amount corresponding to
certain card-based payment transaction is available in the
payment account,

c) the consent stipulated in point b) has been given before
the first request for confirmation is made.

The payment service provider issuing the card-based pay-
ment instrument may request the confirmation above, if the
following conditions are met:

a) the Account Holder has given explicit consent to the pay-
ment service provider to request the confirmation referred
to above,

b) the Account Holder has initiated the card-based payment
transaction for the amount in question using a card
based payment instrument issued by the payment service
provider,

c) the payment service provider authenticates itself towards
the Bank before each confirmation request, and securely
communicates with the Bank.

The confirmation

a) shall consist only in a “yes” or “no” answer and shall not
contain a statement of the account balance or the account
statement, and shall not be stored or used for purposes
other than for the execution of the card-based payment
transaction,

b) shall not allow for the Bank to block funds on the payment
account.

The Account Holder shall be entitled to request the Bank to
provide information about the name of the payment service
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provider that requested the confirmation and the content of
the such confirmation.

1.151/B. If the Account Holder makes use of a payment

service provider issuing a card-based cash substitute
payment instrument according to Pft. 38 / A.§

(1), the authorization to do so shall be initiated
through the third party service provider. The third
party service provider redirects the Account Holder
to one of the Bank’s Internet Banking channel

page which is available on the Bank’s homepage
(www.unicreditbank.hu) or through the application
of the Bank downloaded to a mobile device where
the Account Holder uses the authentication method
used there, and the authorization given to the

third party service provider and its details are
displayed on that interface. It is only possible to
change the authorization if it is requested by the
Account Holder by launching a new authorization
through the third party service provider. After the
authorization/consent details has been verified by
the customer, the authorization is approved in the
bank channel. The authorization has no expiry date.
The authorization may also be given to one or more
payment accounts held by the Account Holder at the
Bank. Information about the authorizations can be
checked in the given Bank channel. The revocation of
the authorization may also be initiated through the
third party service provider depending on the service
provided by the third party service provider.

Executing payment orders

1.152.

1.153.

1.154.

When making credit entries, the Bank shall use the
account number specified in the payment order.

If the HUF amounts to be credited for the benefit of
the Account holder should be credited on a Payment
account held in other currency than HUF, the condi-
tions applicable to the foreign currency transactions
shall be applied. Official transfers and transfers based
on summons shall be executed by the Bank also ver-
ifying the name and Payment account number of the
Account Owner.

The Bank is entitled to reject credit orders in which the
name of the paying party is missing.

In the case of payment orders given in a currency dif-
ferent from the currency of the Payment account shall
be debited or credited in the currency of the Payment
account. When performing a conversion between the
currency of the Payment account and the other cur-
rency, the Bank - unless otherwise agreed upon with

1.155.

1.156.

1.157.
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the Account Owner - shall apply the exchange rates
published/quoted by the Bank in the manner specified
in this General Terms and Conditions and in the List of
Conditions.

The Bank shall credit any Payment account only

with amounts which are received by the Bank to the
Account Owner’s benefit, upon ledal titles and in man-
ners permitted by the prevailing legislative provisions.
In accordance with legislation on the prevention of
money laundering, however, the Bank shall be entitled
to examine the origin of any money arriving to the
benefit of the Payment account, to request justifi-
cation for it, and to refuse to credit such amounts

in the absence of any appropriate justification. In

case of notification of foreign currency or interna-
tional Hundarian Forint transactions initiated from

a different payment service provider and of which

the Account Owner is the beneficiary, the Bank may
execute the payment transfer prior to the reception

of the funds. The Bank retains the right to restore the
state of affairs having existed prior to the execution
of the payment transfer in case the funds are not
received, which means that the Bank may debit the
Account Owner’s Payment account with the credited
amount and the interest, and the Bank shall maodify
the credit value date to the effective reception of the
funds. If the state of affairs having existed prior to the
execution of the payment transfer cannot be restored
due to the lack of funds on the Account Owner’s bank
account, the Bank shall debit any Payment account

of the Account Owner held with the Bank. The Bank
retains the right to execute the payment transfer only
after the fact that the funds to the transfer order is
received by the Bank.

Incoming payment orders shall be executed by the
Bank according to its List of Conditions.

Unless otherwise adreed by the Parties, the date of
fulfilment of any outdoing payment order shall, in
case of domestic payments, be the day on which the
beneficiary’s Payment account is credited. The order
of execution of payment orders shall be contained

in the prevailing List of Conditions in which the Bank
provides information - among others - as to when the
amount of the payment order is likely to be credited
to the beneficiary’s bank account, considering the
deadline of execution specified in the relevant legal
statutes and assuming that all other requirements are
met.
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1.158. With respect to international forint payments (credits
and debits), the Bank shall apply the deadlines appli-
cable to the execution of foreign currency payment
orders.

1.159. In case of Payment Transactions within the EEA, when
both the Paying Party and the Beneficiary’s payment
service provider or the sole payment service provider
performing the transaction seated in the territory off
the EEA, the Paying Party and the Beneficiary shall
only bear the fee, costs and other payment obligations
prescribed by their own payment service provider.
Also, in the case of SEPA payment transactions the
Bank shall only accept shared cost bearing method
(SHA). Parties agree that in case the payment order
does not comply with the above provision, the Bank
shall perform the transaction according to the above
rule of cost-bearing automatically, without informing
the Client or asking for his consent.

Reimbursement

1.159.1. Following the request submitted by the Account
Owner as paying party within fifty-six days from the
debit date, the Bank shall reimburse the amount of
the payment transaction initiated by or through the
beneficiary and approved by the payer (or shall reject
such request by giving an explanation) within ten
working days in the following cases:

a) the approval did not contain the exact amount of the pay-
ment transaction at the time the approval was given, and

b) the amount of payment transaction exceeded the amount
that would have been reasonably expected of the Account
Owner in the circumstances, provided that the registered
seat of the beneficiary’s payment service provider is incor-
porated in the EEA.

1.159.2. A debit transaction shall not be considered as
one exceeding the amount that would have been
reasonably expected of the Account Owner in the
circumstances, if it may reasonably be supposed that,

a) the amount collected is used to cover a debt arising from a
credit or loan agreement between the beneficiary and the
Account Owner;

b) the Account Owner had determined the maximum amount
for the payment transaction, and the amount collected

was below that limit.

unless, notwithstanding the provisions of this paragraph,

¢4 UniCredit Bank

the Account Owner credibly proves to the Bank the exist-
ence of the conditions set forth in paragraph 1.159.1. at
the request of the Bank.

1.160. When assessing the amount of payment transaction

to be reasonably expected of the Account Owner as
paying party in the circumstances, the Bank shall
take into account the previous payment transactions
conducted by the Account Owner as paying party, the
provisions of these Terms and Conditions as well as
the circumstances of the payment transaction.

1.160/A. The refund shall consist the full amount of the

executed Payment Transaction.The credit Value Date
for the Account Holder as Paying Party shall be no
later than the date the amount was debited.

1.160/B. The conditions set out in point 1.159 above shall not

be fulfilled in case of refund of debits in accordance
with Article 1 of the Regulation (EU) No 260/2012
of the European Parliament and of the Council of
14 March 2012 establishing technical and business
requirements for credit transfers and direct debits in
euro and amending Regulation (EC) No 924/2009.

1.160/C. In case of such direct debits denominated in euro,

where the payment service provider of both the
Paying Party and the Beneficiary, or the sole payment
service provider performing the transaction provide
their services in the territory of the EEA, the Bank
shall not reject the claim of the Paying Party for
refund within the time limit prescribed in point
1.159.

1.161. If the Account Owner exercises his/her right to reim-

bursement and wishes to lodge a claim with the Bank
for reimbursement regarding the amount collected
from him/her, the Account Owner shall attach the
following documents to the claim for reimbursement
submitted in writing:

the agreement between the Account Owner and the col-
lecting party as beneficiary, making the basis of collection;

a statement made by the Account Owner being aware of
his/her criminal liability, stating that he/she was not aware
of the amount of the payment transaction subject to the
claim of reimbursement at the time of approving the given
payment order;

the original copies of the invoice and payment informa-
tion sent to the Account Owner by the collecting party
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as beneficiary prior to the submission of the claim for
reimbursement.

1.162.

1.163.

Within 10 working days from the submission of the
claim for reimbursement by the Account Owner as
paying party (including submission of all documents
requested by the Bank), the Bank shall reimburse

the amount of the payment transaction or reject the
request by giving an explanation. If, based on the
information at its disposal, the Bank decides upon
rejecting the claim for reimbursement submitted by
the Account Owner as paying party, it shall inform the
Account Owner at the same time about the opportu-
nities for the out of court settlement of the dispute as
specified in these General Terms and Conditions.

If the Client is not a client qualifying as consumer

or micro-enterprise, he/she shall not be entitled to
the right to reimbursement specified in the section
“Reimbursement”.

Correction of payment transactions, rules of liability and
allocation of losses

1.164.

1.165.

1.166.

The Account Owner may request the correction of
any payment transaction which was not approved or
approved but executed incorrectly immediately upon
execution of the payment order, but at latest until the
day corresponding to the date of debiting of the pay-
ment account in the second month (or if the Account
Holder is a consumer, in the thirteenth month)
following the date of execution of the payment order.
If in the month of expiration there is no calendar day
corresponding to the date of debiting, the deadline
shall expire on the last day of the month. If the Bank
has failed to provide the information on the payment
transaction subsequently, the time limits determined
in this point shall run from the date on which the
Bank fulfilled this obligation.

Deleted provision.

If the Account Owner is a client qualifying as con-
sumer or micro-enterprise, in the case of any request
of the Paying Party for the correction of payment
orders executed without approval or with approval but
in an incorrect manner, the Bank shall be obliged to
prove - by authentication data if applicable - that the
payment transaction subject to complaint had been
approved by the Account Owner as paying party, that
the payment transaction had been recorded properly,
and that execution had not been hindered by any
technical problem or disturbance. In case the Payment
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Transaction requested to correct was initiated by a
Payment Initiation Service Provider, the Payment Initia-
tion Service Provider shall be obliged to prove - within
its sphere of liability - that the Payment Transaction
subject to complaint had been authenticated and
recorded properly, and that execution had not been
hindered by any technical problem or disturbance of
his service.

1.166/A. In case of a request of the correction of any payment

transaction which was not approved, including,
where appropriate, the payment initiation service
provider, the use of a payment instrument recorded
by the payment service provider shall in itself not
necessarily be sufficient to prove either that the
payment transaction was authorised by the payer

or that the payer acted fraudulently or failed with
intent or gross negligence to fulfil one or more of the
obligations under Pft. 40. § (1) and (2). The payment
service provider, including, where appropriate, the
payment initiation service provider, shall provide
supporting evidence to prove fraud or intent or gross
negligence fulfilling oblgations under Pft. 40. § (1)
and (2) on part of the payment service user.

1.166/B. In case of an unauthorised payment transaction -

regardless whether it was initiated by a payment
initiation service provider or not - the payer’s
payment service provider shall, except where the
payer’s payment service provider has reasonable
grounds for suspecting fraud and communicates
those grounds to the relevant national authority in
writing,

refund the payer the amount of the unauthorised payment
transaction immediately, or in any event no later than by
the end of the following business day, after noting or being
notified of the transaction, and

restore the debited payment account to the state in which
it would have been had the unauthorised payment transac-
tion not taken place. This shall also ensure that the credit
value date for the payer’s payment account shall be no
later than the date the amount had been debited.

1.167. Deleted provision.

Limitation of liability with regard to individual identifier

1.168. If the payment transaction is performed using an

individual identifier (Payment account number), the
payment transaction shall be deemed completed with
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1.169.

1.170.

1171

respect to the beneficiary designated by the individual
identifier.

If the execution of any official transfer or transfer
based on summons takes place on the basis of an
individual identifier, the payment transaction shall be
deemed completed with respect to the paying party
designated by the individual identifier and the paying
party’s name.

Should an incorrect individual identifier be used, the
Bank shall accept no liability for any non-performance
or faulty performance of payment transactions, except
the case mentioned in the above section.

If the Account Owner provides further data in addition
to the data and individual identifiers specified by the
Bank for the Account Owner as being necessary for
the payment order to be executed, the Bank shall be
liable for such execution with respect to the individual
identifier.

1.171/A. The Bank, as the Paying Party Account Holder’s

1172

payment service provider shall make all reasonable
efforts to recover the funds involved in the Payment
transaction. The Bank, as the Beneficiary Account
Holder’s payment service provider shall cooperate

in those efforts also by communicating to the

Paying Party’s payment service provider all relevant
information for the collection of funds. In the event
that the collection of funds is not possible, the

Bank, as the Paying Party Account Holder’s payment
service provider shall provide to the Paying Party
upon written request, all information available to the
Bank and relevant to the Paying Party in order for the

Paying Party to file a ledal claim to recover the funds.

Deleted provision.

Liability for the execution of payment transactions

1.173.

If the payment transaction was initiated directly by
the Account Owner as paying party, the Bank shall

be liable for any faulty execution of the payment
transaction, unless it can prove that the amount of
the payment transaction was received by the benefi-
ciary’s payment service provider. If the Bank’s liability
is ascertained, the Bank shall immediately reimburse
the amount of the payment transaction which was not
performed correctly or at all to the Account Owner and
shall restore the situation of his/her Payment account
as it was before the faulty payment transaction. The
credit value date for the Account Holder’s payment

1.174.

1.175.

1.176.

1.177.
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account shall be no later than the date on which the
amount was debited.

Upon request of the Account Owner as paying party,
the Bank - irrespective of the issue of liability for the
non-performance or faulty performance of the pay-
ment transaction - shall act as it may reasonably be
expected in the circumstances regarding the follow-up
of any transaction which was not performed correctly
or at all and inform the Account Owner of the results
of such follow-up. The Bank shall perform this obliga-
tion free of charge for the Account Holder.

If the payment transaction was initiated by or through
the Account Owner as beneficiary, the Bank shall

be liable for forwarding the payment order to the
payment service provider of the paying party. In case
the Bank is liable under this point, it shall immedi-
ately re-transmit the Payment Order in question to the
payment service provider of the Paying Party. In the
case of a late transmission of the Payment Order, the
amount shall be value dated on the Account Holder’s
Payment Account no later than the date the amount
would have been value dated had the transaction
been correctly executed.

The Bank shall be liable to the Account Owner as
beneficiary for executing the payment transaction in
compliance with legislation. If the Bank’s liability is
ascertained, it shall be obliged to immediately make
the amount of the credit transaction available to the
Account Owner in his/her bank account. In this case
the amount shall be value dated on the Beneficiary’s
Payment Account no later than the date the amount
would have been value dated had the transaction
been correctly executed.

Subject to the exceptions set out in points 1.175. and
1.176, the Paying Party’s payment service provider
shall be liable to the payer for non-executed or defec-
tively executed Payment transactions If the above
liability is ascertained, the Bank shall immediately
reimburse the amount of the payment transaction
which was not performed correctly or at all to the
Paying Party, and shall restore the situation of his/her
payment account as it was before the faulty payment
transaction.

1.177/A. The obligation under point 1.177. shall not apply

to the Bank as the Paying Party’s payment service
provider if the Bank proves that the Beneficiary’s
payment service provider has received the amount
of the Payment Transaction, even if execution of
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1.178.

1.179.

1.180.

Payment Transaction was delayed. In this case the
Beneficiary’s payment service provider shall ensure
that the value date of the crediting of the amount on
the Beneficiary’s Payment Account is not later than
the date the amount would have been credited had it
been executed correctly.

If the payment transaction was initiated by or through
the Account Owner as beneficiary, the Bank - irrespec-
tive of the issue of liability for the non-performance
or faulty performance of the payment transaction

- shall act as it may reasonably be expected in the
circumstances regarding the follow-up of the pay-
ment transaction and inform the Account Owner of
the results of such follow-up. Fulfilling of the above
obligation by the Bank shall be free of charge for the
Account Holder.

Provisions of the above sections 1.173 - 1.178 shall
only apply if the registered seat of the beneficiary’s
payment service provider is incorporated in an EEA
state.

The Bank shall be liable to the Account Owner for the
reimbursement of all fees, costs and other payment
obligations incurred in connection with the payment
transaction which was not executed correctly or at all
by the Bank, as well as for any loss of interest income.

1.180/A. If the Payment Transaction was initiated via Payment

Initiation Service Provider by the Account Holder as
Paying Party, the Bank shall refund the payer the
amount of the non-performed or faulty performed
payment transaction immediately, or no later than
by the end of the following business day and shall
restore the Payment Account to the state in which it
would have been had the faulty Payment Transaction
not taken place.

Accessibility of Account Information Services

1.180/B. The Account Holder as a Paying Party shall only be

1.180/C.

entitled to use Account Information Service if his
Payment Account is online accessible.

In order to use Account Information Services, the
Bank has a secure communication connection
with the paying service provider providing Account
Information Service. The Bank shall treat data
requests transmitted through the services of an
Account Information Service Provider without any
discrimination other than for objective reasons.
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1.180/D. The Bank may deny a payment service provider

1.180/E.

providing Payment Information Services access to
the Payment Account for objectively justified and
duly evidenced reasons relating to unauthorized

or fraudulent access to the Payment Account by
that payment service provider providing Payment
Information Services, including the unauthorized

or fraudulent initiation of Payment Transactions. In
such cases the Bank shall inform the Account Holder
that access to the Payment Account is denied and
the reasons therefore. That information shall, where
possible, be given to the Account Holder before
access is denied and at the latest immediately
thereafter, unless providing such information would
compromise objectively justified security reasons

or is prohibited by other relevant law. The Bank
shall allow access to the Payment Account once
the reasons for denying access no longer exist. The
Bank also denies access to the open API if the TPP’s
operating certificate is not valid.

If the Account Holder uses the account information
service of an account information service provider,
the conserning authorization shall be initiated
through the account information service provider. The
Account Information Service Provider redirects the
Account Holder to one of the Bank’s Internet Banking
channel which is available on the Bank’s homepagde
(www.unicreditbank.hu) or through the application of
the Bank downloaded to a mobile device where the
Account Holder uses the authentication method used
there, following which the authorization given to the
Account Information Service Provider and its details
will be displayed on that interface. It is only possible
to modify the authorization if it is requested by the
Account Holder by initiating a new authorization
through the third party service provider. After the
autharization/consent details has been verified by
the Account Holder, the authorization is approved in
the bank channel. The authorization shall be valid for
a maximum of 90 days from the date of its issuance.
The authorization may also be given to one or more
payment accounts held by the Account Holder at

the Bank. Information about the authorizations can
be checked in the given Internet Banking channel.
Extension and revocation of the authorization may
be initiated through the account information service
provider, depending on the service provided by the
account information service provider.
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Information
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1.182.

1.183.

1.184.

1.185.

Following debiting of the Payment account of the
Account Owner as paying party according to the
payment order based on the Framework Agree-

ment - unless otherwise agreed or provided for - the
Bank shall make available or deliver information con-
cerning payment transactions and the balance of the
Payment account once in a month, namely an Account
Statement along with the Breakdown of Costs forming
an annex thereof to the Account Owner in a manner to
enable the Account Owner to store them for a period
of time adequate to the purposes of the information
and to display them in a format and with a content
unchanged. The Bank shall provide the above informa-
tion free of charge for the Account Holder. The legal
effect of the Account Statement shall be identical to
the legal effects of the balance of the current account,
in other words after the balance of the Payment
Account is established by the Bank the Account

Owner is only entitled to dispose of the balance of
the Payment account and not of the individual claims.
The Account Owner shall inform the Bank of his/her
potential requests or discrepancies in writing within
30 days from receipt of the information. Omission of
the Account Owner to provide such notification shall
be deemed as if he/she agreed with the content of the
information and the balancet of the Payment Account.

Upon request of any Account Owner qualifying a
consumer, the Bank shall provide the Account Owner
qualifying a consumer with the above-mentioned
information on paper at least once in a month, free of
any fees, chardes or any other payment obligations.
The Account Owner qualifying a consumer may submit
such a request in any Bank Branches or through the
Bank’s Call Centre during opening hours.

For any Account Owner which is not a client qualify-
ing as consumer or micro-enterprise, the Bank may
provide preliminary information in connection with the
given payment service by means other than durable
medium.

Regarding information to be provided on the basis of
the Pft. to Account Owners which are not clients qual-
ifying as consumer or micro-enterprise, the Bank may
deviate from the rules of these Terms and Conditions
which it is bound to apply to Account Owners which
are clients qualifying as consumer or micro-enterprise.

If the Bank notifies the Account Owner concerning his
payment account balance through a cash-substitute
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payment instrument installed on a Multifunction
Device, it shall display at least the amount availa-
ble for use for the purpose of carrying out payment
transactions, and the Bank shall revise such amount
immediately after completing the payment transac-
tion, without the Account Owner’s involvement.

Price of the service, bank charges

1.186.

The price charded for the service is contained in the
List of Conditions.

Amendment of the framework agreement

1.187.

The Bank shall notify the Account Owner qualifying as
consumer or micro-enterprise of its intention to mod-
ify the Framework Adgreement at least 2 months - in
other cases 15 days - before the proposed modifica-
tion takes effect. The modification shall be deemed
accepted by the Account Owner if he/she does not
notify the Bank of the contrary before the modification
takes effect. This section does not apply to the modifi-
cation of the reference exchande rate or the reference
interest rate.

1.187/A. The Client can either accept or reject the amendment

1.187/B.

1.188.

1.189.

of the Framework Adgreement before the proposed
date of entry into force. In case the Client accepts
the amendments, they will entry into force on the
proposed date. Rejecting the amendment qualifies
as the terminating of the Framework Agreement with
immediate effect.

In case the amendment terminates any service of
the Bank the Parties shall settle up with each other
in particular with the fees paid in advance by the
Account Owner. In this case the Bank shall charge
the pro-rata value of the services actually rendered
in accordance with the Framework Agreement. The
settlement shall be free of any chardes for the Client.

Until the date preceding the entry into force of the
modification, Account Owners which are clients qual-
ifying as consumer or micro-enterprise are entitled
to cancel the Framework Agreement with immedi-
ate effect, free of any fees, costs or other payment
obligations.

If the Client is not a micro-enterprise or a consumer,
the Bank is entitled to unilaterally modify the amount
of fees and commissions as well as any other con-
tractual provisions without any specific notification,
by way of Announcement in the cases set out in the
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Terms and Conditions for Corporate Clients and Munic-
ipalities, and under the terms and by the deadline
specified therein.

Termination of the framework agreement and the bank
account

1.190. The framework agreement shall be terminated (i)
upon the Account Owner’ death or dissolution without
succession; (ii) in case of cancellation, upon expiration
of the notice period, in case of cash account in the
case specified below.

1.190/A. Upon death of the Account Owner, the Framework
Agreement shall be terminated (i) in the case of
a testamentary order by transferring the account
balance to the account of the beneficiary/-ies
following their identification and the submission
of the certificate of death, or (ii) in other cases,
after the identification of the heirs duly proving
their rights by an original deed (with an original,
final notarial deed of the grant of probate with full
effect, a court decision or a certificate of inheritance,
or, in the case of foreign persons, the equivalent
documents according to the jurisdiction of their
respective countries, in an authenticated form) by
paying them the amount of the account balance.
The Bank shall only deliver the assets, placed with
the Bank, of the testator Client holding a Payment
account to the heir(s) if the above-mentioned
documents are submitted.

1.190/B. The Parties shall terminate the framework agreement
by mutual consent with immedaiate effect.

1.191. The Account Owner is entitled to cancel the framework
agreement without cause in writing, by giving a one-
month notice. In this case, the Account Owner shall
reimburse all costs incurred by the Bank in connection
with termination. The Bank is entitled to cancel the
framework agreement without cause in writing, by
giving a two-month notice.

1.192. If the Account Owner is a client qualifying as con-
sumer or micro-enterprise, any Framework Agreement
having been in force for six months or longer may be
cancelled by the Account Owner free of any fees, costs
and other payment obligations.

1.192/A. The Bank shall be entitled to terminate the
Framework Agreement and transfer the credit
balance of the account to a non-interest bearing
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suspense account if there has been no activity in the
account for a period of at least one year.

1.192/B. Expiration of claims in the account shall not
automatically result in the termination of the
account agreement.

1.193. The Bank shall cancel the Cash Account with immedi-
ate effect if, within ninety days from opening the cash
account, the Bank did not ascertain by a document not
older than 30 days issued by the registering organiza-
tion or by other data that that the organization obliged
to open a cash account is included in the registry. In
this case, the Framework Agreement shall also be ter-
minated, of which the Bank shall inform the Account
Owner in writing.

1.194. Deleted provision.

1.195. Deleted provision.

1.196. Deleted provision.

1.197. The Framework Agreement can be terminated with
immediate effect in the following cases:

a) the Account Owner - in case of consumer seriously or
repeatedly - violates the service agreement or any provi-
sions of the business regulations;

b) the Account Owner fails to ensure the conditions specified
for the Service to be used;

c) the Account Owner does not use the service properly; In
the case of consumer Framework Contracts concluded after
2 September 2025, including the case where the turnover
of the Payment Account under the Framework Agreement
- according to the Bank’s judgement - significantly differs
from the previous statement of the Customer submitted in
the course of the customer due diligence referred to in sec-
tion 1.3., redgarding the purpose of opening the Account, the
source of the amounts received into the Account and the
planned turnover of the Account, and the Account Owner
has not informed the Bank thereof in advance.

d) in case of Business Organization: the Account Owner does
not fulfil any of his/her payment aobligations arising from
the service Agreement;
in case of consumer: the Account Owner delays any of
his/her payment obligations arising from the Service
Agreement two times consecutively, his/her overdue debt
exceeds HUF 3,000, and fails to remedy such omission
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within reasonable deadline specified by the Bank in its
payment notice;

e) the Account Owner violates copyright in relation to the
software;

f) the Account Owner attempts to circumvent the security or

encryption system of the Service;

g) according to the Bank’s judgment, any action of the
Account Owner in connection with any service is sus-
pected to be a crime, or to be related to a crime.” In the

event - and for the period up to the entry into force - of the
termination pursuant to this subsection, the Bank shall be

entitled to restrict the turnover of the Payment Account
under the Framework Agreement for the above purpose,
particularly in order to prevent the Bank’s participation in
the execution of transactions presumed to have resulted
from or are the subject of a criminal offence. In the case

of Customers qualifying as consumers, the Bank is entitled

to limit the turnover of the account in accordance with
this subsection only in the case of Framework Contracts
concluded after 2 September 2025.

h) if the Client is a consumer a serious breach of contract by
the Bank

i) violation of the Bank’s House Rules by the Account Owner

or its representative if the Account Owner or its repre-
sentative behaves in an anti-social, violent, scandalous or
alarming manner in the Bank’s premises open for cus-
tomer service.

1.197/A. Upon termination with immediate effect, all debts
of the Client arising from the Payment account
agreement shall immediately become outstanding
and payable, and the Client shall settle them with
the Bank in a single amount within eight calendar
days following receipt of the notice of termination.

1.197/B. The Parties shall settle up with each other no later
than on the date of termination. In establishing the

existence and amount of debts of the Account Owner

against the Bank, the Bank’s records shall prevail. If
the Account Holder uses the cash deposit payment
services of the Hungarian Post Ltd., the Account
Holder shall inform its clients of the termination

of the Payment account and shall arrange the

change of those cash deposit payment orders which

specifies the Payment account held but terminated
with the Bank on time. Amounts arriving after
the termination of the Payment account shall be
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retransferred for the payer through postal services,
less the reasonably deducted costs.

1.197/C. Upon termination with immediate effect, or if the

Client does not give any instructions regarding the
amount in the account following termination of the
Framework Agreement by cancellation or due to
any other reason, the Bank shall transfer the credit
balance of the account to a non-interest bearing
suspense account for a period of not more than five
years.

1.197/D. If any Framework Agreement concluded with an

1.198.

1.199.

Account Owner being a client qualifying as consumer
or micro-enterprise is cancelled or terminated, the
Bank shall charge the pro-rata value of the service
actually rendered in accordance with the Framewaork
Agreement.

Reimbursement of deposited founders’ asset
Provided that the establishment of any corporation or
cooparetive society fails, the deposited founders’ asset
shall be refunded by the Bank through repayment to
the initial bank account in case of wire transfers or
repayment to the founder in case of cash payments; in
both cases the costs and fees of the transaction shall
be deducted from the funds transferred

Restriction of the right of disposition over the Pay-
ment account

In case of Clients not qualifying as consumer the Bank
shall be entitled to unilaterally restrict the Client’s
disposition right over its Payment account, as long as
due to any reasons emerging on behalf of the Client it
cannot be clearly determined who are eligible to act
on behalf of the Client or dispose over the Payment
account, furthermore provided that the Bank’s right
to termination with immediate effect can be revoked
according to point 1.191, but the Bank either does not
intend to exercise its right of termination, or its notice
of termination has not yet entered into effect.

1.199/A. Rights of consumers

The Bank shall publish on its website and make
available on paper in the customer area of the Bank’s
premises, at the Bank’s agents and at outsourcing
service providers the European Commmission’s
leaflet on the rights of consumers under Article

106 (1) of Directive 2015/2366 of the European
Parliament and of the Council on payment services
in the internal market, amending Directives
2002/65/EC, 2009/110/EC and 2013/36/EU and
Regulation (EU) No 1093/2010, and repealing
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Directive 2007/64/EC. The leaflet is also available in
an accessible format for persons with disabilities.

2. Opening of deposits

2.1. Under a deposit account contract the client is entitled
to deposit a specific amount of money to the Bank, and
the Bank is obliged to accept the amount offered and to
repay the same amount at a later date with interest.

2.2. Orders for fixed-term deposits submitted by a Client hav-
ing a Payment account with the Bank shall be accepted
by the Bank from the persons and in the manner speci-
fied in the Payment account agreement. The Bank regis-
ters the deposit by currencies and by deposit periods in a
separate deposit account linked to the bank account, or
in the GL account used for registering the deposit.

2.3. The Client keeps the amount placed as deposit with the
Bank until the date specified in the deposit agreement
(time deposit). Cancellation of the time deposit (i.e. with-
drawal of deposit) may result in the partial or full loss
of the rights to interest payment, and the Bank shall in
such case be entitled to call upon the Client to indem-
nify the Bank for the losses suffered by it. The legal
consequences of withdrawing a time deposit are set out
in the Bank’s prevailing List of Conditions.

2.4. The Bank is obliged to make the amount of the deposit
placed with it, increased by interests, available to the
Client on the maturity date of the deposit.

2.5. Unless otherwise provided in the agreement, the Bank
shall register depositors that are business organizations
by name, registered seat and main activities, and depos-
itors that are natural persons by name, address, place of
birth, and ID card (passport) number.

2.6. In the prevailing List of Conditions, the Bank shall spec-
ify the currencies in which it executes deposit orders
submitted on a given day in writing or electronically on
the same Bank Business Day as value date. In the case
of deposits made in certain currencies, the Bank shall
execute the deposit order on the 2nd Bank Business Day
following the given day. The Bank shall pay interest on
the deposit for the period extending from the opening
date until the day before maturity date.

2.7. The interest rate payable on the deposit, for the full
term of the deposit, shall be equal to the interest rate
effective on the opening date.
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2.8. The Bank calculates the interest payable on deposits as
follows:

principal X interest rate (%) X number of calendar days in the deposit period
36,500

Interest =

2.9. To calculate the averade interest rate, the Bank applies
the following calculation method:?

Averade  SUM( _ rom 110 (INterest rate; x number of days for which the interest rate; is valid)
interest ~ number of calendar days in the diven period

2.10. Interest on deposits placed with the Bank shall fall due
on the day the deposit matures.

2.11. If the period remaining until maturity is less than 365
days, the following formula shall be used for calculating
the EBKM (unified deposit interest rate ratio):2

n

Deposit made =Z

i=1

(k+bv)i
1+rx(t;/365)

2.12. If the period remaining until maturity is 365 days or
more, the following formula shall be used for calculating
the EBKM:3

n

) (k+bv)i
Deposit made = —( ) /369)

1+r
i=1

2.13. If the deposit is made in more than one instalment,
the following formula shall be used for calculating the

EBKM:4
n m
Z (l+r)(t /365) Z l+r tJ/365)
i=1 j=

2.14. The Bank shall inform its depositor Clients about any
chandes to the EBKM by modifying its List of Conditions
and by publishing them in the form of announcements.

1 where nis the number of changes in interests during the given period

2 where
n is the number of interest disbursements,
ris one hundredth of the EBKM,
tj is the number of days remaining from the opening date until the ith disbursement,
(k+bv)i is the sum of the principal and interest paid back upon the ith disbursement.

3 where
n is the number of interest disbursements,
ris one hundredth of the EBKM,
tj is the number of days remaining from the opening date until the ith disbursement,
(k+bv)i is the sum of the principal and interest paid back upon the ith disbursement.

4 where
n is the number of deposit instalments,
Bj is the amount of the ith deposit instalment,
tj is the number of days remaining from the date of first instalment until the date of the ith instalment,
ris the rate of EBKM,
m is the number of disbursements,
tj is the number of days remaining from the opening date until the date of the jth instalment,
Kj is the amount of the jth disbursement.
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2.15.

2.16.

2.17.

2.18.

2.19.

2.20.

2.21.

The minimum amount in which forint and foreign
currency deposits may be opened are specified by the
Bank’s List of Conditions. From corporate clients, the
Bank accepts deposit orders in HUF rounded up to hun-
dred thousands, and in foreign currency rounded up to
thousands, except for deposits with automatic renewal.

The shortest period of deposit - depending on the clien-
tele and the currency - is contained in the prevailing List
of Conditions.

The Client may request the term of deposit to be
extended, in the case of deposits made in a currency
specified in the List of Conditions not later than on
the Bank Business Day being the maturity date of the
deposit, and in the case of other currencies not later
than two Bank Business Days before the maturity date
of the deposit. The Bank shall establish a new deposit
interest rate for the extended period, which shall be
equal to the one applicable to newly opened deposits.

In the case of orders given for the opening of a deposit
with automatic renewal - unless otherwise provided for
by the Client - the Bank shall, on each maturity date, renew
the time deposit for the term specified in the original order.
Each time the deposit is renewed it shall be considered a
new time deposit, and thus the Bank shall determine a new
interest rate for each term, taking into account the refer-
ence interest rate specified in the agreement. If the Client
wishes to cancel the order for the deposit with automatic
renewal, the deadlines stipulated in section ll.2.16. for the
submission of the statement of cancellation shall apply.

In the event of a continuous deposit, the Bank may make
additional deposit modification orders permitting regular
or minimum deposit balances for the day of the deposit,
the availability of which may be restricted by the Bank to
certain account types or channels as specified in the Bank’s
Announcements.

With respect to time deposits opened for a specific pur-
pose, the parties shall sign a separate agreement.

The Bank shall not deduct any costs or fees from the
amount of interest payable to the Client for the deposit.
Exceptions to this are items that must be deducted
according to the law.

Conditions pertaining to the withdrawal of the deposit
prior to maturity, the Uniform Deposit Interest Rate Ratio
(EBKM), as well as all facts and information that have an
effect on the amount payable prior to or upon maturity,
are contained in the Bank’s List of Conditions. The Bank

2.22.

(€H)

a)

b)

0

d)

e)

)
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shall pay interest on the currencies listed in the List of
Conditions.

Unless otherwise provided for by the Hpt. regarding
deposit insurance, deposits placed with the Bank

are - within the scope and to the extent specified by the
Hpt. - insured by the National Deposit Insurance Fund

(OBA). Insurance provided by the Fund does not cover
the following:

any publicly financed institution,
Deleted provision.
any local government,

any insurer, reinsurance company, voluntary mutual insurance
fund or mandatory pension fund,

any investment fund or investment fund manader,

any Pension Insurance Fund as well as the institutions man-
aging them; administrative bodies for pension insurance,

allocated public funds,
any financial institution, payment service provider
the National Bank of Hungary,

any investment firm, member of the stock exchange, or
commodity exchangde service provider,

mandatory or voluntary deposit insurance, institutional
insurance or investors protection fund, and the Private

Pensions Guarantee Fund,

Deleted provision.

nor the deposits made by any equivalent of the above institu-
tions in foreign countries.

(2

a)

b)

deposits for which the court established by a final judg-
ment that the amount deposited had been earned through
money laundering,

to the own funds of credit institutions and debt securities
issued by credit institutions and promissory notes.
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By way of derogation from 2.22 (1) a) and c) points, the
insurance provided by OBA shall cover the accounts of local
governments and the accounts of budgetary agencies set up
by local governments, if the local government’s budgetary
balance sheet total shown in the financial report prepared for
the year two years prior to the given year does not exceed five
hundred thousand euro. The amount of this five hundred thou-
sand euro limit shall be translated to forints by the official
exchange rate published by the MNB acting within its central
banking duties, in effect on the last day of the year two years
prior to the given year.

2.23. If the Client of the Bank holding a deposit account dies,
for one year after the grant of probate or the judgement
adopted in the inheritance proceedings steps into effect
or until the expiry of the fixed-rate interest period -
whichever occurs later - the deposit granted or provided
to the heir in the judgment shall be transferred by the
Bank in the interest of the heir to the technical account
of the heir (sub account) connected to the Payment
account of the heir (main account) hold at the Bank,
if the heir wishes the Bank to transfer this amount to
an account held at the Bank or to be deposited at that
account. The reason for the above is that this way the
Bank can take into account this deposit as a separate
amount separated from other deposits of the heir when
establishing the indemnification amount guaranteed by
the National Deposit Insurance Found. Compensation
for the testator’s deposit shall be payable up to the
amount duaranted by the National Deposit Insurance
Found, regardless of the number of heirs. If the testator
has Discretionary Account opened for the eligibility for
the higher indemnification amount according to Section
2.24. the heirs will be entitled for the higher indemnifi-
cation amount for 3 months after the grant of probate or
the judgement adopted in the inheritance proceedings
steps into effect redardless of the number of heirs.

This technical account is a restricted account, no trans-
fers can be made to this account except the deposit of
the decedent, no money can be transferred or paid to
this account either. Payment orders can be made for the
amount of the technical account. The official transfers
and transfers based on summons against the main
account will be executed against the balance of the
technical account too. The heir takes into account that if
the technical account is charged under any ledal title the
amount of the charge will be deducted from the deposit
of the decedent thus the indemnification amount duar-
anteed by the National Deposit Insurance Found will be
decreased with the amount of the charde. The technical
account will be terminated after one year of the grant
of probate or the judgement adopted in the inheritance
proceedings steps into effect, without any further legal
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actions, and the positive account balance of the account
will be automatically transferred to the Payment account
of the heir (main account). If the main account is termi-
nated for any reason, the subaccount is also terminated.
The bank will not charge any additional charges and

fees for the upkeep of the subaccount in addition to the
charges and fees of the main account.

2.24. Upon the Client’s request the Bank register the deposit
of the Client to be handled separately on a discretionary
account opened to the benefit of the Client (Discretion-
ary Account) so that the National Deposit Insurance
Fund is able to provide a further maximum EUR 50,000
indemnification amount, in addition to the general max-
imum EUR 100,000 indemnification amount, to natural
person, sole trader and small-scale agricultural producer
Clients holding deposits at the Bank as follows:

2.24.1. As a requisite for the separation of the deposit, thus
the eligibility for the higher indemnification amount,
the Client shall provide the Bank with a trustworthy
evidence that the deposit originates from the
following sources:

a) the sale of residential property, or the sale of lease rights
or any right of tenancy;

b) benefits received upon the termination of employment or
upon retirement;

¢) insurance benefits; or

d) compensation received for criminal injuries or wrongful
conviction.

2.24.2. The Client is entitled to certify the source of the
separated deposit on the day the deposit was opened
at the Bank with the following documents in cases
defined in Section a) of 2.24.1. the copy of the
contract on the sale of residential property or other
document on the transfer of property, lease rights or
the rights of tenancy not older than 30 days;
in cases defined in Section b) of 2.24.1. certificate of
the employer or payer not older than 30 days;
in cases defined in Section c) of 2.24.1. certificate of
the insurance company not older than 30 days;
in cases defined in Section d) of 2.24.1. decision of the
court not older than 30 days.

2.24.3. The Discretionary Account is a technical, restricted
account connected to the Payment account of the
Client. No deposit originating from other sources
shall be placed to this account. After the deposit was
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separated no money can be transferred or paid to

this account either. The official transfers and transfers
based on summons against the Payment Account will
be executed by the Bank adainst the balance of the
technical account. However no other payment orders
can be made for the amount of the Discretionary
Account, save for the transfer of the separated deposit
to the Payment Account of the Client.

2.24.4. The Discretionary Account is terminated without any

further legal actions at the latest three months after it
was opened. With the termination the positive balance
of the Discretionary Account will be automatically
transferred to the Payment Account of the Client.

The Discretionary Account is terminated without

any further ledal actions if the separated deposit is
terminated. If the Payment Account is terminated for
any reason the Discretionary Account is terminated
simultaneously.

2.24.5. The Bank will not charge any additional charges and

2.25.

2.26.

fees for the upkeep of the Discretionary Account in
addition to the charges and fees of the Payment
Account

In case of deposits insured by the National Deposit Insur-
ance Fund offsetting between the Bank and the Client
will be possible if the Client owes an overdue unpaid
amount to the Bank expired before the opening day of
the compensation procedure

Detailed information on important matters regarding the
National Deposit Insurance Fund - such as deposit types
covered, extent of insurance, conditions for the payment
of indemnity, and order of procedure for indemnification
- can be obtained from the prevailing information mate-
rial available in branches and on the Bank’s website.

3. Collection of postal fee for postal cash services

3.1

The Bank undertakes to arrangde for payments through
Magyar Posta Zrt. for postal cash payment orders
initiated by the Client, if the Client ensures coverage for
the costs of the order and the related postal fee in his/
her bank account. Upon submission of the postal cash
payment order, the Bank debits the Client’s account with
the fee charged by the Post as well as with the amount
of the order based on the instruction. The Bank under-
takes to credit the Client’s Payment account with the
amount of cash payment in relation to local cash ser-
vices provided by the Post, and to transfer data between
the Client and the Post. The Bank debits the Client’s

3.2.
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Payment account with the postal fee of the local cash
service, where the value date is the due date appearing
on the invoice sent by the Post.

For postal cash services, the Bank shall charge the Client
a fee as per the List of Conditions, under the terms
specified therein. Furthermore, the Bank shall also debit
the Client’s Payment account with the fee(s) charded by
Magyar Posta Zrt.

4. Cheque

4.1.

4.2.

4.3.

4.4.

4.5.

Cheque shall mean any instrument bearing the formal
characteristics set-out in the decree of the Ministry of
Justice No. 2/1965. (1.24.).

Valid and authentic cheques issued in the form pre-
scribed by the prevailing legislation shall be cashed

by the Bank at its own discretion, i.e. the Bank shall

buy them or take them over from the Client for collec-
tion. The Bank takes over cheques in HUF in domestic
circulation only for the purpose of collection. If the Bank
paid the amount of cheque to the Client in advance, and
the cheque is not be paid upon presentation, the Bank
shall be entitled to debit the Client with the amount
paid or the claim arising from the Bank’s right to
reimbursement.

The Bank purchases the cheque at a price defined in the
prevailing List of Conditions. The cheque - depending on
the type - shall be settled by disbursement at the cash
desk or by crediting the Client’s Payment account main-
tained with the Bank.

The Bank is entitled to charde the Client with the
commission and the costs incurred in connection with
cheque cashing in the currency of the cheque’s coun-
ter-value and to deduct this amount from the coun-
ter-value of the cheque.

The Bank is entitled - by drawing up a record - to with-
draw any cheques which, according to the Bank’s infor-
mation, have been stolen or lost or if there is a suspicion
that they are forged or counterfeit.

5. Foreign currency trading

5.1

Unless otherwise agreed upon the Bank concludes for-
eign currency exchange transactions only with a Client
maintaining an account with the Bank.
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5.2. The Bank purchases or sells currencies and foreign cur-
rencies at an exchange rate defined by the Bank, under
the conditions set in the List of Conditions or in an indi-
vidual agreement. The Bank does not set exchange rates
for the following currencies and does not undertake to
serve the cash management for these currencies: RUB,
HKD, PLN, RON, TRY, CNY, RSD.

5.3. Foreign currency trading transactions at a so-called
market price shall only be concluded over the phone or
through the “UC Trader” system, for which a treasury
framework agreement, a framework contract for spot
FX conversion transactions or a “UC Trader” agreement
respectively must be concluded with the Bank. Trading
over the phone or through the “UC Trader” system may
only take place under the terms and conditions of the
respective agreement. The method of identifying the
Client is described in the respective agreement.

5.4. The Bank shall record phone conversations regarding
the FX trading agreement between the Client and the
Bank as well as any relevant information supply, and the
Bank is entitled to use the recorded phone conversations
as evidence in case of disputes. Failing proof to the
contrary, the records shall certify the content of phone
conversations. The Client shall solely be liable for any
damages incurred by either the Bank or the Client due
to any trading conducted by unauthorized persons on
behalf of the Client.

5.5. If the Bank executes the instructions of the Client in
performing FX trading transactions, the full profit or loss
generated in the Client’s position shall belong to the
Client. In the case of Clients who are natural persons,
the Bank shall pay the Client the profit reduced by the
appropriate amount of advance tax payment according
to tax legislation.

6. Custody service

Within the framework of its custody service, the Bank shall
place and handle any amount defined by the Client in an
interest-bearing or non-interest bearing separated custody
account under the conditions set out by relevant legislation.
Detailed conditions regarding custody services are contained
in the custody agreement concluded with the Client and in the
Bank’s prevailing List of Conditions.
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7. Safe service

7.1. Based on the agreement concluded with the Client, the
Bank shall make a safe available to the Client in prem-
ises under continuous surveillance; the Client shall place
valuables in the safe and take them out of there on his/
her own.

7.2. The Bank shall only conclude any safe deposit agree-
ment by performing client vetting. In this case, the
Client shall also make a statement to the Bank to spec-
ify whether he/she is acting in his/her own name and
interest, or on behalf of and in the interest of the actual
owner according to Pmt.

7.3. The Bank shall insure the valuables placed in the safe up
to an amount set in the agreement to be concluded with
the Client - but up to a maximum per safe as set in the
List of Conditions relating to safe deposit - adainst a fee
specified in the List of Conditions.

8. Credit reference service

Upon request or authorization of the Client put in a public
document or in a private document providing full evidence,
the Bank shall provide third parties with banking information
about the Client within the scope of bank secret specified

in the said document and without violating the bank secret,
against a fee specified in the prevailing List of Conditions or in
the individual agreement.

9. Brokerage of financial services

The Bank conducts brokerade activities solely for financial
institutions or bank group clients in order to support their
deposit-taking, lending and other service providing activities
under the conditions set-out in the individual agreement con-
cluded with the Client.

10. Currency exchange

10.1. The Bank exchanges currencies during the opening hours
of the Bank’s cash desk, based on the Bank’s buying or
selling rates of exchangde as specified by the Bank in the
exchange rate table displayed.

10.2. The Bank shall withdraw any currency that seems
to be forged or counterfeit - by drawing up a record
thereof - and send it to MNB immediately for the pur-
pose of investigation.
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10.3.

The receipt of such money - whether prior to the conclu-
sion of the investigation or when MNB ascertains that
the money is forged or counterfeit and withdraws it from
circulation - shall not give rise to any financial claim on
the part of the Client.

11. EFER service

11.1.

11.2.

11.3.

11.4.

11.5.

The Client may perform his payment obligations towards
institutions participating in Electronic Payment and
Settlement System (EFER) electronically, via the Bank’s
EFER service. The conditions and method of payment via
EFER are specified by regulations and other information
(www.madyarorszagd.hu).

To be able to use the Bank’s EFER service, the Client
shall have a HUF Payment Account and an adherent
Spectra, or SpectraNet Internet Banking service with the
Bank.

The Client shall initiate the EFER payment transaction at
the beneficiary institution participating in EFER. Payment
orders shall be submitted to the Bank indicating the
EFER payment identification number specified by the
beneficiary institution.

Data of the payment order registered in EFER - including
validity period and payment identification number - is
forwarded to the Bank by EFER itself. The Bank insures
that the payment order with the registered data (here-
inafter: EFER payment order) is available immediately
for the Client in the Spectra and/or SpectraNet Internet
Banking service.

After checking the data of the EFER payment order dis-
played by Spectra, SpectraNet Internet Banking service,

11.6.

11.7.

11.8.

11.9.
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the Client may accept (i.e. submit) the payment order
or refuse it. It is not possible to change the data of the
EFER payment order in such services - except for the
value date of execution which may not be later than the
last day of the validity period.

The EFER payment order is executed only against HUF
Payment Account, fees and other costs defined for EFER
service will be charged. The Bank shall execute EFER
payment orders only if the financial coverage necessary
is available on the account to be debited according

to the EFER payment order. The Bank places the EFER
payment order in a queue until the end of the validity
period. The Bank shall not perform partial payment for
the EFER payment order.

The EFER payment order shall be accepted or refused
within its validity period. Payment orders that are not
accepted within the validity period shall not be exe-
cuted and will be deleted automatically from the Bank’s
system.

The Bank shall send a verification to EFER of the EFER
payment orders which have been accepted, refused - by
duly signing and submitting to the Bank - or deleted due
to the expiry of the validity period.

The Bank shall bear no responsibility for the damages
arising in connection with EFER payment orders which
have been refused or not accepted within the validity
period by the Client or which have not been executed by
the Bank in compliance with the rules requlating EFER
payment orders.

11.10. Hereinafter, rules set forth for electronic domestic

transfer orders shall be applicable to EFER payment
orders.

IV. EFFECT OF THE GENERAL TERMS AND CONDITIONS

The consolidated text of the General Terms and Conditions shall come into effect on 15 February 2026 for an indefinite period of

time.

In case of any discrepancies between the Hungarian text of the General Terms and Conditions and the present English text, the
Hundarian version shall prevail.

Budapest, 15 February 2026

UniCredit Bank Hungary Zrt.
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